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SAFETY INSTRUCTION

Please carefully read the following safety instruction so as to avoid personal injuries and prevent
the equipment and other connection devices from being damaged.
1. Power sources (Note: please use the power supply attached or specified by the
manufacturer)
Never operate the equipment by using unspecified power supply.
2. Never push objects of any kind through openings of DVR
Never push objects of any kind through openings of DVR so as to avoid electric shock or other
accidents.
3. Do not put the equipment in the dusty field
Do not put the equipment in the dusty field.
4. Do not place the equipment under rain or humid environment
Do not place the equipment under humid environment like basement. If the equipment is
accidentally in contact with water, please unplug the power cable and immediately contact
your local dealer.
5. Keep the surface of the equipment clean and dry
Use soft damp cloth to clean the outer case of DVR (do not use liquid aerosol cleaners)
6. Do not operate if any problems are found
If there are any strange smell or sound from DVR, unplug the power cable and contact the
authorized dealer or service center.
7. Do not try to remove the upper cover
warning: Do not remove the cap of DVR so as to avoid electric shock.
8. Handle with care
If DVR does not work normally because of hitting on the hard object, please contact the
authorized dealer for repair or replacement.
9. Use standard lithium battery (Note: Use the batteries attached or specified by the
manufacturer)
After cutting off the power supply, if the system clock cannot continue to work, please replace
the standard 3V lithium battery on the main board.
warning: Turn off DVR before replacing the batteries, or you may be suffered from serious
electric shock. Please properly dispose of the used batteries.
10. Put the equipment in a place with good ventilation
The DVR system includes HDD, which produces large amount of heat during operation. As a

result, do not block the ventilation openings (on the top, bottom, both sides and the reverse
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side) for cooling the system during operation. Install or put the equipment in the place with
good ventilation.
11. The attached power adapter can only be used for 1 set of DVR. Do not connect more
equipment, or DVR may be restarted repeatedly because of insufficient power.
12. Prevent the equipment from water dropping or splashing. Do not place objects
containing water, such as flower vase, on the equipment.
13. Do not ingest battery, Chemical Burn Hazard.
This product contains a coin / button cell battery.
If the coin / button cell battery is swallowed, it can cause severe internal burns in just 2
hours and can lead to death.
Keep new and used batteries away from children.
If the battery compartment does not close securely, stop using the product and keep it away
from children.
If you think batteries might have been swallowed or placed inside any part of the body, seek

immediate medical attention.
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1.1 Rear Panel

Chapter 1 Product Overview

BILEITLTT

5! n‘ ‘n|
+-Tlg123
et a L

VIDEQ INPUT

oy

\ee)©

VIDEO INAUT

AUDIO INPUT (5-16)

For some models to connect to audio inputs with supplied connector

ltem Description
VIDEO INPUT Connect with video input devices, standard BNC port
AUDIO INPUT Connect with audio input signals, RCA port

ADUIO OUTPUT

Audio signal output, RCA port

USB port Connect the supplied mouse or USB flash memary

VGA Connect to your TV or a monitor VGA input

Reset Located under the USB port, press for 10s to restore factory settings
HDMI Connect to your digital TV port monitor with HDMI input

LAN Connect to your home network

e-SATA Optional. Connect to e-SATA HDD for recording & backup

RS-485 Connect to PTZ devices

Sensor & Alarm

Optional. Connect to external sensor & alarm devices

Power

Connect to the supplied power adaptor

Power Switch

Enbale/off power supply
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AUDIO INPUT (1-4) & VIDEO INPUT (25-32)
For some 32CH DVR to connect to audio inputs & video inputs (25CH ~ 32CH) with supplied

connector

Chapter 2 DVR Installation & Connection

2.1 HDD Installation

Depending on the package you have purchased, the hard disk drive may be included in the full

package. If it is not pre-installed, follow the installation instructions on this user manual.
Caution: DO NOT install or remove the hard disk drive while the device power is turned ON.

HDD Installation:
(1) Cutpowver firstly, and then remove screws on both sides & rear panel, and open DVR upper cover.

(2) Connectthe data and power cables to the HDD and place the HDD on the DVR case. Carefully flip the
DVR case and secure the HDD to the DVR with the screws.
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(3) Put the upper cover back carefully, and fix the cover with screws.

ot .
Note: Above procedures are for reference only. The practical operation may be different depending

on the DVR you purchased.

2.2 Connection Diagram

IP Cameras Router

Power Supply

ﬁ ﬁ """ Microphones

Analog Cameras §§§§ .................................. H

HDMI/VGA to Monitor
Note: Above diagram is for reference only. The practical connection may be different depending on the

DVR you purchased.
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2.3 Power Supply Connection

Caution: Use only the supplied power adapter that came with the DVR

Connect one end of the power adapter to the power connector on the back of the DVR. Plug the other end of

the power adapter into the wall outlet.

Wall outlet

Power adapter

For some specific models, you may need to press the Power switch to turn on the power.

Chapter 3 DVR Common Operations

3.1 Using the Supplied Mouse

1. Left Button
o  C(lickto select menu options.
o During live viewing in split-screen view, double-Click on a channel to view it in full-screen.
Double-Click the channel again to return to split-screen viewing.
o  C(lick upon a channel on Live Viewing screen to open Camera Quick Toolbar.

o  C(lick and hold to drag sliders and scales on menu mode
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2. Right Button
o  C(lick once to open the Taskbar on the Live Viewing screen. View Taskbar on 4.2.2 Taskbar

o Inmenus, clickto go back / close menus.

3. Scroll Wheel
o Inmenus, scroll to move up / down through the menu content.

o While hovering over the volume control wheel, scroll to turn system volume up / down.

3.2 Using the Virtual Keyboard

You will see the virtual keyboard automatically on the screen when you need to enter data

Clickto toggle the keyboard to

upper case and more punctuation

Clickto delete a

character

Clickto complete

the enter

Move the cursor to right

Move the cursor to left
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3.3 Password

For the first time when you run the DVR, you must be required to set your own password immediately in
order to protect your privacy. Please be sure to record your username and password and save themin a

secure place.

Language English

Device ID

New Admin Name

Password Strength

New Admin Password

Confirm Password

Unlock Pattern Disable

Camera Activation Password Same as recorder’'s password

Language: Set the system language, the device supports multi-language setting.

Device ID: Enter the device ID in parentheses, the default ID is 000000.

New Admin Password: Set the administrator password. The password should be 8 to 16 digits long and
must contain at least two combinations of upper case letters, lower case letters, numbers or special
characters.

Confirm Password: Re-enter the administrator password.

Unlock Pattern Enable: Enable the pattern password, draw a pattern and confirm twice to set the

pattern password successfully.

Language Unlock Pattern
Device ID
Your unlock pattern has been completed

New Admin Name

Password Strength O Q

New Admin Password

Confirm Password O O

Unlock Pattern

k

Camera Activation Pa — i = . recorder’'s password
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Camera Activation Password: This password will be used to activate an unactivated camera that is
connected to the DVR.When Same as recorder's password is unchecked, user-defined camera activation
passwords are supported.When Same as recorder's password is checked. The device's login password
will be automatically applied as the camera activation password.

Click Apply to confirm your settings. The system will require to set the password recovery questions
in case you forget the password.If you Click the Cancel button without checking any reset method, the

password reset function will not be enabled.

Password Recovery Settings

(MSecurity Question Configuration: To change the user password by question verification, check the
Security Question Configuration, select three questions among 15 questions, and set the answers at a
maximum length of 64 characters to retrieve your password.
(@Certificate of authorization: To change the user password by using a certificate, check the Certificate
of authorization, and click Export to download the certificate.txt file.
®Super code(Not recommended): This method is to calculate a super code allowing to changing the
user password by using the MAC address of the camera and camera time. You are not advised to enable
this function as the MAC address of the camera is broadcast over the network, and the system time of
the camera can be directly obtained when you log in from the web client and use Super code to change
the user password.
Enter the login screen when the system is locked. Enter the device login password and click Login to

unlock access to the DVR system.

Language ENGLISH

Device ID 000000 (000000)

User admin

Forgot Password Pattern

When the system is locked, tap Pattern to access the Pattern Password Unlock screen to unlock the

device.
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raw the unlock pattern first

ONONG
O OO0
O 0O

If you forget your password while the system is locked, you can Click Forgot Password to reset it.
Note: The system interface will be locked for 3 minutes after 5 consecutive logins with incorrect

passwords.

Chapter 4 DVR Starting up

4. Start Wizard

For models that support face recognition function. When you enter the system for the first time, the
machine vision face recognition algorithm agreement will pop up. Check "I have read and agree to this
agreement" and save it. When the device is connected to an Al camera that supports face recognition,
the face recognition function can be enabled. Otherwise, the face recognition function will not be
enabled.

Machine Vision Face Recognition Algorithm Protocol

You may voluntarily choose whether to enable, invoke, or deploy (collectively referred to as “use") the facial recognition algorithm or function. Before
confirming usage, please carefully read this Protocol, especially the terms prominently indicated in bold. Once you actually use or choose 1o *agres," you will be
deemed to have read and voluntarily accepted the legal effect of this Protocol's binding.

1. In view of the fact that video devices will record real activities under specific conditions and within a specific fime and space range during their use, you
understand and confirm that you should comply with all applicable laws and regulations, fulfil agreements or declarations signed with stakeholders, respect
international conventions, social morality, public order, and good customs while using the Products, and avoid infringing on the legitimate rights and interests of
other organizations and individuals, including but not limited to the right to privacy, the right to portrait, and personal information rights.

2. You understand and confirm that all data and personal information (including biometric information) that you handle independently during the use of the
Products meet the requirements of all applicable laws and regulations and have fuifilled legal obligations in practical terms, induding but not limited to: fully
informing relevant individuals, the public, and regulatory agencies of data and personal information processing related to the use of the Products; having a lawful
basis for processing data and personal information, such as obtaining consent (including separate consent) from relevant subjects in a legal manner.

This indludes but is not limited to: fully informing relevant individuals, the public, and regulatory agendies of data and personal information procassing related to the
use of the Products; having a lawful basis for processing data and personal information, such as obtaining consent (including separate consent) from relevant
subjects in a legal manner.

Therefore, you should independently assume the obligation to comply with the law for your own behavior. We do not provide any compliance guarantee or
assurance for your behavior, and the provision of the product and any terms of this agreement should not be understood as providing any form of help or
convenience for your behavior.

6. You understand and confirm that our product is provided in accordance with existing laws and regulations, technology, and conditions. If any applicable laws
or regulations would substantially affect (1) the provision of part or all of the product's functions or (2) our ability to provide such functions in accordance with the
law, e may decide unilaterally to immediately terminate the provision of such algorithms, functions, or products and give notice as early as possible on the official

I ha nent
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411 Start Wizard

Click the Start Wizard to proceed to the next step

Wizard

emal Port External Port UPNP Status  Maping ¢

If you connect to a router allows to use DHCP, please check the DHCP box. The router will assign

automatically all the network parameters for your DVR. Unless the network is manually addressed below

parameters:

IP Address: The IP address identifies the DVR in the netwaork. It consists of four groups of numbers

between 0 to 255, separated by periods. For example, “192168.001.100" .

Subnet Mask: Subnet mask is a network parameter which defines a range of IP addresses that can be

used in a network. If IP address is like a street where you live then subnet mask is like a neighborhood.

The subnet address also consists of four groups of numbers, separated by periods. For example,
"255.255.000.000" .

Gateway: This address allows the DVR to access the Internet. The format of the Gateway address is the

same as the IP Address. For example, “192.168.001.001" .

IPv6 Address: Input the IPv6 address you got from your ISP, It consists of eight groups of numbers

between 0 and FFFF separated by colons. For example, "ABCD: EF01: 2345: 6789: ABCD: EFO1: 2345:

6789"

IPv6 Gateway: IPv6 gateway IP address of the network where the device is located.

DNS1/DNS2: DNST is the primary DNS server and DNS2 is a backup DNS server. Usually should be

enough just to enter the DNST server address.
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http/https/rtsp: This is the port that you will use to log in remotely to the DVR (e.qg. using the Web Client),
or the DVR will be allowed to transmit real-time streaming to other device (e.g. using a streaming Media
player.). The ONVIF is using the same port also.

UPNP: If you want to log in remotely to the DVR using Web Client, you need to complete the port
forwarding in your router. Enable this option if your router supports the UPNP. In this case, you do not
need to configure manually port forwarding on your router. If your router does not support UPNR make
sure the port forwarding is completed manually in your router.

PPPOE (Point-to-Point Protocol Over Ethernet) : This is a protocol that allows the DVR to connect to

the network directly via a DSL modem.

4.1.3 Date/Time

This menu allows you to configure the Date, Time, Date Format, Time Format, Time Zone, NTP and DST.

Date and Time

Click on the calendar icon to set the current system date.

BENCTANE

DST
Date 04/15/2021
Time 11:28:21
Date Format MM/DD/YYYY

Time Format 24Hour

Time Zone GMT=+08:00

Date: Click on the icon to set the system date.

Time: Click to set the system time.
Date Format: Choose from the drop down menu to set preferred date format.
Time Format: Choose time format between 24Hour and 12Hour.

Time Zone: Setthe correct time zone.

NTP

NTP stands for Network Time Protocol. This feature allows you to synchronize the date and time

automatically on the DVR over Internet. Therefore, the DVR needs to be connected to the Internet.
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Date/Time

Dateand Time

Enable NTF

Server Address

Update Mow

Checkthe “NTP” box, and select the NTP server.
Note: Default time zone is: GMT. NTP is enabled by default, server address is: pool.ntp.o

DST

Dateand Time  NTF
Enable DST G
Time Crffsst
DST Mode
Start Time [ET The 2nd

End Time Maw, The 1st

DST: Enable if Daylight Saving Time (DST) is observed in your region.
Time Offset: Select the amount of time to offset for DST.

Time Mode: Choose to set the daylight saving time in weeks or in days.
Start Time/End Time: Set the start time and end time for daylight saving.

41.4 1P Camera

This menu allows you to add IP cameras to the DVR.

Wizard
IP Camera

Manufactur Channel Edit State |P Address/Domain Subnet Mas

HIKVISION DS-|

Previous

11
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Click Search to search IP cameras in the same network. Choose the IP camera(s) you want to add, and
then click icon to add to the DVR.

Add |P Camera

Auto

admin

Camera Mode  Auto

Enter the camera’s user name & password to add the camera(s).
You can also Click @, Open the IP Camera Add menu and add an IP camera by manually entering

information about the camera or by selecting the IP camera from the Device List.

Add IP Camera

Manufacturer

Private

admin

Channel Binding CH1

Search Default Password

IP Address/hostname: IP address or domain name of the IP camera

Alias: Name of the IP camera.

Port: The port of the IP camera.

Protocol: Select the protocol to be used for the add-in

User Name: User name of the IP camera

Password: Password of the IP camera

Connect with default password: When enabled, the camera will connect with the set default password.
Channel Binding: select to add to the specified channel

12
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4.5 Disk

Wizard

Serial No. Model Firmware

WD-WCC4M1EYRVLZ WDC WD20PURX-64PFUYQ 80.00A80

Overwrite Auto Format HDD Add NetHDD

Record On ESATA  Disable

Previous Cancel

If the HDD is installed in the DVR for the first time, it must be formatted. Select the HDD and then click
Format HDD button to format the HDD.

Overwrite: Use this option to overwrite the old recordings on the HDD when the HDD is full. For example,
if you choose the option 7 days then only the last 7 days recordings are kept on the HDD. To prevent
overwriting any old recordings, select Disable. If you have disabled this function, please check the HDD
status regularly, to make sure the HDD is not full.

Add NetHDD: Further information please check

Record On e-SATA: If your DVR comes with an e-SATA port on the rear panel, you can enable to record
the video to e-SATA HDD. This function only available when your e-SATA HDD has been connected to the
DVR already.

13
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4.1.6 Resolution

Choose an output resolution matches to your monitor. The DVR supports to adjust the output resolution

automatically to match the best resolution of your monitor when the system is starting up.

Resolution

Output Resolution  4K(3840x2160)

Apply

4.1.7 Mobile

If your DVR come with a P2P ID, you can scan the QR code with your mobile app to view the DVR remotely.

Mobile

P2P ID

P2P ID RSV1707050427048

Local Connection

IP Address 172.20.31.78

Subnet Mask

Port

Web

Client

14
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4.1.8 Summary

You can check the system summary information you had set in the start wizard and finish the wizard.
Tick "Don't show this window next time" if you don’t want to display Start Wizard when system reboot

next time. Click Finish button to save & exit.

Summary

System
Resolution 4K(3840x2160)
Date/Time 04/15/2021 14:19:41, GMT+08:00
NTP

Network
DHCP
IP Address 172.20.31.78
Subnet Mask 255.255.255.0
Gateway
DNS1
DNS2
PPPoE

Deon't show this window next time

4.2 Live View Screen Qverview

Channel Name Siatus Icons Alarm pop-up

l |
B

Camera Title

To display the camera title

15
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A-: This indicates that the camera connected is an AHD camera.
T-: This indicates that the camera connected is a TVI camera.
C-: This indicates that the camera connected is a CVI camera.

IP: This indicates that the camera connected is an IP camera.

State icon

. The camera is being recorded currently
‘R A motion alarm is happening

S An intelligent or Al alarm is happening

Q The external I/0 alarm device is being triggered
PR The PIR alarm is being triggered

HDD is uninstalled orin error

HDD is unformatted

HDD is full
HDD is read-only

Off -line: The analog camera is disconnected.

No Camera: IP camera is disconnected.

Decoding Failed: The DVR doesn't support this kind of IP camera compression standard, please change

to H.264 compression standard.

Resource Not Enough: Insufficient resources, the main code flow does not support all drawings at the

same time/MJPEG format can only display one channel.

Band Not Enough: Insufficient bandwidth, the channel cannot be online

Failed to connect to camera: IPC connection failed

User name or password error: IPC username and password are wrong

+ Clickto open Quick Add menu to add IP camera

f Click to edit current IP camera
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4.2.1 Camera Quick Toolbar

In live viewing, click the left button of your mouse on a connected camera to display the Camera Quick

Toolbar.

BeRnoAC®ER L 2R

B- Click to manually record the channel immediately. If the manually recording is in process, the icon

will be in red color. Click one maore time to stop manual record.

@ Click to save a snapshot of the current camera image. Manual Capture must be enabled to use this
feature. For details on enabling Manual Capture.

Click to play the latest 5 minutes recording of this channel

‘@ Click to enter PTZ control panel. Click to control zoom and focus of motorized varifocal lens

@ Click to zoom-in the channel. Scroll the wheel button of your mouse to zoom in and zoom out the
image.

CJ Click to adjust the image color of the channel.

To switch the live view video stream between HD & SD. HD is mainstream images, SD is

substream images.

@ If your camera has white light LEDs, click this button to turn on or turn off the LEDs.
o If your camera has a built-in speaker, click this button to turn on or turn off the alarm sound.
If your camera has warning light LEDs, click this button to turn on or turn off the LEDs.

Click to start two-way voice communication

Tag button. It supports to fast search by adding a tag in live view.

B & © ©

Al statistics. Hover the mouse upon the icon to view Al statistics when the Al function is activated in
your DVR.
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4.2.2 Taskbar

. BHOH BB RBRBEB R S

o=
B= & Clickto pop up the Start Menu

EEI @ % Clickto display 4/9/12/16 channels in live view screen
Eg Click to choose more display layouts in live view screen

EX

=1 Click to start viewing channels in a sequence.

Quick playback. Playback all channels from the beginning of the day, you can also Click on the
triangle at the bottom right to choose to playback from the last 5s, 10s, 30s, TMin, 5Min.

ﬂ:] ) Click to adjust audio output volume

HD 2

£sD Click to switch the live view image resolution for all channels between mainstream and substream.
872

LAy

Click to switch the image scale for all channels between original and stretch.

L—| Click to switch among real-time, balanced, or smooth view. It affects the live view video quality by

changing the bitrate and frame rate.

Click this button to restore the scrambled channel positions.

W O & 2021104090113

------ - Network is disconnected.
------ : Network is connected but offline.

------ - Network is well connected.

W
DVR in Arming state.

~ DVR in Disarm state.

Manually turn on/off all channels white light and siren.
"{'_j Manually turn on/off channels recording and 10 alarm.

@To view system information, channel information, record info and network state.
The device is connected through USB_ WIFI and is recognized successfully. It can access the Internet

through WiFi.
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4.2.3 Alarm Popup

The Alarm Notification Panel displays thumbnails of alarm events that have occurred. Events are color-

coded according to the event type. Use the mouse scroll wheel to scroll up and down (place the mouse

cursor aver the notification panel first). Click the play button next to or over the thumbnail to play the

event.

T oM

01/31/2024 14:52:07

e

ey A
i“;:i’ Iﬁg
. S
‘7
E I* @
01/31/2024 14:561:63

- -

e
s bV T

" .

1. Click ﬂ to display the natification panel at all times.
2. Click @ to hide the notification panel.

3. Click [ml to reveal Al statistics information.

4. Click [@]‘[o reveal the Filter and Statistics functions (shown

below).

Use the Filter function to customize which alerts and which

camera will appear in the notification panel. You can also customize the time duration and channels you

want to display in Al statistics.

4.2.4 Start Menu

With the start menu, you can switch user, search & playback, enter system setup menu, lock & unlock the

screen, shut down, reboot & logout the system.

&

admin

Search

Sefup

Lock Screen

Shutdown

To switch user.

Search & Playback.

DVR System Setup.

Lock & unlock screen.

Shutdown, reboot & logout the system.
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4.2.41 Unlock and Lock Screen

& admin When the DVR is out of menu operation for an extended period of time,
the screen is locked to secure the system.

Search

If necessary, you can also lock the screen operation manually. To do
Setup s0, go to Star Menu, and then clickthe Lock Screen icon ?:I to lock
the system immediately.

7 Unlock

| If the system is locked, you can Clickthe Unlock icon ™ to unlock the

Sh oWl .
Shutdown system for further operation.

4.2.4.2 Shutdown

.;. admin

Shutdown

Click the Shutdown button from Star Menu, and the check the further action you want to move. Click OK

button, system will require to input the Admin password to authenticate.

Shutdown

If you choose Logout the system, the live viewing screen will be disappeared. You will need to login the

system for further operations.
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Chapter 5 DVR System Setup

You are able to configure the DVR for Channel, Record, Alarm, Network, Device & System from Start
Menu - Setup.

Channel

Al Scenario

5.1 Channel

In this section, you are allowed to configure the camera, live view display, manage IP cameras, adjust IP

camera’s image, PTZ setup, motion setup, convert mode and mare.

5.1.1 Channel
5.1.1.1 Channel configure

Recorg

The DVR supports to disable analog channels to increase IP channels. If you want to disable an analog
channel, uncheck the box and click Apply to save. To disable an analog channel can increase an IP

channelinput.
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5.1.1.2 IP Channels

@ Setup

1. Click Add Device to expand and collapse the device search window.

a. Click Search button to search and display the devices under the same LAN. Based on the search
result, select one or more devices, and click Add to enter the corresponding information to complete the
addition.

b.Based on the search result, you can select multiple devices, click Batch IP Modification, set the
correct information, you can batch IP modification for the selected cameras.

. Check Automatic Camera Addition, the device will automatically add cameras to the channels

where cameras are not added.

Advanced Setup

Use the Admin password as camera activation/con
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2. Click the Advanced Setup button to enter the device's password to open the Advanced Setup page,
where you can do the following:

a. Default Password: Set the default password for the device to connect to the camera via
Private/Onvif/RTSP protocol. The default password for the Private protocol can be used to activate the
connected camera that is not activated. When Use the Admin password as camera
activation/connection password is checked, the Private protocol will use the device administrator
password for activation/connection of the accessed camera.

b.Modify Camera Password: You can modify the password of the online camera.

C. Restore IP Channel Connection: When the device forgets the password and resets the password by
restoring the factory settings. You can Click Restore IP Channel Connection to restore the channel
connection parameters before restoring the factory settings, and add the original online camera with
one Click .

3. Select the camera that has been added to the device, click Delete Camera button to delete the
camera.

4. Check Show Password, enter the device password to verify that the camera has been added to the
device connection password can be displayed

Click the Search icon Search to search for online cameras on your LAN, select the camera you want to

add and enter the correct information to add it.

Add IP Camera

Manufacturer

Default Password

Alias: The name of the IP camera.
Protocol: Select the protocol of the IP camera from the drop-down menu, there are private, onvif and

RTSP protocols.

23



USER MANUAL

ostname

9988

Private
Private
Onvif

RTSP

Connect with default password

Channel Binding IP CH3

Search Default Password d Cancel

Connect Mode: This item will be displayed when you select the onvif protocol, select General or Security
from the drop down menu. Selecting General will use the http port to connect to onvif. selecting Security
will use the https port to connect to onvif.

Note: If the camera does not support the https method, it will automatically switch to the http port.
Mainstream URL: When selecting the RTSP protocol, this item will appear and you will have to enter the
address of the main stream to which you want to connect the IPC.

Substream URL: When the RTSP protocol is selected, this item appears and you have to enter the
address of the substream to which you want to connect the IPC.

Click the Mode drop-down box to select auto or ePoE mode.

5.1.2 Live

To configure camera parameters.

Channel: Display channel name.

Hide Preview: The current channel hide the live image in local Ul.

Setup: Click icon into the setup page.
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Channel CH1
Channel Name CH1
Date Format
Time Format
Camera Type AUTO
Hide Preview
Show Name

Show Time

Hue
Brightness
Contrast

Saturation 2]

Sharpness [}

Default

Channel Name: Set the channel name.

Date Format: Set the date format displayed by the OSD of the IP camera.
Time Format: Set the time format displayed by the OSD of the IP camera.
Camera type: Switch the analogue camera type.

Refresh Rate: Set the refresh rate of the IP camera.

Hide Preview: Check the box to hide the preview of the channel.

Show Name: Preview the camera channel name.

Show Time: Preview the camera time.

Auto Text Color: Set the IP camera to change the OSD font colour according to the background of the
screen to ensure a clear display.

Brightness: Adjusts the image brightness.

Contrast: Adjust the image contrast.

Saturation: Adjust image saturation.

Sharpness: Adjust image sharpness

Default: Restore the default values of the image parameters.
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5.1.3 Image Control

This menu allows you to control image settings for supported IP cameras.

ystem

Channel  Record  Alarm  Network

Selup Hida Preview Chan ame Data Format v Tima Format v S

24 Hour v

Intelligent

Channel: Channel name.

Setup: Click icon into the setup page.

Channel CH7

Image Mode Day/Night Mode

IR-CUT Mode Image File(s)
IR-CUT Sensitivity @ 1
IR LED Control Manual

Low Beam Light

Horizontal Flip
Angle Adjustment 0
ensation Disable
eduction Auto
White Balance Auto
Shutter Auto

Shutter Speed 1/8

Default

Channel: Choose a channelto configure.
Image Mode: Lets you choose how the camera handles color and how it manages the transition from
daytime to night-time and vice versa:

Full Color Mode: The camera works in Full Color Mode.Fill light comes on when ambient illumination is
lowv.

Day/Night Mode: The camera works in Day/Night Mode.When the ambient illumination is insufficient,
the infrared lamp lights up to replenish light. when the ambient illumination is sufficient, the infrared lamp
goes out to end the replenishment.

Smart Illumination: In this mode, the camera in night mode when the alarm is triggered will be linked
to the warm light to fill the light.The image turns into color. Alarm end the camera back to night mode.

White Light: Used to set the fill-in light for the white light in Full Color Mode. There are four mode options.
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Automatic mode: In Automatic Mode, the camera automatically adjusts the intensity of the fill-in light
according to ambient illumination.
Manual: In Manual Mode, the fill-in light is applied on the environment with a fixed brightness value.
Schedule: In Schedule Mode, the white light is automatically switched on and off for fill-in as scheduled.
OFF: Used to turn off the white light.
Sensitivity: Sensitivity 0-3. The degree to which the camera is sensitive to ambient light. The higher the
value is, the higher the sensitivity is.
Light Distance: Ranging from 0 to 100 and used to adjust the brightness of the fill-in light. The higher the
value is, the higher the brightness is.
IR-CUT Mode: Used to set the day/night switching mode of the camera in Day/Night Mode. There are five
mode options.
Auto/GPIO Auto: Used to automatically control the Switching mode. Among them, color to b/w is
judged by images and b/w to color is judged by light sensitivity to ambient light.
Day/Color Mode: Forced Color mode will not be switched to B/W.
Night/Black White Mode: Forced B/W mode will not be switched to color.
Image File(s)/Image Control: Similar to the Auto Mode, color to black and black to color are judged by
images (for non-photosensitive models).
Schedule/B/W Schedule: Used to switch between b/w and color as scheduled. If this function is
enabled, the start time and end time for night vision shall be set.
IR-LED Control: Used to setthe fill-in light effect of the IR light at night vision. There are three mode options.
SmartiR: Used to intelligently control the fill-in light intensity of the IR light according to focal length and
overexposure condition.
Manual: Manual Mode in which the fill-in light is applied in the form of the set brightness of the IR light.
OFF: Nofill-in light is applied for any light.
Low Beam Light: Here you can manually adjust the brightness of the first set of IR lamps (0 to100, of which
0 indicates that the IR light is off and 100 indicates the highest brightness).
High Beam Light: Here you can manually adjust the brightness of the second group (camera support
required) of IR lamps (0 to100, of which 0 indicates that the IR light is off and 100 indicates the highest
brightness).
Vertical Flip: Invert the image up and down
Horizontal Flip: Invertimage arientation horizontally
Corridor Mode: This allows you to make better use of the camera's vertical angle for an optimized view
of long, narrow scenes. Enable this if your camera is viewing a narrow corridor.
Angle Trad: Setting the flip angle
Exposure Compensation: Set exposure compensation, there are 4 modes
WDR: Wide dynamic range in which the picture is uniformly balanced based on the setting and both

light and dark areas can be clearly distinguished.(DWDR here for some models)
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HLC: Highlight compensation in which the objects in the highlighted area are clearer in the picture.
(applicable for some models).

Back Light: Backlight compensation in which the objects in the dark area are more clearer.

Disable: An image will not be optimized with backlight on.
3D Noise Reduction: Used to reduce the noise in the image so as to make the image clearer. There are
three mode options.

Automatic mode: In this mode, the camera automatically selects the noise reduction effect in
accordance with algorithms.

OFF: The noise reduction function is disabled.

Manual: In this mode, image noise is reduced in accordance with the noise reduction coefficient
manually configured.
White Balance: Used to set white balance. There are two mode options.

Automatic mode: In this mode, the white light is adjusted by the default parameters.

Manual: In this mode, you can manually set the synthetic gained white light of red, green, and blue.
Shutter: Used to set the shutter exposure time. There are two mode options.

Automatic mode: In this mode, a proper exposure time is automatically selected in accordance with
the configured Time Exposure value.

Manual: In this mode, the configured Time Exposure value is used.
Time Exposure: Used to set the exposure time of the camera. This parameter is used together with the
Shutter parameter.
AGC: Used to set Automatic Gain Control (AGC). It is supported by some models.
Defog Mode: Used to set defog mode to optimize the display effect in foggy days. There are three mode
options.

OFF: The defog function is disabled.

Automatic mode: In this mode, the camera automatically judges the defog effect.

Manual: In this mode, defogging is performed in accordance with the manually configured value.

Default: Click this button to restore the default image parameter setting.

Thermal channel image control (need to connect a thermal camera)
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2D Noise Reduction: Reduce the noise in the thermal channel screen according to the manually set
noise reduction parameters, the larger the parameter value, the more obvious the noise reduction effect
and the clearer the image screen.
3D Noise Reduction: Reduce the noise in the thermal channel according to the manually set noise
reduction parameters, the larger the parameter value, the more obvious the noise reduction effect and
the clearer the image.
Detail Enhancement: Enhance the detail performance effect in the thermal channel screen according to
the manually set parameters, the larger the parameter value, the maore obvious the enhancement effect
and the clearer the image screen.
Palette: Set the color pseudo-color mode of the thermal imaging channel, which indicates the
difference in temperature by different colors.
Fusion: You can choose whether or not to fuse the optical channel screen to the thermal imaging
channel screen.

Normal: The optical channel screen and the thermal imaging channel screen are not fused and are
displayed independently.

Details Overlay: Fuses the optical channel screen to the thermal channel screen, so that the
thermal channel screen shows more details of the optical image.
Image Fusion Ratio: The ratio of the optical channel image to the thermal imaging channelimage. The
larger the value of the parameter, the larger the ratio of the optical channelimage, and the closer the
fused image effect is to the optical channel image effect. On the contrary, the smaller the parameter
value is, the closer the fused image effect is to the image effect of the thermal imaging channel before
fusion.
Edge Fusion Ratio: The larger the value of the parameter, the clearer the fused image will be. On the

contrary, the blurrier it will be.

29



USER MANUAL

Fusion Distance: the distance between the optical channel and the thermal imaging channel.
Horizontal trim: Horizontal trim, adjust the horizontal position of the optical channel screen relative to
the thermal imaging channel screen in the fusion screen.

Vertical trim: Adjusts the vertical position of the optical channel image relative to the thermal imaging
channelimage in the fusion screen.

Background Correction: Optimizes the effect of the thermal imaging channelimage. Set up a uniform
temperature barrier in front of the lens. For example, a uniform foam or cardboard that completely
blocks the thermalimaging lens. The device optimizes the image once using the uniform blocker as a
Criterion.

Shutter Correction: Optimize the thermal imaging channel image screen effect.

5.1.4 PTZ

This menu allows you to configure the PTZ (Pan-Tilt-Zoom) settings for the dome camera.
© Setup t

Default Apply

Channel: Channel name

Signal Type: Analog for analog channels, Analog & Digital for IP channels.

Protocol: Choose the communication protocol between the PTZ capable camera and DVR. If your
camera support UTC (Up the Coax) function, you can choose COAX1 or COAX2 to display your camera
OSD menu or control the UTC PTZ function.

Baudrate: The speed of the information sent from the DVR to the PTZ-capable camera. Make sure it
matches the compatibility level of your PTZ-capable camera.

DataBit / StopBit: The information between the DVR and PTZ-capable camera is sent in individual

packages. The DataBit indicates the number of bits sent, while the EndBit indicates the end of the
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package and the beginning of the next (information) package. The available parameters for DataBit are
8,7,6,5. the available parameters for the StopBit are 1 or 2.
Parity: For error check. See the documentation of your PTZ-capable camera, to configure this setting.
Cruise: Enable to use the cruise mode. In order to use the cruise mode, you need to set a number of
preset points.
Address: Set the command address of the PTZ system. Please be noted that each PTZ-capable camera
needs a unique address to function properly
Focus mode

Auto: Focus automatically according to the scene change.

Semi-auto: Focusing once after operating the camera or zoom to get a clear focus. It will not refocus
even if the scene changes. The default value is semi-auto.

Manual: Users focus manually through the preview interface focus button, operating the gimbal,
zoom and scene changes do not trigger the focus action.
Zoom Status: In the lower left corner of the preview screen, it will show the magnification of the dome
lens. You can choose whether or not to display it or how long to display it.
Pan & Tilt Status: In the lower left corner of the preview screen, the horizontal and vertical azimuth of
the camera will be displayed. You can choose whether or not to display it or how long to display it.
Preset Status: In the lower left corner of the preview screen, it will show the number of the preset point
called by the ballbar. You can choose whether or not to display it or how long to display it.
Min.Focus Distance: when the distance from the scene object to the lens is less than the minimum focus
distance, the lens will not change the focus of the object. Priority will be given to objects larger than the
"Min.Focus Distance" parameter. For example, when the minimum focus distance is set to 6m. You can
set up a blocking plate at 1.5m to block part of the lens field of view, half of which is the distant view and

half of which is the near view. The camera will prioritize focusing on the distant view after 6m

5.1.4.1 PTZ control

After completing the PTZ settings, you can use the PTZ function to control the high-speed dome camera
Click the left mouse button in the live preview channel, and in the toolbar at the bottom of the channel,

click the icon to enter the PTZ control panel.
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Channel: Select Channel
Mode: PTZ, PRESET, Line Scan, Watch Mode, Tour, Pattern Scan.
SPEED: head speed adjustment crossbar, divided into 1-10 gears, the larger the value of the

faster the speed of rotation

Long press the direction button can control the head to rotate horizontally, vertically and other
directions. Click the O button in the center, the PTZ will continue to rotate horizontally, at this time the
button will change to sky blue color. Click it again to stop rotating.

GrZand‘a: Indicates "Zoom In -" and "Zoom Out +". When holding down the "@" key, the lens is drawn
closer and the scene is enlarged. when holding down the Qe key, the lens is drawn farther and the
scene is made smaller.

'_'landD . Indicates "Focus -" and "Focus +" In manual focus mode, press and hold down the " T
button to make near objects clear and distant objects gradually become blurred. press and hold down
the "L " button to make distant objects clear and near objects gradually become blurred.

@and@: Indicates "IRIS -" and "IRIS +". When the monitor screen is relatively dark, you can press and
hold D to increase the aperture. conversely, you can press and hold '@ to decrease the aperture
value.

Enable/disables 3D positioning. Click it to turn on 3D positioning, the button pattern turns blue
when itis turned on. when the button is Click ed once more, 3D positioning will be stopped.
When the system turns on the 3D positioning function, you can do the following operations:

1. Use the left mouse button to Click on a certain place in the preview screen, then the smart ball will

move the corresponding point to the center of the video.
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2. Press and hold the left button to pull out a rectangular area to the right and down (up), then the
smart ball will move its center to the center of the video and zoom in.
3. Press and hold the left button to pull out a rectangular area to the upper left (lower), then the smart

ball will move its center to the center of the video and zoom out.
- =

L JAssisted Focus, click this button and the smart dome will perform auto focus.

OOne key reset, click this button, the smart ball will clear the preset points and cruise path.

ﬁ One-key watch, click to execute one-key watch once, this function depends on the model, please

refer to the actual interface.

.-l:i.

I Manual tracking, turn on/off manual tracking function, when Pedestrian & Vehicle is off, this

button is grayed out.

Select PRESET mode.

1.0perate the arrow keys of the PTZ control to turn the PTZ to the orientation that needs to be saved, click
&) or in the above figure to add a preset point. The preset point screen is displayed at the bottom of
the preview screen. On the left side, the preset points will be displayed. The preset points that have been
set are displayed in dark color. Unset preset points are displayed in gray.

2. Click will rotate to the position set by the preset point and take the shortest path.

3. Click on the Name box to modify the name of the preset point, and click on the Time box to modify the
time to stay at that preset point while cruising.

4. Click T to delete the preset point.

5. Click Start Cruise to start cruising.
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Note: It supports to add up to 255 preset points.

Channel  CH1

Mode Watch Mode

Time Interval 15

Mode Pattern Scan

Track 4

Watch Mode : When the PTZ turns on the watch function and no control signal comes after the set
watch waiting time, the ball head will automatically execute the preset action.

Time Interval: watch position waiting time, the interval between stopping the operation and continuing
the watch position action.

Mode: Select the watchman mode, default cruise, preset point, linear scan, track cruise, pattern scan.

Click >

Note: Only one watch point can exist at the same time. Click on the Invoke Default Cruise button will

to start the cruise.

cause the device to perform an uninterrupted 360° uniform counterclockwise rotation
Channel

Mode

SPEED

Area scan

Speed

Cruise

b} ('cll

Area scan: Click IE#®M to record the start position, rotate the ball camera and click Il (0 record the
end position.

Speed: Select the linear cruise speed.
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Click |> Start Linear Cruise, the device will cruise at a constant speed between the start position and

the end position.

Channel CH1

Mode Tour

Time Interval 158
Track >
Track

point 4
point 5

Channel CH1

Mode Pattern Scan

7
<
N

Track 1
Record

Cruise

Tour Page: Cruise according to the set track, 4 tracks can be set at
the same time, and 32 preset points can be selected for each track.

Time Interval: Dwell time of each preset point.

Click ™™ Add preset point, click to delete preset point, click
/ to move up/down preset point.
Click > to start cruising, the device will cruise in the order of the

added preset bits.
Note: After adding preset paints, you need to Click the cruise

button to save the track path.

Pattern Scan: Pattern scanning means scanning according to
preset path. recording the horizontal and vertical movements of the
gimbal, the zoom operation and other actions. after recording and
saving, you can directly call up the pattern scanning route. After
recording and saving, the pattern scanning route can be called up
directly. The gimbal supports 4 pattern scanning paths and
provides saving options for each pattern scanning path.

Track: select a track

Record: Click D to start recording the cruise route and perform
any PTZ operation on the device. Click O to stop recording.
Cruise: Click P to start cruising the previously recorded route and

Mmaneuvers.
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5.1.4.2 PTZ Schedule (need PTZ support the feature)

Click the "Scheduled Tasks" tab to set the PTZ task schedule. The setting interface is shown in the figure

below. Users can set the PTZ to automatically perform different cruise tasks in different time periods.
© Setup «d  Aam Al Network  Stc =

Enable: Enable/disable the PTZ task schedule function. If the number of times the PTZ cruises reaches
the limit, there will be a corresponding prompt on the right side of the switch.

Tasks Recovery Times: Tasks Recovery Times. When the PTZ is executing tasks according to the schedule,
manual operation interrupts the cruising task. After the task recovery time, the ballbar will automatically
resume the corresponding cruise task of the schedule.

Tasks Type: The schedule task types of the PTZ are Off, Linear Scan, Track Cruise, Pattern Scan and Preset
Point. Among them, 4 different paths can be set for Track Cruise and Pattern Scan, and the preset point
task can set preset point numbered from 1 to 8.

Note: The priority of the task schedule will be higher than the priority of the watch mode.
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5.1.5 Privacy Zone

This function can obscure all or part of your image for privacy (you can create up to 4 privacy masks per

camera). Areas obscured by a mask won't be shown live or recorded.

Channel CH19

:‘_":; Enable Privacy Zone

Channel: Select a camera that you would like to edit. |

Enable Privacy Zone: Tick to enable this function.

Area : You can set up to four private areas in the screen, all 4 areas can be moved and stretched, click
Apply to save and take effect.

Note: After setting the privacy area, the screen covered by the privacy area will not be visible in preview

and playback.

5.1.6 Motion Detection

Users can configure the parameters related to mation detection on this page. When the camera detects

a moving target in the frame, the DVR will trigger the motion detection alarm.

Switch: Enable or disable motion detection.

Sensitivity: This option allows you to change the sensitivity level. The higher the number, the more
sensitive your DVR will be when detecting motion.
SMD by Recorder: Used for the cameras that do not support intelligent motion detection. with Motion,

Pedestrian, Vehicle, Vehicle&Pedestrian 4 detection types to choose from.
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SMD by Camera: Used for the IP cameras that support intelligent motion detection. with Motion,
Pedestrian, Vehicle, Vehicle&Pedestrian 4 detection types to choose from.
(Note: Some models of IP cameras support this function. The SMD by Recorder function will be grayed

out and unavailable after connecting to this model of IP camera.)

Click icon into the setup page.

Motion Detection Area:

Click Select All to set the entire screen of the camera as motion detection detection area.

Click Clear All to clear the entire area.

If you want to edit the size of the area, check the box and change the position.

When the settings are complete, click the right mouse button to return and then click Apply to make the
area settings effective.

Back to the main interface, click "Alarm" button to configure the motion detection alarm function.

5.1.7 PIR

This menu allows you to configure PIR (passive infrared motion detector) parameters. When PIR alarm
has been detected by one or more cameras, your DVR will alert to you a potential threat. It does this by
sending you an email alert with an attached image from the camera to use as a reference (if this option

is enabled) and/or sending push notifications via the mobile app.

Record Alarrr Al Network Storage

Switch

Switch: Enable or disable PIR detection.
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Sensitivity: This option allows you to change the sensitivity level. The higher the number, the more
sensitive your DVR will be when detecting PIR.

Deterrence: Enbale and off the linked white light alarm (Note: IP cameras of version 8.2.3 and later this
disposition is grayed out, the linked alarm switch can be turned on through the schedule, see 5.3.9 White

Light Deterrent for details)

Setup: Click “2/to enter the setup page

IREINOTELel PR Detection Area

Click Select All to set the entire screen of the camera as the
PIR detection area. Click Clear All to clear the entire area.

If you want to edit the size of the area, check the box and
change the position.

When the settings are complete, click on the right mouse
button to return and then click on Apply to make the area

settings effective.

Return to the main screen, click the "Alarm" button to configure the PIR alarm function.

5.1.8 ROI

Regions of Interest (ROI) are selected regions for special attention in the video area. This function aims to
improve the image encoding quality of the selected regions and reduce the encoding quality outside the
selected regions, so as to ensure the image sharpness of the regions for special attention under the

condition of constant bitrate. (Note: This function needs to be supported by the camera. It cannot be used

with the H.264+ and H.265+ encoding types at the same time.)

© Setup

Stream Type: Select the stream type to set.
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Region ID: Select the region ID to be set. You can set at most eight region IDs.
ROI Video Quality: Set the image quality in the region, the higher the quality the clearer and smoother
the image.

RONI Frames: Set the frame rate of non-RQOIl area.

Setup: Click & 1o open the setting page.

Area: Enable the switch to set the ROl area.

5.2 Record

Through this menu, users can configure the system encoding, recording, capturing and other related

parameters.

5.2.1 Encode

This menu allows you to configure the recording video or network transmission picture quality. Generally,
Mainstream defines the recording video quality which will be saved in the HDD. Substream defines the
video quality which is being viewed via remote access, for example web client & CMS/VMS. Mobile

Stream defines the video quality which is being viewed via remote access via mobile devices.

5.2.1.1 Mainstream

Resolution: Set the resolution of the main stream video.
Frame Rate: Set the frame rate of the main stream video.
Encoding Format: encoding type of the channel, there are H.264, H.265, H.264+, H.265+.
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Encoding Mode: For simple scenes, such as a gray wall, Constant Bit Rate (CBR) is appropriate. For more
complex scenes, such as busy streets, Variable Bit Rate (VBR) is appropriate.

Video Quality: When VBR is selected as the encoding mode, the available image qualities are Lowest,
Lower, Low, Medium, Higher and Highest.

Config Mode: Preset mode and customized mode are available. For preset mode, you need to select the
bitrate through the drop-down list, and for custom mode, you need to input the bitrate manually.
Bitrate: This parameter corresponds to the bitrate used by the device to record video. The higher the
bitrate, the better the image quality.

Audio: When accessing the camera that supports audio, enable audio, the main stream of the video
channel has audio recording.

| Frame Interval: Set the | frame interval of the IP camera.

ETR: Use different code stream parameters for recording when alarm occurs and when non-alarm

OCcCurs.

5.2.1.2 Substream

Resolution: Set the resolution of the sub-stream video.

Frame Rate: Set the frame rate of the sub-stream video.

Encoding Format: channel encoding type, there are H.264, H.265, H.264+, H.265+ and MJPEG (when IP
camera enables MJPEG encode, other IP cameras will prompt insufficient resources in preview).
Encoding Mode: Select the bitrate level. For simple scenes, e.g. a gray wall, Constant Bit Rate (CBR) is
suitable. For more complex scenes, such as busy streets, Variable Bit Rate (VBR) is appropriate.

Video Quality: When VBR is selected as the encoding mode, the available image qualities are Lowest,
Lower, Low, Medium, Higher and Highest.

Config Mode: Preset mode and customized mode are available. For preset mode, you need to select the
bitrate through the drop-down list, and for custom mode, you need to input the bitrate manually.
Bitrate: This parameter corresponds to the bitrate used by the device to record video. The higher the
bitrate, the better the image quality.

Audio: If you need to record audio and video at the same time, access the camera with audio function
and enable this option.

| Frame Interval; Setthe | frame interval of the IP camera.
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5.2.1.3 Mobile Stream

Switch: Enable or disable cell phone streaming

Resolution: Set the resolution of the phone streaming video

Frame Rate: Set the frame rate of the cell phone streaming video.

Encoding Format: channel encoding type, there are H.264, H.265, H.264+, H.265+.

Encoding Mode: Select the bit rate level. For simple scenes, such as a gray wall a Constant Bit Rate (CBR)
is appropriate. For more complex scenes, such as busy streets, Variable Bit Rate (VBR) is appropriate.
Video Quality: When VBR is selected as the encoding mode, the available image qualities are Lowest,
Lower, Low, Medium, Higher and Highest.

Config Mode: Preset mode and customized mode are available. For preset mode, you need to select the
bitrate by drop-down, and for custom mode, you need to input the bitrate manually.

Bitrate: This parameter corresponds to the data transfer rate used by DVR to record video. Higher bitrate
video will have better quality.

Audio: If you need to record audio and video at the same time, access the camera with audio function
and enable this option.

| Frame Interval: Setthe | frame interval of the IP camera.
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5.2.1.4 Audio

Setting audio-related parameters of IP cameras (need camera support)

Enable: Enable camera audio.

Output Volume: Set camera output volume.
Input Volume: Set camera input volume.

Type: Set camera audio decode type.

5.2.2 Record

This menu allows you to configure the channel recording parameters.

5.2.2.1 Record

@ Setup
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Record Switch: Check to enable the recording in this channel.

Stream Mode: Choose the recording quality. If you choose Dual-stream, the system will record in both
Mainstream & Sub stream.

PreRecord: If this option is enabled, the DVR starts recording a few seconds before an alarm event

occurs. Use this option if your primary recording type is motion or I/0 alarm based.

5.2.2.2 Record Schedule

This menu allows you to specify when the DVR records video and defines the recording mode for each
channel. The recording schedule lets you set up a schedule like, daily and hourly by normal (continuous)
recording, motion recording, 1/0 alarm recording & PIR recording (if your DVR supports). To set the
recording mode, click first on the mode radio button (Normal, Motion, IO, PIR), then drag the cursor to
mark the slots. The recording schedule is valid only for one channel. If you want to use the same

recording schedule for other channels, use Copy function. Click Apply to save your settings.
3 Setup em ®©

Encode

X

Copy Default Apply

Channel: Select the channel to set its recording parameters.

Normal: When the time slot is marked green, this indicates the channel performs normal recording for
that time slot.

Motion: When the time slot is marked , this indicates the channel records only when a mation is
detected during that time slot.

I0: When the time slot is marked red, this indicates the channel records only when the sensor is
triggered during that time slot.

PIR: When the time slot is marked purple, this indicates the channel records only when the PIR is
triggered during that time slot.

No Record: Atime slot marked black means that there is no recording scheduled for the time slot.
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5.2.3 Capture

This menu allows to configure the image capture function.

5.2.3.1 Capture

S Setup Channel | Alam Al Network Storage System

Enend Capture Schedule
1code

Record Channel Auto Capture v Stream Type v Normal Interval v Alarm Interval v o Alarm Quality v
iy [

Highest
Highest
Highest
Highest
Highest
Highest
Highest
Highest
Highest
Highest
Highest
Highest
Highest
Highest

Highest

V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]
V]

Copy Default Apply

Auto Capture: Enable or disable automatic capturing on the channel.

Stream Type: Select the image resolution by mainstream or sub stream.

Normal Interval: Time interval to capture an image in normal recording.

Alarm Interval: Time interval to capture an image when motion, 10 alarm or PIR is triggered.

Alarm Resolution: Select the resolution of the picture to be captured automatically when the alarm
occurs, only analogue channels are supported.

Alarm Quality: Select the picture quality of the automatic alarm capture, the higher the quality, the

clearer the picture, only supports analogue channels.

45



USER MANUAL

5.2.3.2 Capture Schedule

S Setup Channel Record Alarm Al Network Storage  System

Encode

Record

Copy PEEN Apply

Normal: When the time slot is marked green, this indicates the channel performs normal capture for
that time slot.

Motion: When the time slot is marked , this indicates the channel capture images only when a
motion is detected during that time slot.

I0: When the time slot is marked red, this indicates the channel capture images only when the sensor is
triggered during that time slot.

PIR: When the time slot is marked purple, this indicates the channel capture images only when the PIR is
triggered during that time slot.

No Capture: Atime slot marked black means that it won't capture any images for the time slot, but you

can manually capture images if you enable the manual capture function in the channel.
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5.3 Alarm

In these section, you can configure the alarm parameters.

5.3.1 Motion Detection

Channel: The name of the channel.

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the buzzer duration in seconds
when motion is detected.

Alarm Out: Optional feature. If the DVR supports connection to an external alarm device, you can set the
external alarm device.

Latch Time: Configure the external alarm trigger time (10s, 20s, 40s and 1Min) when motion is detected.

Record: Click icon to select the channel to record when motion detection is triggered.

{7 Record Channel

Analog Channels ' 1

IP Camera

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: When the detection is triggered, the alarm icon R will appear on screen.

Email Alert: An email alert will be sent when alarm event is detected. Tick the checkbox if you want to
disable this.

FTP Picture Upload: Upload an alarm picture to an FTP server after an alarm is triggered.
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FTP Video Upload: Upload an alarm video to an FTP server when the alarm is triggered.

Picture to Cloud: Upload an alarm picture to cloud storage when the alarm is triggered.

Video to Cloud: Upload an alert video to cloud storage after an alert is triggered.

Full Screen: Click the checkbox to view the camera full-screen in Live View mode when the detection is
triggered.

Event push Platform: Click the checkbox, this type of message will be pushed to the client when an
alarm is triggered.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).

5.3.2 PIR

3 Setup  Chamel Recod Alam Al Network Storage System

Motion

® PR Channel Buzzer v Alarm Out Latch Time v Record v Post Recording v Show Message v Send Email v FTP Picture Upload v F

1o CH1 OFF v 10s v ON 305 v V] V]
Combination Alarm

PTZ Linkage

Exception

Alarm Schedule

Disarming

PIR Detection Copy Default Apply

This menu allows you to configure the parameters related to PIR alarms.

Channel: The name of the channel.

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the buzzer duration in seconds
when motion is detected.

Alarm Out: Optional feature. If the DVR supports connection to an external alarm device, you can set the
external alarm device.

Latch Time: Configure the external alarm trigger time (10s, 20s, 40s and TMin) when PIR is detected.
Record: Click icon to select the channel to record when PIR detection is triggered.

% Record Channel

Analog Channels [ 1

IP Camera
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Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: When the PIR is triggered, the alarm icon PR \vill appear on screen.

Email Alert: An email alert will be sent when alarm PIR is detected. Tick the checkbox if you want to
disable this.

FTP Picture Upload: Upload an alarm picture to an FTP server after an alarm is triggered.

FTP Video Upload: Upload an alarm video to an FTP server when the alarm is triggered.

Picture to Cloud: Upload an alarm picture to cloud storage when the alarm is triggered.

Video to Cloud: Upload an alert video to cloud storage after an alert is triggered.

Full Screen: Click the checkbox to view the camera full-screen in Live View mode when the detection is
triggered.

Event push Platform: Click the checkbox, this type of message will be pushed to the client when an
alarm is triggered.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).

5.3.31/0 Alarm
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Alarm In: Alarm input channel

|O State: 3 types can be selected: normally open, normally closed and closed. The selection must be
consistent with the type of sensor to be accessed, selecting "Off", the 1/0 will not be triggered.

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the buzzer duration in seconds

when 1/0 Alarms is detected.
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Alarm Out: Optional feature. If the DVR supports connection to an external alarm device, you can set the
external alarm device.
Latch Time: Configure the external alarm trigger time (10s, 20s, 40s and TMin) when PIR is detected.

Record: Click 2 icon to select the channel to record when 1/0 Alarms is triggered.

Record Channel

Analog Channels | 1

IP Camera

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: When the PIR is triggered, the alarm icon < will appear on screen.

Email Alert: An email alert will be sent when alarm I/0 Alarms is triggered.Tick the checkbox if you want
to disable this.

FTP Picture Upload: Upload an alarm picture to an FTP server after an alarm is triggered.

FTP Video Upload: Upload an alarm video to an FTP server when the alarm is triggered.

Picture to Cloud: Upload an alarm picture to cloud storage when the alarm is triggered.

Video to Cloud: Upload an alert video to cloud storage after an alert is triggered.

Full Screen: Click the checkbox to view the camera full-screen in Live View mode when the I/0 Alarms is
triggered.

Event push Platform: Click the checkbox, this type of message will be pushed to the client when an
alarm is triggered.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.3.4 Combination Alarm

Channel: Channel name

Enable Alarm: whether channel combination alarm can be set, Enable enables combination alarm
(combination alarm system parameter of the channel configuration takes effect, alarm parameter set
separately by the channel is not effective). Disable does not enable combination alarm (combination
alarm system parameter configured by the channel is not effective, and event alarm system parameter
set separately by the channel does take effect).

Channel combination alarm is enabled. Combination Configure selects two alarm types. When
both alarms are triggered within the same time period, the notification information such as buzzer, mail,
push, upload is enabled. When this menu is enabledly one of the alarms is triggered or when it is not
triggered or when alarms other than the combination occurs, email, push and other notifications will not
be sent.Two alarm types can be combined casually.

For example, the channel sets the "Alarm->Combination Alarm" as per Perimeter
Intrusion+MQOTION

1. Configure the CH 1 Alarm-> Combination Alarm alarm response system parameters. Configure
the alarm combination type Motion + Perimeter Intrusion. Set up the Buzzer Alarm Out, Latch time,
Record, Post recording, Show Message, Send Email, Picture to Cloud, Video to Cloud, Full Screen,
Voice Prompts.

2. Whenthe CH 1 combination alarm switch is enabled and Motion + Perimeter Intrusion is

triggered at the same time, (the response combination parameters configured by the buzzer,

mail, push, upload, etc. are not the system alarm parameters configured separately for the

51



USER MANUAL

response event). For mail: The client is named by event. When the combined alarm is turned on,
if the CH4 triggers an alarm other than the Motion + Perimeter Intrusion alarm, the other alarm
will not respond to the alarm system parameters (such as Line Crossing Detection, Object
Detection, etc.) corresponding to the CH4 alarm setting. Turn off the CH4 combination alarm
switch, and each set event alarm of CH4 separately responds to the respective configured

system alarm parameters.

Buzzer: The DVR can use its internal buzzer to sound an alarm. You can set the buzzer duration (in
seconds) when triggering a combined alarm.

Alarm out: Check whether the external alarm device is triggered when the combination alarm is
triggered.

Latch Time: You can set the duration of triggering the external alert devices (10s, 20s, 40s, and TMin).
Record: Click §83 icon and select the channel to record when triggering the combination alarm.

Record Channel

Analog Channels | 1

IP Camera

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the corresponding alarm icon on the live display when a
combination of alarms is detected. E.g. Motion+Perimeter Intrusion alarm triggered, show r and 8
icon.

Email Alert: The DVR sends an automated e-mail to the mailbox when it detects an alarm.

FTP Picture Upload: Upload an alarm picture to an FTP server after an alarm is triggered.

FTP Video Upload: Upload an alarm video to an FTP server when the alarm is triggered.

Picture to Cloud: Upload an alarm picture to cloud storage when the alarm is triggered.

Video to Cloud: Upload an alert video to cloud storage after an alert is triggered.

Full Screen: Click the checkbox to view the camera full-screen in Live View mode when the  Alarms is
triggered.

Event push Platform: Click the checkbox, this type of message will be pushed to the client when an
alarm is triggered.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.3.5 PTZ Linkage

If a PTZ camera is connected, you can set up a linkage between the PTZ camera and an Alarm alarm.

Using the linkage feature, you can focus the PTZ camera on a preset point when any of the Alarm alarm

types are triggered.

Switch: Enable or disable the PTZ linkage function.
Alarm: Click the®2? icon to set the alarm type to be associated with PTZ (Note: the alarm types
supported by the XVR are shown here, not the alarm types supported by the channel, except for 1/0)

PTZ: Clickthe ticon to associate with PTZ camera preset points.
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5.3.6 Exception

The system allows to set the abnormal events that you want the NVR to inform you.

Event Type: There are three event types that your NVR will detect as an exception:
No Space on Disk: no space left on the hard drive.
Disk Error: a hard drive error.
Video Loss: one or more channels have lost the connection.
Switch: Check to enable event alerts.
Buzzer: Set the duration of the buzzer when an event occurs (OFF / 10s / 20s / 40s / 1Min). To disable
the buzzer, select OFF.
Latch Time: Set the time to trigger the external alarm device (10s, 20s, 40s and TMin).
Alarm Out: Check the box to enable the external alarm device to be triggered when an abnormal alarm
is triggered.
Show Message: Check the box to display a message on the screen when No Space on Disk, Disk Error, or
Video Loss event happens.
Email Alert: Click the checkbox to enable your NVR to send an email alert
when the detection is triggered.
Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.3.7 Alarm Schedule

In this menu, users can set the time period for external alarm output devices, push, FTP upload, cloud

upload, buzzer and other alarm response types to work through the schedule . S
@ Setup Network  Storage te

Channel: Select the channel and set its capture parameters.

When the time slot is marked in green, it means the channel is working for that time slot.

5.3.8 Voice Prompts

This function is used when the alarm occurs, the system receives the alarm signal and voice
broadcasting equipment for linkage, automatically or manually on the scene "invasion" behavior play

the associated audio.
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5.3.8.1 File Management

Click import to import broadcast audio, support two kinds of audio import methods, respectively, Import
External File, Text-to-Speech (Internet).

Import External File: local import (supports importing MP3, WMA, WAV format audio files)
Text-to-Speech (Internet): Web server translation (by locally inputting the text content to be translated.
Sent to the network server for translation into audio files. It is automatically saved to the local hard disk
for storage)

The maximum input length of the text input box is 200 bytes.

Import File: Import audio file, the allowed file size for face and license plate library is 1~500K, and the
allowed file size for non-face and license plate library is 1~5M.

After importing audio, it can be selected in Voice Prompts.

Voice Prompts: Support 2 kinds of Prompts, respectively: Local and IPC channel.

Local Audio Volume: you can adjust the volume output size of local broadcasting.

Local: local broadcasting (when selecting this type of broadcasting, the device side needs to be
connected to the audio output device)

IPC: IP Camera Broadcasting (to select this broadcasting method, the camera program must have the

voice broadcasting function, and at the same time, the camera side must support audio output)

Voice broadcast settings by time period: an alarm type can support the setting of up to 12 time periods

of voice broadcast, the start and end time of any time period, there can be no conflicts
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Face recognition-based voice broadcast settings: This function is to realize the face recognition occurs.
The system collects the alarm signal and links with the voice broadcasting equipment to automatically
play the associated audio to the "invasion" object on the scene. (Note: the audio imported based on the

black and white list face pictures can only be used for the associated pictures)

Allow List

sad Import Template

That is, when the face triggers the face detection, there will be voice announcement prompts
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5.3.8.2 Loop Management

The system allows to play a continuous loop of the voices in a certain period of time.

Voice Prompts: selects the audio file. After setting a time period, the selected audio file will be played in
a loop for that time period when there is no voice announcement or audition audio file for the alarm. Up
to 12 time slots are supported.

Local: local broadcasting (when selecting this type of broadcasting, the device side needs to be
connected to the audio output device)

IPC: IP Camera Announcement (to select this type of announcement, the camera program must be

equipped with the voice announcement function, and the camera side must support audio output).
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5.3.9 Deterrence

This menu allows you to configure the action of built-in white lights (also known as "spotlights") and

speaker of the deterrence cameras when an alarm event is detected.

Channel: Channel name.

Setup: Click button to enter configuration page.

Channel: Channel name.

Light: Turn the light warning on or off.

Duration: White light duration.

Deterrence Mode: set the white light mode, there are constant mode Warning Light and flashing mode
Strobe Light.

Strobe Frequency: the flashing frequency of the white light, there are high, medium and low three
optional.

warning Light: Enbale and off the red and blue warning light.

59



USER MANUAL

Warning Light Duration: Duration of the red and blue lights.
Schedule: Click on the @3’ icon to open the settings page.
when the IPC is accessing the NVR with Media port, the setup page is shown below:

Schedule

Default

When this schedule is marked in light blue, it indicates that the channel can trigger a white light
deterrent alarm for this time slot.

Default: Restore the default setting.

Note: Enbale the Deterrence switch in the Motion or PIR setting, the white light and red and blue lights
will be triggered when triggering the motion or PIR.

When the IPC is accessing the NVR with HTTP port, the setup page is shown below:

Schedule

1e Crossing Object Detection

Video Tampering Intrusion

Motion Warning Light Switch

Clear All

Select the corresponding function and the corresponding Switch. Set the linkage alarm and effective
time.

Clear All: Clear the light blue mark of all sub-pages.
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5.3.10 Siren

If the camera connected to the device has a built-in speaker, you can set the siren-related parameters in

this module.

Channel

Enable =

Siren Type Alarm1

Siren Volume

Siren Duration(s)

Schedule Schedule

Channel: Select the switch channel.

Enable: Used to set whether to enable the siren function.

Siren Type: Used to select the siren audio file. By default two audio files are provided. You can also
import three customized audio files (of PCM format or WAV format). The audio sample rate of the
imported file cannot exceed 8000 Hz, and the file size cannot exceed 256 KB. After you select a
customized audio file to be imported, Delete button appears on the right of the file, and you can Click
the Delete button to delete the audio file. (Note: This function is supported by some IP cameras only.)
File Name: If you select User-defined for Siren Type, you can enter the file name and click the Import
button on the right to import the customized audio file from a USB flash disk.

Siren Level: Used to set the siren volume level, which ranges from 1 to 10. The higher the level is, the
louder the volume is.

Siren Duration(s): Used to set the siren duration. You can adjust the value between 5 to 180 seconds.
Schedule: If the IP camera is connected to the NVR via the HTTP port, you can Click the Schedule button

to open the setting page.
Schedule

© Motion o Face Detection Pedestrian & Vehicle Perimeter Intrusion Line Crossing Object Detection
Cross Counting Crowd Density Queue Length License Plate Rare Sound Video Tampering Intrusion

Enter Region Exit Region X

Motion Siren Switch 2l

Clear All Cancel
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If a channel is selected in the schedule, it indicates that the channel can trigger siren alarms during the
corresponding period.

You can set the siren linkage alarm and effective time of a function by selecting the corresponding
function sub-tab and switch.

Clear All; Click this button to clear the selected status on all sub-tabs.

5.3.11 Alarm Disarm

After the one-Click Alarm disarm function is enabled, you can cancel the response of the device to
various alarms. On this page you can set the relevant parameters including the disarming switch,
channel, type, and schedule. Note: The Exception system alarms are not controlled by one-Click

disarming.

Alarm Disarm

Disarm Alarm Actions [ All

4 Buzzer
4 Alarm Out
2 Show Message

¥4 Email Alert
¢ Full Screen

Voice Prompts

{ Event Push Platform

*4 Mobile Push

Channel *4 Analog Channels |1 °2 |3 4 /6§ '6 7 B

4 IP Camera 10 BN P9 h40 BS B6A B e ROY 0 11N 1.2

Setup

Alarm Disarm: Used to set whether to enable the one-Click disarming function.

Disarm Alarm Action: Used to set the alarm linkage types to be disarmed.

All: Select or clear all the types.

Buzzer: Used to set whether to enable the buzzer. When the one-Click disarming function is enabled,
you can select this option to disable the buzzer.

Alarm Out: Used to set whether to enable external alarm output. When the one-Click disarming function

is enabled, you can select this option to disable the external alarm device when an alarm is triggered.
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Show Message: Used to set whether to display messages. When the one-Click disarming function is
enabled, you can select this option to not display the alarm messages when maotion is detected on the
preview page.

Email Alert: Used to set whether to send emails. When the one-Click disarming function is enabled, you
can select this option to make the NVR not automatically send an email when an alarm is triggered.
Full Screen: Used to set whether to display in full screen. When the one-Click disarming function is
enabled, you can select this option to make the channel configured with full-screen mode not enter full
screen mode on the preview screen when the channel triggers an alarm.

Voice Prompts: Used to set whether to enable voice prompts. When the one-Click disarming function is
enabled, you can select this option to disable voice prompts when a channel configured with voice
prompts triggers an alarm.

Event Push Platform: When the alarm is triggered, the device does not push the alarm information
to the third-party platform

Mobile Push: When this menu is enablede-key disarming is open, check Mobile Push, when alarm is
triggered, the device will not push the alarm information to the app.

Channel: Select the channels to be disarmed.

Schedule: Click the setup button to enter the schedule setup page.

Schedule

Default

63



USER MANUAL

5.4 Al
5.4.1 Setup

5.4.1.1 Face Detection

This menu allows you to set the parameters related to face detection. (Note: Enbale the channel face

detection function, you need to read and agree to the Face Recognition Service Agreement)

Switch: Tick the checkbox to enable the face detection.

Setup: Click setup button for further settings:
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Channel: Select the channel you want to configure.
Capture Mode: Capture Mode. There are Optimal Mode (select a picture with the best quality to push
during the time from when the face appears to when it disappears). Real-time mode (push once when
the face appears and again when it disappears) and interval mode (customize the time and interval of
the push).
Snapshot Qty: In interval mode, set the number of snapshots for face push.
Capture Interval: Set the frequency of face push in interval mode.
Face Angle: Set the angle of detection. there are positive face mode. multi-angle mode and custom
angle mode.
Roll Angle: Set the range of face rotation under the customized angle.
Pitch Angle: Setthe pitch range of the face in the customized angle.
Yaw Angle: Set the horizontal flip range of the face in the customized angle.
Frontal view/Multi-angle: Reset the angle settings to default to the Frontal and Multi -angle settings.
Picture Quality: Set the picture quality, 1 is the lowest, 100 is the highest.
Min.Pixels: Set the minimum recognized pixel frame. The face must be larger than the set pixels to be
recognized.
Max.Pixels: Set the maximum pixel frame. Pixels: Set the maximum pixel frame that a face must be
smaller than the set number of pixels to be recognized.
Face Enhance: Face enhancement makes it easier to recognize the moving faces, but it may lower the
whole picture quality.
Face Attribute: Enable this function to detect gender, age, mask, glasses and facial expression.
Detection Mode: There are two modes of detection: Hybrid and Motion.

Hybrid Mode: Both static and moving targets are detected. Setting the motion mode can reduce false
alarms.

Motion Mode: Only moving targets in the frame are detected.
Trigger Mode: Rule type. There are rectangle and line rules.
Detection Area: Under Rectangle rule, set the detection area. User-default full screen area.
Rule Type: Under Line Rule, set the rule for line crossing. You need to draw a line inside the right
preview. When the face crosses the line according to the set rule A->B or B->A, it will be detected.

Bounding Box: When this menu is enabled, the target detection box is displayed in the live screen.
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5.4.1.2 Pedestrian &\Vehicle

When pedestrian beings and/or vehicles are detected, your DVR will activate recording, and it will also

send an alarm.

Switch: Tick the checkbox to enable the human & vehicle detection.
Setup: Click setup button for further settings:
Level: The sensitivity level is Low Medium High. Higher sensitivity will make it easier to trigger a detection

(this option is only shown when accessing IP cameras that support Intelligent)

Channel: Select the channel you want to configure.

Capture Mode: Capture Mode. There are Optimal Mode (The time between the appearance of the

pedestrian &Vehicle and its disappearance.select a picture with the best quality to push during the time
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from when the face appears to when it disappears). Real-time mode (push once when the face appears
and again when it disappears) and interval mode (customize the time and interval of the push).
Snapshot Qty: In interval mode, set the number of snapshots for pedestrian &Vehicle push.
Capture Interval: in interval mode. Set the frequency of pedestrian &Vehicle push.
Min. pixels: Setthe minimum pixel frame to be recognized. The pedestrian &Vehicle must be larger than
the set number of pixels to be recognized.
Max pixels: Set the max pixels frame. Pedestrian &Vehicle must be smaller than the set pixels to be
recognized.
Sensitivity: Set the sensitivity, the range is 1-100, the larger the value, the easier to trigger.
Detection Target: Set the detection target, you can choose pedestrian , motorized, non-motorized or all
types.
Detection Mode: There are two modes of detection: Hybrid and Maotion.

Hybrid Mode: Both static and moving targets are detected. Setting the motion mode can reduce false
alarms.

Motion Mode: Only moving targets in the frame are detected.
Detection Area: Under Rectangle rule, set the detection area. User-default full screen area.
Bounding Box: When this menu is enabled, the target detection box is displayed in the live screen.

Auto PTZ Tracking: Auto tracking switch (supported by some camera models).

5.4.1.3 Perimeter Intrusion

Perimeter Intrusion Detection feature detects people, vehicles or other objects entering or exiting a

predefined virtual area and takes certain specific measures when an alarm is triggered.

ord Alarm A Network Storage System

Switch: Enable or disable the Perimeter Intrusion

Sensitivity: Sensitivity levels are from 1 to 4. Higher sensitivity will trigger detection more easily.

Setup: Click to configure the detection conditions.

67



USER MANUAL

Channel CH2

Detection Target Pedestrian
Motor Vehicle
Non-motorized Vehicle
Rule Number 1

Rule Enable '8

Rule Type A->B

Bounding Box Enable

Remove

Remove All

Save

Channel: Select the channel you want to configure.

Detection Type: Detection type.
Person: Trigger when pedestrian triggers perimeter intrusion.
Motor Vehicle: Alarm is triggered by a motorized vehicle.
Non-motorized Vehicle: Alarm is triggered by a non-motorized vehicle.

Rule Number: It is the number of perimeter intrusion. area. Maximum 4 areas you can set for perimeter

intrusion function.

Rule Enable: Enbale the detection in Rule Switch.

Rule Type:

A->B: Camera will only detect the action from side A to side B.
B->A: Camera will only detect the action from side B to side A.
A<->B: Camera will detect the action from either side B to side A or side A to side B.

Use your mouse to Click 4 points in the camera image to draw a virtual region. The sharp of the region
should be a convex polygon. Concave polygon will be not able to save.

Click Save to save your settings.

If you want to modify the position or range of the rule. Please Click the red box in the line and the color of
the line will change to red. Press and hold the left mouse button to move the line or drag the
endpoints to modify the length or position of the line.

If you want to delete a rule from the camera picture. Click on the red box in the line and then click on the

"Remove" button. Click on "Remove All" will remove all lines.

Bounding Box: When this menu is enabled, the target detection box is displayed in the live screen.

Note:

1)The perimeter should not be too close to the edges/corners of the camera image as it may not trigger
detection when a target passes through the edge/corner.

2)The shape of the area should not be too narrow/small because it may not be able to trigger detection

when a large target passes through the perimeter.
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5.4.1.4 Line Crossing

Line Crossing Detection feature detects people, vehicles or other objects that cross a predefined virtual

line and takes certain specific measures when an alarm is triggered.

LETH Network Storag

Switch: Enbale or disable the Line Crossing Detection.

Sensitivity: Sensitivity levels are from 1 to 4. Higher sensitivity will trigger detection more easily.

Setup: Click & 1o configure the detection conditions.

[Channel CH2

Target Validity k]

Min. Pixels

Max. Pixels 320 ®

Detection Target Pedestrian
Motor Vehicle
Non-motorized Vehicle

Rule Number 1

Rule Enable @

Rule Type A->B
Remove

Remove All
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Channel: Select the channel you want to configure.

Detection Type: Detection type.
Person: Trigger when pedestrian triggers perimeter intrusion.
Motor Vehicle: Alarm is triggered by a motorized vehicle.
Non-motorized Vehicle: Alarm is triggered by a non-motorized vehicle.

Rule Number: It is the number of perimeter intrusion. area. Maximum 4 areas you can set for perimeter

intrusion function.

Min. pixels: Setthe minimum pixel frame to be recognized. The pedestrian &Vehicle must be larger than

the set number of pixels to be recognized.

Max pixels: Set the max. pixels frame. pedestrian &Vehicle must be smaller than the set pixels to be

recognized.

Rule Enable: Enbale the detection in Rule Switch.

Rule Type:

A->B: Camera will only detect the action from side A to side B.
B>A: Camera will only detect the action from side B to side A.
A€ ->B: Camera will detect the action from either side B to side A or side A to side B.

Use your mouse to Click 2 points in the camera image to draw a virtual line.

Click Save to save your settings.

If you want to modify the position or range of the rule. Please Click the red box in the line and the color of
the line will change to red. Press and hold the left mouse button to move the line or drag the
endpoints to maodify the length or position of the line.

If you want to delete a rule from the camera picture. Click on the red box in the line and then click on the
"Remove" button. Click on "Remove All" will remaove all lines.

Bounding Box: When this menu is enabled, the target detection box is displayed in the live screen.

Notice.

1) The line should not be set too close to the edge of the camera image so that it fails to trigger an
Trigger when a target crosses the camera.

2) The line should not be set too short so that it fails to trigger an Trigger when a target crosses the

alarm.
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5.4.1.5 Cross Counting

Crossing count function counts people, motorized vehicles, non-motorized vehicles, or moving objects

that cross the virtual line.

Switch: Enbale or disable the cross-counting function.
Sensitivity: Sensitivity levels are from 1 to 4. Higher sensitivity will trigger detection more easily.

Setup: Click to configure the detection conditions.

Channel ‘ CH2

Detection Target pedestrian

Alarm Number 1

Start Time 00:00:00

End Time 23:59:59
Recount

Rule Number 1

Rule Enable Eﬂ

Rule Type A->B

Remove

Remove All

Save

Channel: Select the channel you want to configure.
Detection type:
Motion: All moving subjects will be Counting by the system
Pedestrian: Only human beings will be Counting
Motor Vehicle: Only motor Vehicle beings will be Counting
Non-motorized Vehicle: Only Non-motorized vehicles will be Counting .

Alarm Number: Set the number of alarms. alarm Num = (number of cross in) - (number of cross out).
E.g. the number of entries is 601 while the number of exits is 400, and the alarm number you set is
200, 601-400=201 > 200, then the DVR will send an alert.

Start Time: Set the counting start time.

End Time: Set the end time of counting.

Recount: Clear the count to zero and recount.

Rule Number: Select the rule number. The number of virtual lines on which Crossing count can be

drawn. Maximum 1 line.
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Rule Enable: Enable the detection rule in the rule switch.

Rule Type:
a)A->B, DVR will count the people or objects from side A to side B.
b) B->A, DVR will count the people or objects from side B to side A.

Click Save to save the settings.

If you want to modify the position or range of the rule. Please Click the red box in the line and the color of
the line will change to red. Press and hold the left mouse button to move the line or drag the
endpoints to modify the length or position of the line.

If you want to delete a rule from the camera picture. Click on the red box in the line and then click on the
"Remove" button. Click on "Remove All" will remove all lines.

Note:

1) The rule line should not be too close to the edge of the camera image so as not to fail to trigger an
alarm if the target crosses the line.

2) The rule line should be located in the area accessible to the detected object.

3) The rule line should not be set too short so as not to trigger the Trigger when the target crosses the

line.
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5.41.6 Heat Map

A graphical representation of the areas of the page that visitors are passionate about and the
geographic areas where visitors are located in a specially highlighted format, the heat map also shows

which areas of the screen are attracting the majority of visitors.

''''''''''

Switch: Enbale or disable the heat map function.

Setup: Click to configure the detection area.

Channel l CH2

Rule Number 1
Rule Enable ISl
Remove

Remove All

Channel: Select the channel you want to configure.

Rule Number: Select the rule number. The heat map function can only be set for 1 area.
Rule Enable: Enable detection in Rule Switch.

Remove: Check the box of detection area, click Remove to remove the detection box.

Remove All: Click Remove All to remove the detection box.

5.4.1.7 Crowd Density

Crowd density detection is based on face detection technology, which is used to detect crowd gathering
to maintain a controllable order in certain area. When the total number of detected people in a certain

area exceeds the preset allowed number, the system will send an alert.

Network  Storag

Alarm

Switch: Enbale or disable the cross-counting function.

73



USER MANUAL

Sensitivity: Sensitivity levels are from 1 to 4. Higher sensitivity will trigger detection more easily.

Setup: Click & 1o configure the detection conditions.

in. Pixels
ax. Pixels 320

ax. Capacity 50

Detection Area User-defined

Rule Number 1

ule Enable ['i ]

Remove

Remove All

Save

Channel: Select the channel you want to configure.

Min pixel: Set the min recognized pixel frame. Pedestrian must be larger than the set pixel to be
recognized.

Max pixel: Set the max pixel frame to be recognized. Pedestrian must be smaller than the set pixel to be
recognized.

Max capacity: If the number of people in the detection area exceeds the maxi capacity, the DVR will
sound an alarm.

Detection Area: Set the detection range, Full Screen or User-defined.

If you select User-defined. Range, you will need to use the mouse to Click on the 8 points in the camera
image to draw a virtual area.

Rule Number: Select the rule number. The Crowd Density function can only be set for 1 area.

Rule Enable: Enable detection in Rule Switch.

Click Save to save the settings.

If you want to modify the position or sharpness of the area, click on the red box in the area and the
border of the area will be changed to red. Click and hold down the left mouse button to move the
position of the region, or drag the corner points to resize the region.

If you want to remove one of the regions from the camera picture, click the red box in the region and

then click the Remove button. Click Remove All will remove all areas.

74



USER MANUAL

5.4.1.8 Queue Length

Queue length detection is used to detect the status of the queue, including queue length and stall time.

Switch: Enbale or disable the cross-counting function.
Sensitivity: Sensitivity levels are from 1 to 4. Higher sensitivity will trigger detection more easily.

Setup: Click to configure the detection conditions.

Channel v
Min. Pixels 1080
Max. Pixels 1080
Max. Capacity 10 (1-100)

Max. Staying Time &0 (1-3600)

Detection Area User-defined

Rule Number 1

Rule Enable ['V!

Remove

Remove All

Save

Channel: Select the channel you want to configure.

Min pixel: Set the min recognized pixel frame. Pedestrian must be larger than the set pixel to be
recognized.

Max pixel: Set the max pixel frame to be recognized. Pedestrian must be smaller than the set pixel to be
recognized.

Max capacity: If the number of people in the queue in the detection area exceeds the maximum
number of detectors, the DVR will send an alarm.

Max Staying Time: If the queue stays longer than the given processing time in seconds.the DVR will send
analarm

Detection Area: Set the detection range, Full Screen or User-defined.

If you select User-defined. Range, you will need to use the mouse to Click on the 8 points in the camera
image to draw a virtual area.

Rule Number: Select the rule number. The Queue Length function can only be set for 1 area.

Click Save to save the settings.

Rule Enable: Enable detection in Rule Switch.
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If you want to modify the position or sharpness of the area, click on the red box in the area and the
border of the area will be changed to red. Click and hold down the left mouse button to move the
position of the region, or drag the corner points to resize the region.

If you want to remove one of the regions from the camera picture, click the red box in the region and

then click the Remove button. Click Remove All will remove all areas.

5.41.9 License Plate

License plate detection function, by detecting the license plate of passing vehicles. Identify whether the
vehicle is an unfamiliar vehicle or a vehicle that has been entered into the database. Also can be
unfamiliar vehicle license plate information back up to the database, and access to the license plate
detection alarm information for video playback. Currently, license plate detection only supports from
Europe license plate and America license plates.

In this menu, you can set the parameters of license plate detection.

Switch: Enbale or disable the License Plate detection function.

Setup: Click to configure the detection condition.

Channel ‘ CH2 v ‘

Capture Mode Default »
84

Min. Pixels 64 @ 1080

Max. Pixels 320 1080

Sensitivity 1) (1-100)

Detection Target European License Plate v
Detection Mode Motion Mode v @
Detection Area Full Screen v
License Plate Enhanc Disable e
Color Mode Dark ﬂeo Bright

Black & White Mode Dark —50 Bright

Save

Capture Mode: Capture Mode. There are Optimal Mode (select the best quality image to be pushed from
the time the license plate of the vehicle appears to the time it disappears). Real-time mode (push once
when the license plate appears and again when it disappears) and Interval mode (customize the
number of captures to be pushed and the time interval between them).

Capture Num: In interval mode, set the number of license plate captures to be pushed.

Snapshot Qty: in interval mode, set the frequency of license plate snapshots.
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Min pixel: Min pixel frame, the license plate must be larger than the set min pixel to be recognized.
Max pixel: Maxi pixel frame, the license plate must be smaller than the set maxi pixel in order to be
recognized.
Sensitivity: The larger the value, the easier it is to detect the target.
Detection Target: The type of license plate to be detected, there are two types as below:

European license plate: European license plate.

American license plate: American license plate.
Detection Mode: license plate detection mode, there are two types as below:

Hybrid Mode: detect static license plate and dynamic vehicles in the screen.

Motion Mode: only detect the license plate during motion.
Detection Area: Set the area for license plate detection, there are two kinds as follows:

Full Screen: full screen detection.

User-defined: customize the detection area.
License plate Enhance: Enable/disable license plate enhance.
Color Mode: Apply to full color scene, the higher the value, the brighter the screen, the lower the value,
the darker the screen, the value can be set from 0-255.
Black&White Mode: Apply to black & white scene, the higher the value the brighter the picture is, the
lower the value the darker the picture is, the value can be set in the range of 0-255.
Note: When the License Plate Detection function is enabled, if License plate enhance is also enabled, the
image brightness of the camera can be adjusted in accordance with the configured level value. Meanwhile,
the device automatically adjusts its day time level or nighttime level in accordance with whether the
camera is enabled with IR mode. The two application scenarios are independent of each other.
To use License plate enhance, you need to set Exposure Compensation to Disable and set Shutter to
Auto on the image control page. After License plate enhance is enabled, Time Exposure cannot be
modified.

5.4.1.10 Rare Sound

With the Rare Sound Detection function, it will alert you when your DVR detects abnormal sound, like

baby crying, dog barking, and gunshot, and some certain actions can be taken when the alarm is

triggered.

Switch; Tick the checkbox to enable the detection.
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Setup: Click & 1o configure the detection condition.

Channel CH1 . S ~T o S [

Sensitivity

Detection Target oA Y S _b : \ V|
[¥3 Baby Crying . '
Dog Barking

Gunshot

Save

Channel: Select an available to configure.
Sensitivity: Sensitivity, the minimum default value is 1, the maximum default value is 100.
Detection Target

Baby Crying: Check the box to detect baby crying sound.

Dog Barking: Check the box to detect the dog barking sound.

Gunshot: Check the box to detect gunshot sound.

5.41.11 Object Detection

Object Detection function detects the objects left over or lost in the pre-defined region, such as the
baggage, purse, dangerous materials, etc., and a series of actions can be taken when the alarm is

triggered.
@ Setup

''''''''''

Switch: Check the box to enable object Detection function.

Sensitivity: Parameter range 1~4, default value 2, higher sensitivity will be easier to trigger detection. At
the same time, the more false detection, the corresponding leakage will be reduced, it is recommended
to keep the default value.

Setup: Click & 1o configure the detection condition.
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Channel ‘ CH2

Rule Number 1

Rule Enable SN

Rule Type Legacy
Remove

Remove All

Save

Channel: Select an available to configure.
Rule Number: You can set four rules in total. Draw the rule area on the area map and tap to the first
rule. The Rule Switch and Rule Type of each rule are independent and need to be turned on, off or set
separately.
Rule Enable: Enable detection in Rule Switch.
Rule Type: Select the rule type.

Legacy: DVR will only detect items that are left behind.

Lost Lost: DVR will only detect lost items.

Legacy and Loss: the DVR will detect both legacy and lost items.
Click with the mouse on the 4 points in the camera picture to draw a virtual region. The area's should be

convex polygons. Concave polygons will not be saved.
Bounding Box: When this menu is enabled, the target detection box is displayed in the live screen.

Click Save to save your settings.

If you want to adjust the size of the region, click the red box in the region, the borders of the region will
be changed to red color. Long press the left button of your mouse to move the whole region, or drag
the corners to resize the region.

If you want to remove one of the regions from the camera image, click the red box in the region and then
click Remove button. Click Remove All will delete all regions.

Note:

1) The detection area should be larger or equal to the size of the detected object, e.g. blue bottle
detection.

2) The detected object should not be obscured.
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5.4.1.12 Sound Detection

By sound detection. The alarm can be triggered by detecting the rise or fall of the sound, and certain

actions are performed when the alarm is triggered.

ting HeatMap Crowd Density Queue Length License Plate  Rare Sound

. jon  Video Tampering  Intrusio v ExitRegion  Schedule
Recognition L}

Alarm £ Rise Detection Rise Sensitivity Volume Intensity Decline Detection v Decline Sensitivity Schedule

~ Disable 50 Disable
Statistics

Disable 5 50 Disable

Switch: enable or disable sound detection.

Rise Detection: Enable or disable sound rise.

Rise Sensitive: trigger sound rise sensitivity, sensitivity can be setto 1-100, the larger the value, the
higher the sensitivity of the sound rise.

Volume Intensity: Set the intensity of the triggered sound alarm, can be set from 1-100.

Decline Detection: Enable or disable sound decline.

Decline Sensitive: Trigger sound decline sensitivity, sensitivity can be set to 1-100, the larger the value,
the higher the sensitivity of the sound decline.

Schedule: Set the time schedule for Sound Detection, default is all on, user can customize the time
period for sound alarm.

Click the "Alarm" button to configure the sound alarm function.

5.4.1.13 Video Tampering

Video Tampering detects the occlusion of camera images, and some certain actions can be taken when

the alarm is triggered.
()] Setup “hannel  Record  Alanm

Switch: Enable or disable the function
Sensitivity: The sensitivity level is from 1 to 6, with a default value of 4. Higher sensitivity will be easier to
trigger the detection.

Click the "Alarm" button to configure the Video Tampering function.
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5.41.14 Intrusion

Intrusion detection. Can detect whether there is an object in the video to invade the set restricted area.

Linkage alarm according to the judgment result.

Loitering Duration: Indicates that the target enters the alert area and stays there for the duration of the
time before generating an alarm. Forexample, if itis setto 5, the alarm will be triggered immediately after
the target invades the area for 5s, and the maximum duration can be setto 10s.
Target Validity: The similarity between the detection target and the set detection type.The alarm is
triggered only when the set similarity level is reached or exceeded. The higher the setting level the higher
the similarity requirement, the more ocbvious the desired target characteristics and the higher the alarm
accuracy.Levels can be set from 1 to 4.1 represents a similarity of 80% or mare, 2 represents a similarity of
60% or more, 3 represents a similarity of 40% or more, 4 represents a similarity of 20% or more.
Min.Pixel: Set the min recognized pixel. The target has to be larger than the set pixel to be recognized.
Max.Pixel: Setthe max recognized pixel. The target has to be smaller than the set pixels to be recognized.
Sensitivity: The sensitivity setting for triggering area intrusion detection, the higher the sensitivity setting,
the easier itis to trigger the alarm.

Detection Target: Setting the detection type.

Pedestrian: only intruding pedestrians are detected.

Motorized: only intruding motorized vehicles are detected.

Non-Motorized: only intruding non-motorized vehicles are detected.

Don't Select Any Type: all moving targets are detected.
Rule Number: Select the rule number, click the left mouse button in the right preview screen to draw the

detection area connected with the first and last endpoints, and then click Save to complete the area
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drawing. When you need to clear the warning area, click "Remove" to delete the selected area. Click
"Remove All" to delete all areas.
Rule Enable: Enable detection in Rule Switch.

Bounding Box: When this menu is enabled, the target detection box is displayed in the live screen.

5.4.1.15 Enter Region

The entry area detection function can detect whether an object enters the set warning area and link the

alarm according to the judgment result. The specific setting steps are shown below.

Target Validity: The similarity between the detection target and the set detection type.The alarm is
triggered only when the set similarity level is reached or exceeded. The higher the setting level the
higher the similarity requirement, the more obvious the desired target characteristics and the higher the
alarm accuracy.Levels can be set from 1 to 4.1 represents a similarity of 80% or more, 2 represents a
similarity of 60% or more, 3 represents a similarity of 40% or more, 4 represents a similarity of 20% or
more.
Min.Pixel: Set the min recognized pixel. The target has to be larger than the set pixel to be recognized.
Max.Pixel: Set the max recognized pixel. The target has to be smaller than the set pixels to be
recognized.
Sensitivity: The sensitivity setting for triggering area enter region detection, the higher the sensitivity
setting, the easier it is to trigger the alarm.
Detection Target: Setting the detection type.
Pedestrian: Only Enter Region pedestrians are detected.
Motorized: Only Enter Region motorized vehicles are detected.
Non-Motorized: Only Enter Region non-motorized vehicles are detected.

Don't Select Any Type: All moving targets are detected.
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Rule Number: Select the rule number, click the left mouse button in the right preview screen to draw the
detection area connected with the first and last endpoints, and then click Save to complete the area
drawing. When you need to clear the warning area, click "Remove" to delete the selected area. Click
"Remove All" to delete all areas.

Rule Enable: Enable detection in Rule Switch.

Bounding Box: When this menu is enabled, the target detection box is displayed in the live screen.

5.4.1.16 Exit Region

The leave area detection function detects whether an object has left the set warning area. According to

the judgment result, the alarm is linked. Specific setup steps.

Target Validity: The similarity between the detection target and the set detection type.The alarm is
triggered only when the set similarity level is reached or exceeded. The higher the setting level the higher
the similarity requirement, the more obvious the desired target characteristics and the higher the alarm
accuracy.Levels can be set from 1 to 4.1 represents a similarity of 80% or more, 2 represents a similarity of
60% or more, 3 represents a similarity of 40% or more, 4 represents a similarity of 20% or more.
Min.Pixel: Set the min recognized pixel. The target has to be larger than the set pixel to be recognized.
Max.Pixel: Set the max recognized pixel. The target has to be smaller than the set pixels to be
recognized.
Sensitivity: The sensitivity setting for triggering area exit region detection, the higher the sensitivity
setting, the easier it is to trigger the alarm.
Detection Target: Setting the detection type.
Pedestrian: only Exit Region pedestrians are detected.
Motorized: only Exit Region motorized vehicles are detected.
Non-Motorized: only Exit Region non-motorized vehicles are detected.

Don't Select Any Type: all moving targets are detected.
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Rule Number: Select the rule number, click the left mouse button in the right preview screen to draw the
detection area connected with the first and last endpoints, and then click Save to complete the area
drawing. When you need to clear the warning area, click "Remove" to delete the selected area. Click
"Remove All" to delete all areas.

Rule Enable: Enable detection in Rule Switch.

Bounding Box: When this menu is enabled, the target detection box is displayed in the live screen.

5.41.17 Fire Detection (need to connect a thermal camera)

To minimize fire point safety hazards, a fire point detection function is provided for areas where fire point

safety hazards may exist.
@ Setup A Network St

Enable: Enable or disable fire detection.

Sensitivity: Set the sensitivity of the fire detection. The lower the sensitivity, the higher the temperature at
which the fire detection alarm should be triggered. The higher the sensitivity, the lower the temperature

at which the fire detection alarm is triggered.
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5.41.18 Temperature Measurement (need to connect a thermal camera)

Used for real-time temperature monitoring of the monitoring place, when the temperature exceeds the

alarm threshold, trigger the alarm to execute the linkage.

A. Temperature measurement detection setting

Enable: Enable or disable the temperature measurement function.
Temperature Color Bar: When turned on. On the right side of the thermal imaging channel preview
screen, a color bar representing the different temperatures will be displayed. The max and min
temperatures are also displayed.
Display Temperature Info On Stream: When turned on. Displays the temperature measurement area
and the monitored temperature on the thermal channel preview screen.
Display Temperature Info On Optical Channel: When turned on, the temperature measurement area
and the monitored temperature will be synchronized in the optical channel preview screen.
Display Max. Temperature: When turned on, the max monitored temperature is displayed on the
preview screen. Need to turn on the switch for displaying temperature information first.
Display Min. Temperature: When turned on, the monitored temperature is displayed in the preview
screen. Displays the min monitored temperature in the preview screen.Need to turn on the display
temperature information switch first.
Display Average Temperature: When turned on. It will display the monitored average temperature in
the preview screen, you need to turn on the switch of displaying temperature information first.

Note: A temperature measurement area ruled by a point will only display the average temperature of

that point. The maximum and minimum temperatures will not be displayed.
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Spot Measurement: when turned on. In the thermal imaging channel preview screen. Click on any area
with the left mouse button to perform a single point measurement.
Position of Thermometry Info: You can set the position of the temperature information displayed in the
preview screen.

Near Target: Temperature information is displayed next to the rules of each monitoring area.

Top Left: Temperature information is uniformly displayed in the top left corner of the preview
screen.
Temperature Unit: Set the unit for displaying temperature information, including Celsius, Fahrenheit and
Kelvin units.
Reflective Temperature: Set the ambient temperature of the camera.

Note: Reflected temperature is the ambient temperature reflected from the surface of the object being
measured. When thermal radiation is reflected off the surface of an object, it is affected by the ambient
temperature. The reflected temperature is the temperature of the reflected thermal radiation. The role of
the reflected temperature is to help the thermal imaging camera to accurately measure the temperature
of the surface of the object. In thermal radiation measurement. The infrared radiation received by the
camera includes both radiation emitted from the object itself and reflected radiation from the
environment. By measuring the ambient temperature, it is possible to distinguish between the thermal
radiation emitted by the object and the thermal radiation reflected from the environment. Thus, the
surface temperature of the object is accurately calculated.

Emissivity: Each target has a corresponding emissivity. The emissivity has a fixed value from rough to
smooth. The emissivity is fixed from rough to smooth. Set the appropriate emissivity according to the

type of temperature target to be measured. (Refer to the table of emissivity of common substances).
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Substance Emissivity
Human skin 0.98
Cotton fabric 0.98
Water 0.96
Asphalt 0.96
Concrete 0.95
Brick 0.95
Rubber 0.95
Paint 0.93
Ceramics 0.92
Soil 0.92
Printed circuit board 0.97
Paper 0.90
Cardboard 0.90
Sand 0.90
wood 0.85

The table of emissivity of common substances

Note: Emissivity is the ability of the surface of the object being measured to emit infrared radiation. Its
role is to affect the accuracy of the thermal imaging camera to measure the surface temperature of the
object. Different emissivity, the object for infrared radiation reflection and absorption of different
degrees, which will lead to the measurement results of the deviation.

Distance Unit: Includes both meter and inch options.

Distance: Indicates the straight line distance between the target to be measured and the device, which

should be set according to the actual situation.
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B. Temperature measurement area setting

| Alarm Network  Storage

Alarm

ID: Click Add to add a temperature rule. The maximum number of rules you can add is 20.

Enable: Select a temperature rule and enable it with "Enable”.

Name: Customize the name of the rule.

Rules: Select temperature rules. Including points, lines and areas, Draw rules and determine the
temperature measurement location in the right configuration screen, and click Delete to delete the
drawn temperature measurement rules after checking the rules.

Point: Click anywhere on the right screen. This indicates that the selected point will be temperature
measured. The preview screen will show the rule and average temperature information of the point.
line: Click anywhere on the right configuration screen. Hold down the mouse and drag to another
location to draw a temperature rule line. This indicates that the temperature will be measured at the
location on the line. Click on the checkbox of the rule line to adjust the length, angle and position of the
rule line. The preview screen will show the rule and temperature information of the temperature
measurement line segment.

Area: Click anywhere in the configuration screen on the right. Hold down the mouse and drag to
another location to draw a quadrilateral temperature rule area. Indicates that the location of the area is
to be temperature measured. Click the checkbox of the rule area to adjust the size and position of the
rule area. The preview screen displays the rule and temperature information for this temperature
measurement region.

Emissivity: Set the appropriate emissivity according to the type of target to be measured.
Distance: Set the distance between the target and the device.

Reflective Temperature: Set the ambient temperature of the camera.
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Setup: Click B 1 enter the Alarm Rule Setup page and set the alarm rule for each temperature
measurement rule.

Check the temperature rule and click "Delete" to delete it.

Setup

Alarm Rules Above(Average. Temperature)

Alarm Temperature

Duration Time

Tolerance Temperature

Cancel

Alarm Rules: There are several alarm rules, Above(Max.Temperature), Below(Max.Temperature) ,
Above(Min.Temperature) , Below(Min.Temperature), Above(Average.Temperature) ,
Below(Average. Temperature) , Above(Temperature Difference), Below(Temperature Difference),
The only alarm rules for the Point temperature rule are Above(Average. Temperature),
Below(Average.Temperature) .
Alarm Temperature: Set the temperature threshold for alarm.

Duration Time: Indicates the time when the temperature of the measured object continuously
exceeds the temperature threshold. If it exceeds this time, the alarm will be triggered.

Tolerance Temperature: prevent the temperature from oscillating back and forth to affect the alarm
effect.

For example, the alarm rule selects an average temperature greater than. The alarm temperature is
set to 40°C. The duration is set to 3 s. The tolerance temperature is set to 3°C. The duration is set to 3s. the
tolerance temperature is set to 3°C. When the average temperature of the area monitored by this
temperature measurement rule is greater than 40°C and the duration exceeds 3s, the alarm is triggered.
The alarm is canceled only when the average temperature of the monitored area is less than or equal to
37°C.
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5.41.19 Schedule

When the IPC is connected to the DVR with a media port, the schedule is as follows:

Set the schedule for triggering alarms for each Al function. Checked is on, unchecked is off.

Wwhen the IPC connects to the DVR using the HTTP port, the schedule is as follows:
] Setup wannel  Record  Alarm Stora Syster *

Set the schedule for triggering alarms for each Al function to be turned on. Checked is on, unchecked is
off, and grayed out is not settable.

Enable: When enabled, all Al functions of the channel will be controlled by the schedule, and the
function switch displays Schedule

Functions are mutually exclusive: Functions that are mutually exclusive with the selected function.
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5.4.2 Recognition

5.4.2.1 Model Configuration

Select the algorithm model in this menu. There are local and IPC algorithm models (some devices do not

have local algorithm models and need to take the IPC of the algorithm model).
@ Setup ] Syste

5.4.2.2 Database Management

This menu sets up a database for face recognition database.
€3 Setup s S

<

EEEn ¢
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Import Database: Import the exported file to the device.

Backup Database: Export all of the groups into the U disk.

Update facial features: Update face features, switching the face features model or imported from
external files face images or face database, after Al IPC recognition detected the face database face
features and the current check face features model is inconsistent, will pop up update face features, click

update face features will be shown in the following figure below
® Setup ysten

v
V]
-
]
]
=
=

Click Cancel will pop up a prompt to continue or suspend the update, the remaining not updated next

Click to update.

Click @/ @: add a new face group or delete an existing face group.(The default first three face
groups cannot be deleted)
Enable: Enable or disable face recognition group.

Edit: Click Edit to enter the editing face group interface.
@ Setup
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Import: Click Local Storage Device to enter local face interface.

@ Setup Please select face image ..

Setup

1Day v

Select date, duration and channels, click Search to search all of faces saved to the devices during that
time. If you select face similarity and then click Search, it will be searched out face which match to

similarity. Click faces result image and Delete, select face and click OK to enter import face page.
] Setup Impart X

e

Edit face information in the right box, after editing, click Import to finish, click Exit to exit the interface.

Click External Storage Device, enter external memory storage, select the face image you want to import,

the same step as importing the local face.
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Please select a directory ...

Name

e Information

119.000KB

Format ! O Cancel

Export: Export the face picture to the external memory storage, if you do not Click to the face group
picture to Export all the face pictures of the face group.if you Click to the face group face picture to Click
Export to export the selected face picture.

Download import Template: Download and import the template, you can export a template to an
external memory, this template can contain a form and use instructions, you can fill in the information of
the face picture information in this form, import this form can modify the information of multiple name

face pictures, convenient to modify the face picture information.

Right-Click to select the face picture, select Edit to enter the face picture editing interface, and click

Additional Face image to import the face picture under different circumstances of the face.
& Setup Allow List

Modify

Import Template
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5.4.2.3 License Plate Management

This menu provides a license plate information database for comparing the detected license plate

information.

Import Database: Import the exported packet data into the device.

Backup Database: Export all the groups to a U disk.

Group Name: The name of the database group, W-ow list, Boiack list, .Stranger group, you can
add up to 671 custom groups, a total of 64 groups, one group can accommodate up to 5000 license plate
information, the whole database can accommodate 10000 license plate information.

Click @/ @: To add a new license plate group or delete an existing license plate group.(The default
first three license plate groups can not be deleted)

Edit: Click Edit to enter the edit license plate group interface.

Enable: Enable or disable license plate detection.
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Allow List

Import

\

Import

Search: filtering license according to keywords.

Total: Total number of license plate data in this group.

Click .to modify the corresponding license plate data information. There are three ways to add license
plate information: Import (manually added), Import From CSV (CVS table import), and Import From Local
(local import).

Click Import button to manually add a single license plate information,

Click Export to export the entire group information to the external U disk.

Alarm Channel: Set the channelto alarm after the license plate is detected and successfully aligned.
Move to...: Check the re-check box of the license plate information and click it again to transfer the license
plate information to another group.

Delete: Check the re-check box of the license plate information and then click this button to delete the
license plate information.

Click Import From CSV button to import one or more CVS pieces of data. The format of the CVS table is

shown below:

A c ] E 5 ¢ i 1 K L x n o 3 Q R s T U v v X ¥ z_ [4
1 [License iColor  Car BrancCar Type Ower  Sex 1d Code Phone  OccupatickesidenceRemark
2 BC-R52tblue  HJHJE  VolksvageVH] nale 2222 2212211 22222 40461 FFOFQFQ
3 A-HP-233 vhite  HIH NOMAL  UYOD  nale 100 11111LLLL  KKLELK  FOFQVQ
4 MCY164] black  BBEB  NOMAL  0Q00Q  female 102 2145435 DAVORQR FVEQY  QTVF
5 FLB-360 black  R23R24D KDGS  QRQD  female 103 432525 SFEFS  CCACA  GWITVE
o MA 5465 Cwhite  TWWAGA SFSVF  FVFWF  female 104 532535 FRFFA  FACA  FVFVA
7 GC 9671 Cwhite  RGWTVIGEAVEGYTG  VTAZHRT female 105 2.35E+409 WAVAGEG AGHAC  AGEY
8 LHG6 BUE vhite  GASRIHDFJVTASDSF ATYDFZDVimale 106 3.47E+08 Ftqta  agshsth agregaegea
9 R21 ROY vwhite 4 AVETAT male 107 STYTBRG  HRJFFXHD STUUROFYKETOKK
10 DE14 LVP white  ETUURHS 4YACRC ARRTWYDFImale 108 45634 WECARGA AFSCS T
11 1218 LG] white  HSHRTHST YEYGD  GSYSDCDXCmale 109 4075T3876S05C  SDGSHHRTFTRYRTHFX.
12 W12 FRA yellow GREGAGAG AGEAGE GA4TGZVZ female 110 4546363 FOSEA  GSO. woAL
13 W13 PRA blue  HJHJE  VEGWTC GSYSDCDCmale 112 2212223 22222 46473 FROFQFQ
14 W14 FRA blue  KJHJE  VECWTC CSYSDCDXCmale 113 2212224 22222 46474 FORQWQ
15 W15 FRA blue  HJHJH  VEGTC GSYSDCDCmale 114 2212225 22222 40475 QTVF
16 ¥16 PRA blue  HJHJE  VEGVTG GSYSDCDCmale 115 2212226 22222 40470 GYTTVE
17 W17 FRA blue  HJHJE  VEGVTC GSYSDCDCmale 116 2212227 22222 46477 FVFVA
EJHJE  VEGYTG  CSYSDCDICmale 117 2212228 22202 46478 AGEY
BJHJH  VEGYTC  CSYSDCDXCnale 118 2212229 22222 46479 agregaezea
HJHJH  VEGYTG  GSYSDGDiCnale 119 2212230 22222 40480 ETOKH
HJHJE  VEGYTG  GSYSDGDICnale 120 2212231 22222 46481 KIKTT
EJHJE  VEGYTG  CSYSDGDICmale 121 2212232 22002 48482 TRYRTHFX.
EJHJH  VEGYTC  CSYSDCDICmale 122 2212233 22202 46483 VCAA
HJHJH  VEGYTG  CSYSDCDXCnale 123 2212234 22222 46484 FROFQFQ
HJHJH  VEGYTG  GSYSDGDICnale 124 2212235 22222 40485 FOFQVQ
EJHJE  VEGYTG  CSYSDCDECaale 125 2212236 22222 46486 OTVF
HJHJE  VolksvageCSYSDCDICnale 126 2212237 22222 46487 GVTTVE
HJHJH  VolksvageCSYSDGDiCnale 127 2212238 22222 46488 FWRVA
HJHJH  VolksvageGSYSDCDiCnale 128 2212239 22222 40489 AGEY
EJHJE  VolksvageCSYSDCDECnale 129 2212240 22222 46490 agregaegea
HJHJE  VolksvageCSYSDCDICnale 130 2212241 22022 46491 ETOKE
HJHJE  VolksvageCSYSDCDICnale 131 2212242 22222 46492 KUKTT
HJHJH  VolksvageCSYSDCDYCnale 152 2212243 22222 40493 TRYRTHRX
VolksvageGSYSDGDICnale 133 2212244 22222 40494 ¥GAA
VolksvageCSYSDGDICnale 134 2212245 22222 46495 FROFQFQ
VolksvageCSYSDCDICnale 135 2212246 22222 46496 FOFQVQ
VolksvageCSYSDCDICnale 136 2212247 22222 46497 QTWF
VolksvageGSYSDCDICnale 137 2212248 22222 40498 GVTTVE
VolksvageCSYSDGDICnale 138 2212249 22222 40499 FWFVA
VolksvageCSYSDCDICnale 139 22222 48500 AGEY
Volksvage: nale 140 22222 E
@ i v
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£ Setup

Click Import From CSV button to pop up the above interface, select the CSV license plate file to be

imported, and click the OK button. Popup the following below:
3 Setup Record  Alamm el e o

Networ

Click Import/Modify button to add a batch, and you can also modify one license plate information.

wWhen more than 5000 data are added, the message box with the content of "Add data has reached the

upper limit of the group" will popup.
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Click Import From Local button to import the license plate information locally to the database.
€ Setup am De Syster

fur

Network

Select date, duration and channels then click Search to search license plates saved by all devices during
this time.
Channels: License plate detection events triggered by each channel.

Select All: Select all the license plate information.
© setup d  Alam :

Click one of data to edit the license plate information and click Import/Modify button to modify, if the
modification is successful Bwill becomelll
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5.4.3 Al Alarm

5.4.3.1 Face Detection Alarm Settings

To configure alarm actions for different groups when faces detected.

Channel: Select an available to configure.

Buzzer: The DVR can sound an alarm tone using its internal buzzer. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when an alarm is detected

Record: Click on the AA icon to select the channel to be recorded when the alarm is triggered.

Record Channel
1 7

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended

recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected. The picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected. It will send the video to the set FTP server.

Picture to Cloud: When an alarm is detected. It will send the captured picture to the set cloud storage
server.

Video to Cloud: When an alarm is detected. Video to Cloud: When an alarm is detected, video will be
sent to the set cloud storage server.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected. An alarm message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.2 Face Recognition Alarm Settings

Alarm settings made by the DVR when a face within a grouping is detected.

Network  Storag

Enable alarm: Enable or disable the face detection alarm.

Policy: Setting the alarm policy for face grouping
Similarity: Similarity setting

Alarm: Click to enter the setting interface.

Alarm [ Allow List ]

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm Out: Optional feature that allows the DVR to be connected to an external alarm device if the DVR
supports the connection of an external alarm device.

Latch Time: Set the external alarm time when an alarm is detected.

Capture Face: When a face is detected, the capture image of the face will be saved.

Save Background: When a face is detected, the whole preview image will be saved.

Show Thumbnail: When a face is detected, the preview will have a thumbnail popup alert.

Email Alert: When an alarm is detected, it will send the captured image to the set email address.

FTP Picture Upload: When the alarm is detected, the picture will be sent to the set FTP server.

Picture to Cloud: When an alarm is detected, a picture will be sent to the set cloud storage server.

Event Push Platform: When an alarm is detected, it will send an alarm message to the third-party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered
(requires IPC support for voice prompts).

Alarm Schedule: Click to enter the Setup Schedule screen.
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Alarm Schedule [ Allow List |

Check the time period you want to alarm Exit and click Apply.Copy can be copied to other channels.

Alarm Channel: Set the channel for Trigger when the face is detected and compared successfully.

5.4.3.3 Face Attribute Alarm Settings

Channel: Channel name

Alarm type: Set the alarm type of face attribute, support Close, No Mask and Wear Mask.

Buzzer: The DVR can use its internal buzzer to sound an alarm. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: Optional feature that allows the DVR to be connected to an external alarm device if the DVR
supports the connection of an external alarm device.

Latch Time: Set the external alarm time when an alarm is detected.

Record: Click the {s} icon to select the channel to be recorded when the alarm is triggered.

Record Channel
1 4

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 5, max 5 minutes.

Show Message: Check this box to display the & icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.
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Full Screen: If this feature is enabled and an alarm is detected on a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).

5.4.3.4 License Plate Recognition Alarm Settings

The alarm setting that the DVR makes when it detects a license plate in a group.

Group Name: Group name.

Enable alarm: Enable or disable the license plate detection alarm.

Policy: Setthe alarm policy for license plate grouping.

Fault-tolerant: For example, if you set three characters, the white list license plate number in the group
is B594SB, when a license plate number B734KB enters into the monitoring area, the alarm will be
triggered. That is to say, if there are 0~5 characters in the detected license plate number which are
different from the license plate number in the database, the alarm will be triggered.

Alarm Channel: Set the channel to Trigger when the license plate is detected and compared

successfully.

Alarm: Click to enter the setting interface.

Alarm [ Allow List ]

Email Alert v FTP Picture Uplo:
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Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Capture License Plate: When a license plate is detected, it will save the captured image of the license
plate.

Save Background: When a license plate is detected, the whole preview picture will be saved.

Show Thumbnail: When a face is detected, the preview will have a thumbnail pop-up alert.

Email Alert: When an alarm is detected, it will send the captured picture to the set email address.

FTP Picture Upload: When the alarm is detected, the picture will be sent to the set FTP server.

Picture to Cloud: When an alarm is detected, a picture will be sent to the set cloud storage server.
Event Push Platform: When an alarm is detected, it will send an alarm message to the third-party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).

Alarm Schedule: Click 'E}to enter the setting schedule interface.
Alarm Schedule [ Allow List ]

Channel CH1

Copy Default

Check the time period you want to alarm Exit and click Apply.Copy can be copied to other channels.

Alarm Channel: Set the channel for Trigger when the face is detected and compared successfully.
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5.4.3.5 Pedestrian& Vehicle Detection Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the AA icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.6 Perimeter Intrusion Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel
1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.7 Line Crossing Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click “=/the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.8 Cross Counting Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).

107



USER MANUAL

5.4.3.9 Crowd Density Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel
1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended

recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.10 Queue Length Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click “2¢the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.11 Licence Plate Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.12 Rare Sound Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click “2¢the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.13 Object Detection Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click “2¢the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the # icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.14 Sound Detection Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.15 Video Tampering Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel
1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.16 Intrusion Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.17 Enter Region Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click “=/the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).

116



USER MANUAL

5.4.3.18 Exit Region Alarm Settings

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: Optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel

1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.19 Fire Detection Alarm Settings (need to connect a thermal

camera)

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click “=/the icon to select the channel to be recorded when the alarm is triggered.

Record Channel
1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended
recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the ® icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.3.20 Temperature measurement alarm settings (need to connect a

thermal camera)

Channel: Channel name

Buzzer: The DVR can use its internal buzzer to sound an alarm tone. Set the duration (in seconds) of the
buzzer when the alarm is triggered.

Alarm out: optional function. the DVR supports connecting to an external alarm device, then you can set
the external alarm device.

Latch Time: Set the external alarm time when the alarm is detected.

Record: Click the icon to select the channel to be recorded when the alarm is triggered.

Record Channel
1

Post Recording: Set the length of time the DVR will continue to record after an event. The recommended

recording time is 30 seconds, but can be set to a maximum of 5 minutes.

Show Message: Check this box to display the 8 icon on the live display screen when an alarm is
detected.

Email Alert: When an alarm is detected, a capture image will be sent to the set email address.

FTP Picture Upload: When an alarm is detected, a picture will be sent to the set FTP server.

FTP Video Upload: When the alarm is detected, the video will be sent to the set FTP server.

Picture to Cloud: When the alarm is detected, it will send the captured picture to the set cloud storage
server.

Video to Cloud: Send video to the set cloud storage server when an alarm is detected.

Full Screen: If this feature is enabled and an alarm is detected in a channel, the channel will be
previewed in full screen mode.

Event Push Platform: When an alarm is detected, an alert message will be sent to the third party
platform that the device is connected to.

Voice Prompts: The audio file into which the voice prompt is imported when this alarm is triggered

(requires IPC support for voice prompts).
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5.4.4 Statistics

5.4.4.1 FR Statistics

In the face statistics, the faces can be all detected in a period of time, and reflected in the form of a

statistical chart.

@ Setup

Select Groups, Channels, date and statistical time to search results. Click Export to import
the data to U disk.

5.4.4.2 Pedestrian & Vehicle Statistics

In the statistics of people and cars, all the detected people and cars in a period of time can be counted

and reflected in the form of statistical diagram.
@ Setup

Selecting Intelligent Groups, Channels, date and statistical time to search result.
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5.4.4.3 Cross Counting Statistics

In the statistics of people and cars, all the detected people and cars in a period of time can be counted

and reflected in the form of statistical diagram.
@ Setup i A Netwo Syster

Channel: Select channels

Date: Select the date

Report Type: Select report type, there are Daily Report, Weekly Report, Monthly Report, Annual Report.
Cross Type: Crossing type, there are Cross and Cross Out.

Detection Type: Select the detection type that triggers Cross Counting, there are Mation, Person, Vehicle.
Click search to search the result.

Export: The result export to external USB drive.

Select Column Chart to show as below picture.

Select Line Chart to show as below picture.

@ Setup har Record  Alar
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5.4.4.4 Heat Map Statistics

In the heat chart statistics, the frequent activity of some areas can be counted over a period of time and

reflected in the form of statistical chart.
(] Setup !

Channel: Select channel

Date: Select date

Start Hour: Select the start time

End Hour: Select the end time

Report Type: report type, there are Daily Report, Weekly Report, Monthly Report, Annual Report.
Click Search to search the result.

Export: export the result to USB

Select Space Heat Map as upper picture shows

Select Time Heat Map as below picture shows

Select time heat map type has Start Hour and End Hour.
@ Setup od A Network  De t
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5.5 Network

This menu allows you to configure network parameters, such as PPPoE, DHCP. and so on. The most
common types are DHCP. Most probably your network type is DHCP unless the network is manually

addressed. If you need an authentication user name and password to the Internet, then choose PPPOE.

5.5.1 General

5.5.1.1 General

€ Setup

DDNS

Email

FTP

If you connect to a router allows to use DHCP, please check the DHCP box. The router will assign
automatically all the network parameters for your DVR. Unless the network is manually addressed below
parameters:

IP Address: The IP address identifies the DVR in the network. It consists of four groups of numbers

between 0 to 255, separated by periods. For example, “192168.001.100" .

Subnet Mask: Subnet mask is a network parameter which defines a range of IP addresses that can be

used in a network. If IP address is like a street where you live then subnet mask is like a neighborhood.

The subnet address also consists of four groups of numbers, separated by periods. For example,
"255.255.000.000" .
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Gateway: This address allows the DVR to access the Internet. The format of the Gateway address is the
same as the IP Address. For example, “192.168.001.001" .

IPv6 Address: Please fill the IPv6 address to be set if your network support IPvé.

IPv6 Gateway: Please fill the gateway to be set if your network support IPv6. Format like “ABCD: EFO1:
2345: 6789: ABCD: EF01: 2345: 6789" .

DNS1/DNS2: DNS1 is the primary DNS server and DNS2 is a backup DNS server. Usually should be
enough just to enter the DNS1 server address.

Web Compatibility Mode: If you login of the Win7 system PC after turning on the HTTPS, you need to
check this item to switch to the HTTPS page

5.5.1.2 PPPoOE

Default Apply

This is an advanced protocol that allows the DVR to connect to the network more directly via DSL
modem.

Checkthe "Enable PPPOE” box, and then enter the User name & Password of the PPPOE.

Click Apply to save, system will reboot to active the PPPOE setting.
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5.5.1.3 SNMP

Simple Network Management Protocol (SNMP) is a standard application layer protocol designed for IP

networks to manage network nodes (like servers, workstations, routers, switches, and HUBS). Only

available for some models which firmware support.

€ Setup Channel

Default Apply

Enabled SNMP you can obtain some of the DVR information through the SNMP protocol, such as the

software version of DVR, device type, channel IP resolution, frame number, etc.
5.5.1.4 Port Configuration

€ Setup  cremnel

Default Apply
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Web Port: This is the port that you will use to log in remotely to the DVR (e.g. using the Web Client). If the
default port 80 is already taken by other applications, please change it.

Client Port: This is the port that the DVR will use to send information through. If the default port 9000 is
already taken by other applications, please change it.

RTSP Port: DVR is allowed to transport real time streams to other device via RTSP port. (e.g. VLC player)
Https Port : Https port ---Web browsing ports are mainly used for HTTPS services. It is another HTTP that
provides encryption and transmission through the security port.

Note: 8.2.2 version is common port, HTTP port, RTSP port, and HTTPS port to share one port, and the
default is 80.

UPNP: If you want to log in remotely to the DVR using Web Client, you need to complete the port
forwarding. Enable this option if your router supports the UPNP. You need to enable UPNP both, on DVR
and router. In this case, you do not need to configure manually port forwarding on your router. If your
router does not support UPNP. make sure the port forwarding is completed manually.

Mapping Strategy: Switch to Manual mode, you can set up External Port manually.

P2P Switch: P2P connection can’t work once switch disable..

Forward Port: The IPC hyperlink switch can access the IPC web page through the hyperlink on the web of
the DVR. At present, only the web portis launched or listed through search, and the IPC that supports API

can use the hyperlink to access.

5.5.2 DDNS (Dynamic Domain name server)

This menu allows you to configure DDNS settings. The DDNS provides a static address to simplify remote

connection to your DVR. To use the DDNS, you first need to open an account on the DDNS service

provider’s web page.
@ Setup B gl

IP FILTER

Default Apply
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DDNS: Check to enable DDNS.

Server: Select the preferred DDNS server (DDNS_3322, DYNDNS, NO_IP, CHANGEIP DNSEXIT).

Domain: Enter the domain name you created on the DDNS service provider's web page. This will be the
address you type in the URL box when you want to connect remotely to the DVR via PC. Fox example,
dvr.no-ip.org.

User/Password: Enter the user name and password you obtained when creating an account on the

DDNS service provider's web page.

After all parameters are entered, click Test DDNS to test the DDNS settings. If the test resultis  “Network
is unreachable or DNSis incorrect” , please check whether the netwaork works fine, or the DDNS
information is correct or not.

After user applies for a dynamic domain name service, you can use browser to remotely access DVR
through the domain name, forming the domain name of http: //DDNS: the web port of the mapping/.
When the DDNS domain name is used to access the DVR, you need to confirm the port and and The
current IP can be connected normally on the public network. The server address/host name/user

name/password/setting is consistent with the DVR local settings.

5.5.3 Email

This menu allows you to configure email settings. Please complete these settings if you want to receive

the system natifications on your email when an alarm is triggered, HDD becomes full, HDD is in error

state, or Video Loss occurs.

IP FILTER

Default Apply
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5.5.3.1 Email Configuration

Email: Check to enable.

Encryption: Enable if your email server requires the SSL or TLS verification. If you are not sure, set to be
Auto.

SMTP Port: Enter the SMTP port of your email server.

SMTP Server: Enter the SMTP server address of your email.

User Name: Enter your email address.

Password: Enter the password of your email.

Receiver 1~3: Enter the email address where you want to receive the event notifications from the DVR.
Interval: Configure the length of the time interval between the notification emails from the DVR.

To make sure all settings are correct, click Test Email. The system sends an automated email message to

your inbox. If you received the test email, it means the configuration parameters are correct.

5.5.3.2 Email Schedule

You need to configure the schedule to fully implement the Email notification.
© Setup r
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The color codes on email schedule have the following meanings:
Motion: Green area

|O: Yellow Area

Exception: Red area

In-Analysis: Blue Area

PIR: Purple area

5.5.4 IP Filter

This function allows you to set a blacklist and whitelist so that only the IP addresses in the whitelist can

connect to the device.

© Enable Allow List () Enable Block List

v

Enable: Enable or disable the IP filter function. Can use the blacklist or whitelist once enabled.
Restricted Type: Select the list (blacklist or whitelist) to set.

Start Address: Input the Start Address.

End Address: Input the End Address.
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5.5.5 Voice Assistant

The voice assistant function allows DVR to connect Google Cast or Amazon Firetv Stick, and project real -

time monitoring images through voice control.

5.5.51 Amazon

1.Enter your Amazon account and click the Bind button to connect and bind your Amazon account.

Choose the video code flow to play to the TV display.

ystem

£ Setup Channel Record Alam Al Network  Device

DDNS
Email
FTP

IP FILTER

Default Apply

2. Enter “Channel-Live” page, set a channel name so that easy to show this channel video on TV or
monitoring.
€3 Setup annel  Record Alarm Al Network Device System

Channel

<

Time Format v Show Time v Refresh Rate

= 60Hz

<

Channel Setup Covert v Channel Name Show Name v Date Format
Camera = M-DD 24 Hour

Camera YYYY-MM-DD

24 Hour
Camera 24 Hour

24 Hour

v
v
v
v
v

<< ¢ll< Kl < BEH <
AN - IRl - IES

24 Hour
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3. Connect Fire TV Stick to the TV monitor and turn on the power. Connect Fire TV Stick to Wi-Fi, which is

located in the same local area network as DVR.

—

Notifications Account & Profile Network Display & Sounds Applications
Settings

: O

Equipment Controllers & Bluetooth Alexa
Control Devices

My Fire TV Accessibility

4. Use the existing configuration file or add a new configuration file, and log in to the Amazon account
with the same DVR as DVR.

LOOKS LIKE YOU HAVE SOME AMAZON PROFILES.

Create a new profile or add an existing one

Create a New Profile

rsks888

Add profile

ACCOUNT & PROFILE SETTINGS

Amazon Account Deregister your Amazon
Hello, TuringSue Account and register a new
one

Sync Amazon Content

Account & Profile Prime Video
Settings

Kids Settings
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5. Search from the App Store and install Amazon Alexa to your mobile phone, and then log in with the
same Amazon account that is bound to the DVR account.

() amazon alexa

Sign-In

Forgot password?

‘ Fmait (phone for mobile accounts) I

Amazon password ‘

Show password

By continuing, you agree to Amazon's Conditions

6. Click "More" and then click "Skills and Games".

Tap to talk to Alexa

Make a Call

Call friends and family on their Alexa Devices

(o8

Add an alarm

Set up daily or one-time alarms

Start a Shopping List

Add shopping items and share the list

TTIT

Start a timer

Alexa can notify you after a set amount of time

o

Popular Skills

@ “Alexa, open Help Debug”

Knowledge & Trivia

PP P, ISR N T T I e

700@;

Home C unicat Play De

132

° Add a Device

Lists & Notes

Reminders

<

é Alarms & Timers

(V) Routines

Skills & Games

See More v

@- Settings
D Activity

@ Help & Feedback

= o O
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7. Click the search icon in the upper right corner.

< SKILLS & GAMES @ EN
Discover Categories Aur Skills

8. Enter keywords: Smart Camera View, and search.

( SEARCH

Search

Keyword or skill name

smart camera view| X
L

smart camera view

Click “Smart Camera View" to enter search list.

4 SEARCH
Search

smart camera view
L

7,481 Results Sort: Relevance v

Smart Camera View

“Alexa, show my feed from the office

camera.”

W 0

ISIWI PLUS
. “Alexa, show my feed from the office
camera.”

Smart Home

WWWWWw o

133



USER MANUAL

Click "ENABLE TO USE”

< SMART CAMERA VIEW

Smart Camera View

Alan.Yang
Rated: Guidance Suggested

WWWWW O

Account linking required

>

ENABLE TO USE

9. You need to link your Amazon account. Log in to the Amazon account with the same DVR as you. After

the function is successful, click "Completed".

< Link Account X

Done @ a.account.amazon.com aA ()

amazon
~—

Sign-In
Forgot password?
TYRL N TETim com X
escsssssnsne b4

Show password

Keep me signed in. Details

Sign-In

134

4 Link Account X

Done @& «ills-store.amazon.com »A

amazon alexa
o e

Smart Camera View has been
successfully linked.

What to do next:

— Close this window to discover smart-home
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10. Click "DISCOVER DEVICES” waiting for the application to search the camera.After finding and

connecting the device, click Next.

v

Discover Devices

Smart Home devices must be discovered
before they can be used with Alexa.

CANCEL

DISCOVER DEVICES
N

—

< SETUP

16 devices found and
connected
These devices have been added to your Alexa

account. Next, continue setting up each of
these devices one at a time.

11. Select one of device, then click SET UP DVICE , you can add IP camera to group or pass this step.

SETUP

Choose which connected device
to set up first

You can delete connected devices any time from
the device settings page

NEW CONNECTED DEVICES

ch16 v

ch13

ch14

ch8

ch9

ch11

4 SETUP

Where is your camera?

Add your device to a group so you can control
devices together and say things like, "Alexa, turn
on the Living Room”.

YOUR GROUPS

Bedroom

Family room

Kitchen

Living room

COMMON GROUPS

Master bedroom v

SKIP

ADD TO GROUP
e ——
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12. Repeat operation 11, add all cameras, then click Done.

15:45 FEO

Add New Devices and
Groups

Tap + to set up Alexa devices, groups, smart
lights and more.

&

13.All of added camera will display in Devices page. Click camera icon to check all cameras.

\ DEVICES (+]

—
I o -
Echo & Alexa Cameras All Devices
Energy
ﬁ’ S * Dashboard

"Alexa, call for help"

Call the Emergency Helpline hands free
with Guard Plus

FIND OUT HOW

GROUPS

Add Group

Tap + to add a group and control
multiple devices at once.

= & o(e ) =

£ CAMERAS

BEDROOM

Window
Device - Live view not supported

FAMILY ROOM

Office

Device - Live view not supported

KITCHEN

Top

Device - Live view not supported

LIVING ROOM

back door

Device - Live view not supported

Outside

Device - Live view not supported

1] |

Y O

m.

14. Hold on fire TV stick controller audio button, speak out command clearly.The command like this

format: Show The XXX camera/Show XXX. XXX is the camera’s name.e.q.If channelname is “Office” ,

you cansay “Show the Office camera” .

15. Waiting for a while, there will be showing the real time streaming on TV monitoring for the office

Camera.

16. When you want to leave live image, Please say "“Stop” .

17.1f channel are changing, it need to search again and add the camera.
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5.5.5.2 Google

1.Enter your google account, click Bind button to connect and bind your Google account so that you can

play the streams on TV monitor.
@ Setup Channel

D

Email

FTP

IP FILTER

Default Apply

2.Enter “Channel-Live” page, set a channel name so that easy to show this channel video on TV or

monitoring.
@ Setup Ch: Record ~Alarm Al Network Device ~System

Channel Eivs

¢ Li Channel Setup Covert v Channel Name Show Name v Date Format Time Format Show Time v Refresh Rate
c C | r-MM- 2
Image Control H1 Camera V] YYYY-MM-DD 24 Hour =
CH2
Video Cover . =
CH3 Camera g YYYY-MM-DD 24 Hour
Motion CcH4
Camera YYYY-MM-DD 24 Hour
PIR
Camera v Yy -DD 24 Hour

Deterrence
IRIIENee Camera YYYY-MM-DD 24 Hour

Intelligent CHg Camera YYYY-MM-DD 24 Hour

3. Connect ChormeCast to your TV monitor and power on.
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4.Search from app store and install Google Home app to mobile phone, click

using your local network and Bluetooth, then click “ OK" .

Welcome home

Control your content and devices from one
place,

“Google Home" would like to
find and connect to devices
on your local network.

The app uses the local network to set
up and control your connected

devices.

Don‘t Allow

Welcome home
Control your content and devices from one Control your content and devices from one
place. place.
“Google Home"” Would Like to
Use Bluetooth

set up nearby d

Don't Allow

Bluetooth Is needed to discover and

Welcome home

5.Login in your bonded google account.

6. Click "Get Started” create home, then click “New devices” .

Create a home

h

everything in one place

Get started

Assign your devices to rooms to control

e

Set up a device

Set up a new device or add an existing
device or service to your home

~ New devices

Google Home devices, Chromecast, and
Made for Google devices like C by GE smart
bulbs

) Works with Google

Link one of your existing devices or
services, like connected light bulbs or plugs

Enter home name and address, then click “Next”

Home nickname & address

Your home nickname helps you identify your

home. The address will be used for things
like directions.

Home nickname

Mike's Home

1n/20

Home address

< Home address

Your home address will be used for things
like directions.

B8 United States (US) -
Address line 1

Address line 2

City

State ~ ZIP code ®

138
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Allow application location access.

Location Access

Location Access
L\:F:a:.non ji.c‘es: |s‘:egdedlto de;t:c: nea.rhy Loc . VSRR “rby
i-Fi and Bluetooth signals and determine
r location duri grhom nd devi o A""“"G"”g‘e"mlumu” e
your location during you i e and device o your location? =
setup process. Enable Location from your se  Location access s needed tosetup  yr
phone’s settings, then return to this app. ol and manage nearby devices. B
4 Precise: Off f
|
|
\
-

Allow Once
Allow While Using App

Don't Allow

-

7.The application will try to searching your local network devices automatically, choose Chromecast.
Make sure Chromecast is turn on, then continue the next step.

What are you setting up? Plug in your device

Make sure the device is nearby and
connected to power. Wait around 45
[ Chromecast / Google TV seconds for the device to fully turn on.

Locking for devices

[k cCamera

’ O Display
' * ® Doorbell *

®
Q  Lightbulb
B Lock
9 Pug

8.Your Chromecast was founded, click Next to connect. Click Yes to confirm the codes.

Chromecast Ultra found Is this the code on your Help improve Chromecast
Would you like to set up display? Ultra
ChromecastUItra82487 Look for [B8YE] to confirm that you're

Do you want to help improve everyone's
experience by sharing device stats and crash
reports with Google? Learn more

connected to the right Chromecast Ultra.

B8Y6 a

Set up a different device

ke e s sl
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9.Select Chromecast position, then click Next.

Where is this device?

Choose a location for your Chromecast Ultra
This will help you organize your devices.

v Attic
Back door
Backyard
Basement
Bathroom
Bedroom
Den

Dinina Room

10.Select the Wi-Fi network for Chromecast and enter the Wi-Fi password for connection. Make sure your

Wi-Fi is the same as the mobile phone, and is located in the same local network as DVR. Click Continue to
the next step.

Connect to Wi-Fi Enter Wi-Fi Password

Choose the Wi-Fi network you'd like to use MHS_5G
with your Chromecast Ultra.

Linking your Chromecast Ultra

Your Chromecast Ultra uses your Google
Account to personalize your experience.

v MHS_5G °
v NVR03-2
Use this Wi-Fi network to set up .
HUAWEI-10PERB future devices I

v - .

L4 it-test-1
. MHS

wi NVR-01

va NVRO4

Cancel Next Cancel
11. Click NO THANKS or Sign Up to log in to your Google account.

Stay in the know

Stay up to date on Google's hardware
products and related features, services and
offers. Plus receive invitations to help
improve Google hardware products and
related services. Learn more

Q

-

Emails will be sent to - @gmail.com
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Click Next->Skip->Finish Tutorial

i ]
Almost done! Choose a sample clip to learn Tutorial Completel

Here's a review of what you have set up how to cast Now, let’s use the Google Home app to find

something to watch

Dewcies

Services

Wi-Fi .

o * NETFLIX You D *

Marvel's Daredevil The Slo Mo Guys

m o b

12.Now Chromecast is added to your google home page, click left upper + icon to set up device.

+ a X Add and manage

Add to home

My Home -
o Set up device
® &) & o

Media Broadcast Routines Settings

+2  Add pers home
|B  Create speaker S@uip

Family Room
1 device A Create new home

' Add services

Family Room TV
[] Videos

4 Music

@ Podcasts

Select “Works with Google” , click right upper search icon, then enter “smart camera view”

4 X Add devices Q X Smart camera view Q

Add new

o Smart Camera View

Set up a device

Set up a new device or add an existing
device or service to your home

r New devices
Add something new, like a Chromecast,

Google Nest speaker or display, or a partner

]
5
o
2
o
&
3
(o]
&
3
2
o

@Nodus Smart

@Redgtech Automagdo *

@ToLIGO (k1)

device, including those labeled "Seamless
Setup with the Google Home App.”

) Works with Google

Link one of your existing devices or
services, like connected light bulbs or plugs.

®Pe @0 0 :

##Phoebe Smart

®

#Age of Discovery loT
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On search result Click “smart camera view” .Need to log in your google account and allow google

visit your devices.

Done @& 12cb8.firebaseapp.com aA

Sign in with your Google account.

By signing in, you are authorizing Google to access
your devices.

G Sign in with Google

Note:In order to successfully cast,pl
chromecast on the sa

aet up your device and

one @ 12cb8.firebaseapp.com A

Sign in with your Google account.

By signing in, you are authorizing Google to access
your devices.

Note:In order 10 successfully cast,please set up your device and
chromecast on the same LAN.

Waiting for a minute, the application will connect to Google home.

X Smart camera view

Add new

@ Smart Camera View

Smart Camera

Q
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13.The camera available in DVR will now be displayed. Select one of the cameras and touch the next
button. Select a home and location for the camera step by step

—

X

Choose device

back door front door
Camera Camera
Inside Office
Camera Camera
Qutside Top
Camera Camera

—
<

Choose a home

You'll be able to control the devices and
services in this home.

° Home

Create another home

P ——
<

Where is this device?

Choose a location for your Camera. This will
help you organize your devices.

My rooms
Family Room
Create new
Attic
v Back door
Backyard
Basement

Bathroom

14.Repeat the operation of the 13th, add all the camera.

Home
= LY o 8
Media Broadcast Routines Settings
Back door
3 devices
o¥ o*
back door Inside
o
Window
Backyard
1 a
—fr y
@ &

+ R
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15.Search from the App Store and install the Google Assistant application to the mobile phone.
16.Run Google Assistant, log in to your Google account, this account is bound to the same account that
is bound to DVR.

17.Now, you can use the text or voice command to transmit the camera to TV monitor, such as

"show/play the *** camera on XXX TV". Among them, *** is the name of the camera, xxx is your TV name.
.-' ;’

Play office camera on Mike TV

OK, streaming Office on Mike TV.

G Search Show back door Show Ins|
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5.5.6 Platform Access

5.5.6.1 Onvif

Enable this function allow devices to be searched and add by other third-party platforms through
the ONVIF protocol.

IP FILTER

®  Platform Access

Default Apply

Enable: Enable switch. If turn off this menu, the service will be failed.

Authentication: Login authentication mode, authentication methods including Digest_sha256, Digest,
Digest/WSSE, WSSE.

Protocol: Connection protocol

Username: login user name

Password: login user password

Note: The stream connected by the back end through the ONVIF protocol are all the pictures of the first

channel.

5.5.6.2 RTMP

Through the RTMP protocol, you can push the NVR's audio and video streams to video sharing websites

for live broadcasting, such as YouTube.

Using YouTube as an example, to use this function, you need to:
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Register a YouTube account and create a live streaming studio.
Set the URL and live code of the live streaming studio.
Set the live server address on the NVR.

Enable and configure the code stream type and live broadcasting channels.

Save the configuration and refresh the YouTube live room page to start watching the live broadcast

Tit
My Live
Category

People & Blogs
Viewers will be able to find your stream once you go live Privacy
Public

Connect streaming software to go live

@®  Start sending us your video from your streaming software to go live

STREAM SETTINGS ANALYTICS STREAM HEALTH

Stream key Additional settings

HLC (RTMP, 1080p) - Enable DVR

_ RESET I ‘ copy ‘ e
rimp://a_rtmp.youtube.com/live2 Erid No. »

Close.! ti
rtmp://b.rtmp.youtube.com/live2?backu S ‘ 08e} captona

Unlist live replay once stream ends

Stream latency (7.

rtmp://a.rtmp.youtube com/live

Substream o

P Camera

Enable: Enable or disable the RTMP live broadcasting function.

Server Address: Enter the live broadcasting address and live code of the YouTube server. (Note: Use a
"/" between the live broadcasting address and the live code.)

Stream Type: Select the stream type for the live broadcasting channel. Both the main stream and
substreams are supported.

Channel: Select the channel for live broadcasting. Only one channel can be selected.
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Note:

® To ensure optimal live broadcasting quality, it is recommended that the resolution of the stream
does not exceed 1920 x 1080.

® Live broadcasting is supported only for data streams using the H.264 video encoding format and
G711A/U audio encoding format

® YouTube live code can be assigned to only one device and cannot be reused.

5.5.6.3 Event Push Platform

This function is used to push alarm information from the device to a specified third-party platform.
Ensure that the third-party platform has completed the necessary integration and testing with the

device. Event push can be done via HTTP or UDP methods.

Event push is divided into HTTP push and UDP push: HTTP has POST and GET methods. UDP has unicast,

multicast and broadcast methods.

® HTTP Push

Onvif RTMP Event Push Platform

Enable v

Name

Push Method

User Name

Password

Server Address

Port 123

URL API/AlarmEvent/EventPush
Method

Interval

Enable: Enable or disable the event push function.
Name: Set the device name for sending alarm information to the third-party platform.
Push Method: Check HTTP for HTTP push method.
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User Name: User name of the third-party platform

Password: Password of the third-party platform

Server Address: Address of the third-party platform

Port: Port of the third-party platform server (range 1-65535)

URL: APl endpoint of the third-party platform server

Method: Type of HTTP push. Supports POST and GET methods. Only HTTP-POST supports image push,
while others only send messages without images. The alarm types for image push are consistent with
those in the web preview alarm bar.

Interval: Keep-alive interval. The device will send messages to the server at the set interval. UDP does

not have a keep-alive mechanism.

® UDP Push

Onvif RTMP Event Pu

Enable v

NEE

Push Method HTTP O UDP

UDP Method Broadcast

UDP Address

UDP Port

Enable: Enable or disable the event push function.

Name: Set the device name for sending alarm information to the third-party platform.

Push Method: Check UDP for UDP push method.

UDP Method: Supports three methods: Unicast, Multicast, and Broadcast:

® Unicast: Enter the client UDP server's IP address and port to receive push messages. Only this
address will receive the messages.

® Multicast: Multiple client UDP servers on the same subnet using the same UDP address and port
can receive the messages. Others outside this UDP address will not.

® Broadcast: AllUDP servers on the same subnet can receive the messages

UDP Address: Address of the UDP server.

UDP Port: Port of the UDP server (range 1-65535).
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5.6 Storage

In this section, you can configure the internal HDD & Cloud storage function.

5.6.1 Hard Disk

This menu allows you to check & configure the internal HDD(s). You need to format the HDD only at the

first startup and if you replace a new HDD.
S Setup Channel  Rece | Network Device System

Default Apply

Format HDD: Select the HDD you want to format and then click Format HDD. To start formatting, you
need to enter your user name and password and then click OK to confirm to continue formatting.

ADD NetHDD: this function to add a network hard disk. After configured the network hard disk (NAS),
you can connect NAS to record channel video or grab maps through the network connection. But Al Face

Database can only be stored in the hard disk.
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Add NetHDD

Add NetHDD

Add NetHDD

Default Apply

Mounting type: NFS and CIFS types, NFS needn't to enter NAS account and password, CIFS need to enter
NAS account and password.

User Name: NAS account  (NFS this option is invisible) .

Password: NAS password (NFS this option is invisible) .

Server IP: NAS IP address.

Directory Name: Enter the folder that wants to store data in NAS

Disk Size: Set up network disk size

Test: Test whether NAS connected.

Add NetHDD: Click to add NAS.

Overwrite: Use this option to overwrite the old recordings on the HDD when the HDD is full. For example,
if you choose the option 7 days then only the last 7 days recordings are kept on the HDD. To prevent
overwriting any old recordings, select OFF. If you have disabled this function, please check the HDD
status regularly, to make sure the HDD is not full. Recording will be stopped if HDD is full.

Record on ESATA: This menu only displayed when your DVR is coming with an e-SATA port on the rear
panel. It will allow to record the video to external e-SATA HDD to enhance your HDD capacity. If the e-

SATA recording function is enabled, e-SATA backup function will be disabled.
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If your DVR supports to install multiple HDDs, the edit icon Elo appears in your system, you can Click it to
edit the HDD as below:

HDOD 1D WIE4AWCAZ

Disk Type

Disk Group

Cancel

Disk Type: Read-write, read-only, and redundant.

Read-write mode is the normal status for a HDD to save recording or search recording to play.

To prevent important video data from being overwritten during cyclic recording, the HDD can be set as
Read-only mode. New recording will be not able to save into this read-only HDD. You can still search
recording from this read-only HDD to play.

A Redundant HDD can be used to automatically backup video footage on the recording (read-write)
hard drive. When a redundant HDD is set, the system can be set to record cameras in parallel to both the
recording hard drive and the redundant hard drive in case of hard drive failure.

Only some devices support NAS (Network Hard Drive). NAS is a dedicated data storage server. You can
add a hard disk on a remote server to completely separate the storage device from the server, facilitating
centralized data management. The figure below only shows the NAS function, and does not represent
all the functions of the DVR.
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5.6.1.1 Disk Group

If your DVR supports to install multiple HDDs, you can configure the HDD to be different groups. HDD
groups allow you to balance recordings across multiple hard drives. For example, you can record

channels 1~4 to one hard drive and 5~8 to a second hard drive. This can reduce the amount of wear on

the hard drives and may extend the life of the hard drives.
@ Setup Channel  Record Eatar

1 2 3 4 5 86 7 8 9 10111213 14 1516

Default Apply

—

. Use Disk Group Type to select the type of group to configure.
Use Disk Group to select the specific group within the selected group type.

Click the numbered boxes representing channels to record channels to HDDs in the selected group.

> wonN

Click Apply to save.

5.6.1.2S5.M.AR.T

This function can be used to display technical information on the hard drive installed inside your DVR.

You can also perform a test (there are three types available) to evaluate and detect potential drive errors.
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Self-check Type: There are three types available:

Short: This test verifies major components of the hard drive such as read/write heads, electronics and
internal memory.

Long: This is a longer test that verifies the above as well as performing a surface scan to reveal
problematic areas (if any) and forces bad sector relocation

Conveyance: This is a very quick test that verifies the mechanical parts of the hard drive are working.
Note: When performing the test, your DVR will continue to work normally. If you find a hard disk S.M.AR.T
error, you can continue to use the hard disk, but there is a risk of losing recorded data. It is

recommended to replace the hard disk with a new one.

Your NVR can upload snapshots and video recordings to cloud storage via Dropbox™ or Google Drive™,

allowing you to store and access these files remotely whenever needed.
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Cloud Type: Select whether to use Dropbox or Google Drive.

Cloud Status: This will indicate "Activated" when cloud storage is active.

Capacity: When activated, this will show how much free space remains in your cloud storage.

Cloud Overwrite: This instructs your NVR to overwrite the oldest video files when cloud storage becomes
full. You can also specify the number of days for recordings to be retained before being overwritten. For
example, if you choose 7 days, only the last 7 days of recordings are kept in cloud storage.

To prevent any old recordings from being overwritten, select OFF. If you disable overwriting, please check
the storage status regularly to ensure space does not become full, as uploads will stop when storage is
full. We recommend leaving Auto selected to prevent running out of cloud storage space.

Video Type: Choose the video format you want to upload.

Folder Name: Create a separate folder for each camera to store its uploaded files.

5.6.2 Cloud

5.6.2.1 Dropbox Settings

1. Before activation, we recommend creating a Dropbox account first at www.dropbox.com if you don't
have one already.
2. Choose "DROPBOX" from the "Cloud Server" dropdown menu. Click "Activate Cloud", and the

system will send an activation email to the address configured in Email Setup.
Activate Cloud

The activation mail has been sent s ssfully, please check

email: @gmail.com and te the cloud through the
link in about 3 minutes

[ ox ]

3. Openthe email and click the link to go to the cloud server authorization login page. Enter your

Dropbox username and password.
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&L

Sign in to Dropbox to associate"DVRCloudStorage”

G Sign in with your Google Account
™3 Sign in with your Apple account

or

4. Enterthe DVR local IP address and web port, then click Authorize.

Dropbox needs to be activated for this device. Please make sure the
PC is on the same network as the device and enter the local IP
address of the device below. The IP address can be found in the
Network section of the device settings.

IP Address 172.16.3.90
Port 13181|

Authonze

5. Enterthe DVR's username and passwaord, then click OK.

User Authentication

6. Once authorized, the webpage will open your Dropbox.

Authorization succeeded!Return

It will automatically jump in 1 seconds!
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7. Cloud setup is complete if you find a new folder named with your NVR's device name and MAC

address in Dropbox, where alarm pictures and videos will be uploaded.

Drophbox

2 upload ~ -+ create v e

name T
Firmware
IP CAMERA
Manual
NVK 1616P-88-0F-19-B2-B6-87

5DK

5.6.2.2. Google Drive Settings

1. Before activation, create a Google Drive account at https: //www.google.com/drive/ if you don't have
one.

2. Choose "Google Drive" from the "Cloud Server" dropdown menu. Click Activate Cloud, and an

activation email with a code will be sent.

Activate Cloud

The activation mail has been sent successfully, please check
email: @agmail.com and activate the cloud through the
link in about 3 minutes

3. Open the email, click the link, enter the activation code, and click Next.

Google

Connect a device

Enter the code displayed on your device

Enter code
[ DSTY-HKWG]

4. Enter your Google account credentials to log into Google Drive.
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Signin
to continue to CloudStorage

Email or phone

@gmail.com

Forgot email?
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CloudStorage wants to access
your Google Account

@gmail.com

This will allow CloudStorage to:

L See, edit, create, and delete only the specific @
Google Drive files you use with this app

Make sure you trust CloudStorage

with this si
in your Google Account.

hare data safely.

vacy Policy and Terms of Service.

Cancel Allow

5.6.3 FTP

. Click Allow to complete setting up your Google Drive cloud storage.

Success! Device connected

@gmail.com

¢

Continue on your device

To see all apps connected to your Google Account go to
Google Account

This menu allows you to configure FTP settings for uploading captured snapshots or videos to your FTP

server.

Motion

1O Alarm

PIR Alarm Settings
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5.6.3.1 FTP Settings

FTP FTP Schedule

FTP Enable v

Server IP 222.87.78.44 SRk
Port 00021

User Name 222

Password sscece

Picture Quality Higher

Video Stream Type Substream

Max Package Interval 30 Min

Directory Name qq1

Motion PIR Alarm Settings

11O Alarm

Upload Alarm Video

FTP Enable: Check this box to enable the FTP function.

Server |P: Enter the IP address or domain name of your FTP server.

Port: Enter the FTP port for file transfers.

User Name/ Password: Enter the username and password for the FTP server.

Picture Quality: Select the desired image quality for snapshots to be uploaded to the FTP server.
Video Stream Type: Choose whether to upload mainstream or substream video.

Max Package Interval: Set the maximum video duration for a single uploaded file. If an event exceeds
this duration, a new video file will be created to continue recording.

Directory Name: Enter the directory path on your FTP server to save the uploaded pictures and videos.
Upload Alarm Video: Set the alarm types for which videos should be uploaded to the FTP server. Click
the option to access the configuration menu for each corresponding alarm type.

Test FTP: After completing the FTP settings, click this button to verify the configuration. The system will
send a test file to your FTP server. If you receive the message "Write to file succeeded!”, it means the FTP

settings are correct.
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5.6.3.2 FTP Schedule

If FTP upload is enabled, alarm images or videos are uploaded 24/7 by default. You can schedule when

your NVR uploads alarm images/videos, for example only during daytime hours.

Channel | CH1 v

14 16 18

o IF----------------------------------------------

® Motion

T
i 43 | o e e 5 e | 0 ] ) | e 0 e | |

1. Select the camera channel to schedule.
2. Click the checkbox for the alarm type to upload:
® Motion: Upload for motion detection alarms
® |/0O: Upload for /0 triggered alarms
® PIR: Upload for PIR detection alarms
® Al: Upload for Intelligent/Al detection alarms
3. Use the mouse to Click /drag over time squares to set the desired schedule.
4. Repeat steps 2-3 for other alarm types.
5. The schedule only applies to the selected channel. Use the Copy function to apply it to
other channels.

6. Click Apply to save settings.

160



USER MANUAL

5.7 System Configuration

Change system information such as date, time and region, change passwords and permissions, and

maore.

@ Setup Channel Record Alarm Al Network

neral Date and Time

Multi-user

Device Name NVR-8HDD

Maintenance Device ID 000000

Language English

IP Camera Maintain
. srmat NTSC
Information

Idle Lock Time OFF

We sion Timeout (min) 5 Including Live View

u Show the Startup \

Change general system information such as date, time and region, edit passwords and permissions and

more.

5.7.1 General

5.71.1 General

© Setup

Device Name: Enter the DVR name. The name can contain letters and numbers.
Device ID: Enter the DVR device ID. The device ID is used to identify the DVR and can only be made up of
numbers. For example, two DVRs are installed in the same location, one of which has a device ID of
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000000, and the other has a device ID of T11111. When you want to operate a DVR with the remote
control, both DVRs may receive signals from the controller and act at the same time. If you only want to
control the DVR with ID 111111, you can use the remote control to enter the device ID 111111 in the login
page for further operation.

Language: Select the language in which you want to display the system menu. Multiple languages are
available.

Video Format: Choose a video format that suits your region.

Menu Timeouts: Click the drop-down menu and select the time to exit the main menu when the DVR is
idle. You can also disable this function by selecting off (password protection will be temporarily
disabled)

Web Session Timeout (min) : Setthe time to automatically log out of the web after a period of no
operation when using the wed side to log in.The system default is 5minutes, adjustable from 5-
1440minutes.

Preview/Playback Session Timeout: After enable, in the preview or playback, to avoid automatic logout
of the web side.

Mode: XVR or DVR, XVR mode will allow you to add IP cameras to the DVR. If the mode is changed from
XVR to DVR, all added IP cameras will be removed.

Audio Input Type: Select analog channels input audio type, select Base-band Audio, it's DVR hardware
audio input interface.Select Coaxial Audio, it's analog camera audio input via BNS interface.

Show Wizard: Check this option if you want to display the startup wizard every time you open or restart
a DVR.

5.71.2 Date and Time

@ Setup
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5.71.2.1 Date & Time

Date: Click to change the date.

Time: Click the time box to change the time.

Date Format: Select the preferred date format.

Time Format: Select the preferred time format.

Time Zone: Select the time zone associated with your region or city.

5.71.2.2 NTP

The NTP (Network Time Protocol) function allows your DVR to automatically sync its clock with a time
server. This gives it the ability to constantly have an accurate time setting (your DVR will periodically sync

automatically).

Configuration

Date and Time
Date 04/15/2021
Time 17:52:16
Date Format MM/IDDIYYYY
Time Format 24Hour

Time Zone GMT+08:00

NTP Settings
Enable NTP

Server Address pool.ntp.org

Update Now
h

Check to enable the NTP, and select a Server Address, click Update Now to manually sync the date &
time.

Click Apply to save your settings.

When NTP function is enabled, system will update the system time at 00: 07: 50 per day, or every time

when the system is starting up.
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5.71.2.3 DST

The DST (Daylight Saving Time) function allows you to select the amount of time that Daylight Saving has

increased by in your particular time zone or region.

Default

Enable DST: If Daylight Saving applies to your time zone or region, check this option to enable.

Time Offset: Select the amount of time that Daylight Saving has increased by in your time zone. This
refers to the difference in minutes, between Coordinated Universal Time (UTC) and the local time.

Enable DST: You can select how Daylight Saving starts and ends:

Week: Select the month, a particular day and time when Daylight Saving starts and ends. For example, 2
am on the first Sunday of a particular month.

Date: Select the start date, end date and time when Daylight Saving starts and ends.

Start Time / End Time: Set the start time and end time for Daylight Saving.

5.7.1.3 Output Configuration

This menu allows you to configure video output parameters.
Video Output: To choose the output options.
LIVE-OUT is used to configure the main output parameters.

SPOT-0UT is an optional option to configure the HDMI spot output parameters.

164



USER MANUAL

Defaul
Video Output drop-down select LIVE-OUT maode.

SEQ Mode: Choose the number of video channels to be displayed when the DVR is in the wheel patrol
mode.

SEQ Dwell Time: Enter in seconds the maximum length of time you would like to display a video
channelin sequence mode before displaying the next video channel (300 seconds is the maximum).
VGA/HDMI Resolution: Select a display resolution that is suitable for your TV. 1920 x 1080 will suit most
TVs. If your DVR supports 4K output resolution, you can select either 2K (2560 x 1440) or 4K (3840 x 2160)
to take advantage of the higher resolution that your 4K TV provides.

Automatic recognition: Automatically recognize the resolution, the resolution of the display of

the display when it is checked after checking, prompting the appropriate resolution.
Scale And Offset: The DVR supports to adjust the size & position of the display screen to match your
monitor or TV. Click Setup button to adjust.

Scale: To adjust the size of the displayed
screen by scale.

X Offset: To move the displayed screen to left
or right.

Y Offset: To move the displayed screen to up
or down.
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Click once or long press the left button of your mouse on the arrow to adjust the size and position, or you
can scroll the wheel of the mouse to adjust. Click the right button of your mouse to exit, and click Apply
to save your modifications.

Cursor Hidden Delay: Click the drop-down menu to select the time your DVR will hide the mouse cursor
when idle. You can also disable this by selecting "OFF" (password protection will be temporarily
disabled).

Cursor Acceleration: To adjust the speed to move the mouse cursor.

Transparency: Click and hold the slider left or right to change how transparent the Menu Bar and Main

Menu will appear on-screen. Adjust accordingly.

nnel Record Alarm A

Auto Cycle Setting

Video utput: Drop-down menu to select SPOT-OUT mode.

CVBS SPQOT: Click to enable CVBS interface to output video.

View Setup: select CVBS interface to set up display output modes, Dynamic and Static.

SEQ Mode: Select Dynamic mode to show the video channels on SEQ.

SEQ Dwell Time: Enter in seconds the maximum length of time you would like to display a video
channelin sequence mode before displaying the next video channel (300 seconds is the maximum).
Full Screen: While trigger alarm to show this channel to full screen.

Spot Poll Setting: Select Dynamic mode to SEQ channels.
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Spot Display Channel

EE

View Mode: Select Static mode multi-window number.

Define SEQ Setting: Select Static mode each window display.

Auto Cycle Setting

Default
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5.7.2 Multi-user

This menu allows you to configure the user name, password and user permission.

Channel Record Alarm Al Network  Device

USER11

Default Apply

Default Apply

The system supports the following account types:

e ADMIN — System Administrator: The administrator has full control of the system, and can
change both administrator and user passwords and enable/disable password protection.(8.2.2
and above version won't be allowed to change administrator password and name.)

e USER— Normal User: Users only have access to live viewing, search, playback, and other
functions. You may set up multiple user accounts with varying levels of access to the system.

(8.2.2 version and above support maximum31 normal users account.
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Default User: Default account, the user which default to login when DVR start up.

5.7.2.1 Changing Password and single user number

To change the password for the administrator or user accounts, click the User Edit icon |:E'¢ The
password has to be a minimum of 8 characters and can contain a mixture of numbers and letters. Enter
your new password again to confirm, and then click Save to save your new password. You will be

required to input your old passwaord to authenticate.

User Edit Authentication

ADMIN

Authenticate

5.7.2.2 Add New Users

User Name Level User Enable User Edit Permission
admin ADMIN Enable
useri USER1 Enable
user2 USERZ2 Disable
USER3 Disable
USER4 Disable
USERS Disable

USERB Disable

Default User admin
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1. Select one of the user accounts that is currently disabled, click the User Editicon .

User Edit

Level USER1

User Enable Enable

User Name user1

Password Strength Medium
Password ssssssse

Confirm esseseee

Number of single user logins 3

Default

. Select Enable from the drop-down next to User Enable.

. Click the field next to User Name to change the user name for the account.
. Select Enable from the drop-down next to Password Enable.

. Click the field next to Password to enter the desired password.

. Click the field next to Confirm to reenter the password.

. Click Number of single user logins to set single user logins.

0o N o 0o b~ WODN

. Click Save. You will be required to input your Admin password to authenticate.
5.7.2.3 Setting User Permissions

The administrator account is the only account that has full control of all system functions. You can

enable or disable access to certain menus and functions of each user account.
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1. Click the editico under Permission tab

User Pemmission

213 14 15 16
12 13 14 15 16

4 5 6 7 8 9 10 11 12 13 14 15 16

3 5 6 T 8 (9 10 1112113 14 156 16

Check the boxes next to any system menus or capabilities you would like the user to access. Click
Allto check all boxes. Click Clear to check none of the boxes.

There is the following permissions to choose from:

» Log search: To see all of logs.

> Parameter: To set up all of pages parameters.

» Maintenance: Operation System version update, load to default settings, device reboot, device
shut down and etc.

Manual Record: Manually start the video and stop the video manually.

Disk: Control and mange HDD and U-disk.

Remote Login: Whether have permission to visit DVR remotely.

SEQ Control: View the real -time preview of all channels.

Manual capture: Manually start the grabbing and can stop the video manually.

Audio: Control channel audio and intercom.

Database Management: Whether it can be operated on the Al database

License Plate Management: Whether it can be operated on the License Plate database

vV V V V VYV V V V VY

Backup: After the enable box "y" in front of "backup" and select-able channels, ordinary users have

the permissions of the selected channel video.

» Live: After the enable box "y" in front of "Preview" and the passage that can be viewed, the
ordinary users have the permissions of the real -time preview of the selected channel.

> Playback: After the enable box "y" in front of "video playback" and the selected channel that can

be viewed, ordinary users have the permissions of the selected channel video.
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> PTZ: After the enable box "J" in front of "PTZ" and select-able channels, ordinary users have the

permissions of PTZ operations.

2. Click Save button to apply your modifications.

5.7.3 Maintenance

In this section, you will be able to search & view the system log, load default settings, upgrade the

system, export & import system parameters and manager system auto reboot.

5.73.1 Log

The system /[og shows you important system events, such as motion alarms and system warnings.

You can easily create a backup file of the system /logfor a set time period to a USB flash drive.

'EBBGBDEDDEEDBDE%
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Log search and backup:

1. Clickthe field next to Start Date & Start Time to choose the starting date & time for your search from
the on-screen calendar.

2. Clickthe field next to End Date & End Time to choose the end date & time for your search from the
on-screen calendar.

3. Select the type of events you would like to search for from the drop-down next to Log Type, or select
All to see the entire system log for the selected time period.

system: System setting, reboot, auto reboot, upgrade, time modify and NTP.

configuration: IPC preview control, Privacy areas settings, recording mode settings, recording plan

settings, main code flow settings, network settings, sub -code stream settings, email settings, color

settings, mobile detection settings, hard disk settings, multi -user settings, NTP settings, image control,

mobile, mobile Code flow settings, RTSP settings, IP filter settings, system restoration of factory settings,

audio settings, video blocking alarm settings, export settings and import settings.

alarm: Motion start, Motion end, 10 start, IO end, Perimeter Intrusion start, Perimeter Intrusion end, Line

Crossing Detection start, Line Crossing Detection end, Object Detection start, Object Detection end,

Pedestrian & Vehicle start, Pedestrian & Vehicle end, Face Detection start, Face Detection end, Cross

Counting start, Cross Counting end, Crowd Density start, Crowd Density end, Queue Lenth start, Queue

Lenth end, Sound Detection start, Sound Detection end.

account: Login, logout and switch users.

recording: search, playback and records backup.

storage: Format HDD, HDD Full and HDD error.

network: Network down, Network up, Network error and Network mode changes

4. Search

5. Browse the system log from the time period:

o C(lick Playback to playback the event.

o Using menurightdown 1< < / » >»lbutton to switch different pages.

6. Click Backup to create system log backup.Make sure your u disk connect to DVR USB port.

7. Show backup drive menu, lead to backup folder and click OK button to start.
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5.7.3.2 Load Default

Reset the DVR settings to its out-of-box state. You can choose to reset all settings at once, or just settings

on specific menus. Restoring default settings will not delete recordings and snapshots saved to the hard

drive.

Check the items you want restore, or check Select All to choose all items. Click Apply to load default

settings of your chosen items.

5.7.3.3 Reset Settings

Format HDD: Set up to format HDD when make setting to default.

174



USER MANUAL

5.7.3.4 Upgrade

5.7.3.4.1 U disk file upgrade

@ Setup Channel  Rec

Name

68.720MB

1.Copy the firmware file (.sw file) to your USB drive, and insert the USB flash drive into the DVR's USB port.

2. Click Select File button to choose the firmware file in your USB flash drive, then click OK.

3. Click Upgrade button to start system upgrade. The system upgrade will last around 5-10 minutes,
please DO NOT power off the DVR or remove the USB from DVR during firmware upgrade.
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5.7.3.4.2 Online upgrade

@ Setup Channel

Upgrade

After uploading the upgrade firmware to the server path completely. Click Detect button to detect online
upgrade file manually. Enbale Automatic Detection---Detect the upgrade file automatically.

(1) When turn on automatic detection, the DVR will check whether it's maintenance reboot while
power on. If so, pass to detect there is new firmware package. (Judgment method: The system current
time is 30 minute later than the auto reboot maintenance time setting. )If it's not reboot because
maintenance, the detection will be running after 5minute later. While there is new firmware, the upgrade
bar will show “There are new firmware available” , the user Click this channel upgrade, it'll download
firmware.

(2) Enbale Automatic Detection, it'll detect whether there are new firmware periodicity.If so, the
upgrade page will show “There are new firmware available” , the user Click this channel upgrade, it'll
download firmware.The detection cycle is the random time after reboot period time 18~23
hours(including the maintenance, the unit is second).This cycle is from the device power on randomly
and won't change this detect cycle until the device power oOff.

(3) During the system running, the user can Click Detect to check whether there is new firmware After
Click, it'll be a box prompt is detecting, after the detection is complete, the status bar display the
result.Note: Detect manually won't influence the detection cycle.

(4) Automatic Detection ---From turn on to turn off, the detection cycle will stop.

Automatic Detection ---From turn off to turn on, the detection cycle will start.The detection cycle
is randomly in this time point 18~23hours later.After turning on the button, the detection will start 1
minute delay.Note: If during this minute, the user turn off the menu again, it'll stop counting and won't

detection any more until turn on this function again.
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Note: The neutral program does not currently support FTP online upgrades

5.7.3.5 Parameter Management

You can exportthe main menu settings you have configured to a USB flash drive, or import an

exported setting file from USB flash drive to the DVR.
@ Setup Channel  Recol Al ]

aintain

Save Settings: Click to save the DVR current system settings to the USB device. You will be required to
input the Admin password to authenticate.

Load Settings: Once you have created a system settings export, you can import the settings on
another DVR. Click Load Settings button to navigate to the system settings file you want to import

from your USB flash driver. You will be required to input the Admin password to authenticate.

177



USER MANUAL

5.7.3.5 Maintenance

This menu allows the system to auto reboot the DVR regularly. It is recommended to leave this function

enabled, as it maintains the operational integrity of your DVR.

Default

Auto Reboot: Click to enable this function.
Time: You can set the DVR to reboot by day, week or month.

5.7.3.6 Developer Mode

Only some devices support. This menu can save the serial port log to the USB flash disk.
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Telnet: Enable this menu can use Telnet to login device.
Debug information: Select log save position
Shut Off: Don't save serial logs
Output To Terminal: Output serial logs to terminal
Output To Disk: Save serial logs to HDD.
Export debug information: Export serial logs to u disk drive.
Delete debug information: Delete collect serial logs.

5.7.4 IP Camera Maintain

This menu allows you to upgrade the IP camera’s firmware and restore default settings of IP camera.

5.7.4.1 Upgrade IP Camera

1. Choose one of the IP cameras you want to upgrade firmware
2. Click Select File select the update file from your USB flash drive, then click OK.
3. Click IPC Upgrade button to start upgrading. You will be required to input the Admin password to

authenticate. Please DO NOT power off the DVR and IP camera or remove the USB during the
upgrading.
Auto Upgrade: Some IPC supports upgrading using the upgrade package in FTP. You only need to open
FTP in the IE menu of IPC. Then upload the upgrade package to upgrade IPC FTP on DVR. Select enable /

disable to enable or disable the feature.
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Automatic Detection: Automatically detect upgrades. Check whether there is the latest upgrade

package in the FTP server at regular intervals and when starting up. If yes, you will be prompted whether

to upgrade please view ).If yes, you will be prompted whether to upgrade
Enable/Disable this function.

Detect: Manually check for the latest upgrade package.
Upgrade: If the latest upgrade package is detected, click to upgrade.

5.7.4.2 Load Default Settings for IP Camera

Load Default

1. Choose the IP cameras you want to restore.

2. Click Load Default to restore settings. You will be required to input the Admin password to
authenticate.
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5.7.4.3 Reboot IPC

You can restart IPC in this menu. Check IPC and click reboot IPC.

5.7.4.4 Manage IPC parameters

Export parameters, check IPC, click Save settings, and the USB flash disk path will pop up. After selecting
the path, click OK to export IPC to USB flash disk. Check IPC and click load settings to import parameter
files from USB flash disk into the IPC.
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5.74.5 Format IPC

This function can detect SD memory card connected to an IPC with the API protocol, and click Format's
SD card for the IPC that can be formatted.

Note: DVR and IP camera need version 8.2.2 and above.

5.7.5 System Information

This menu allows you to view the system information, channel information, record information &

network status.

5.7.5.1 Information

View system information such as device ID, device model name, IP address, MAC address, firmware

version and more.
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If your DVR supports P2P function, you will find the P2P ID & P2P QR code in the information page. You
can scan this QR cord with maobile app to remote view the DVR.

5.7.5.2 Channel Information

Channel

View channel information for each connected camera such as alias, mainstream and substream

recording specifications, motion detection status & privacy zone.
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5.7.5.3 Record Information

© Setup

View recording /nformationfor each connected camera such as bitrate, stream type, recording

resolution and frame rate (FPS).

5.7.5.4 Network State

View network /nformation.
Total Band Width: It shows the DVR's total input band width for IP cameras.
Used Band Width: It shows the used band width of IP cameras.
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Chapter 6 Al Scenario

Al scenario application function you real real view of the face attendance, more intuitive and convenient

to view the real situation.

6.1 Face attendance

Face attendance screen, which can record face attendance in real time and check the attendance results
in realtime.

1. Interface theme of face attendance.

185



USER MANUAL

2. Click to enter the playback face attendance search interface, and select the face pictures in the

face group by default.

QSearch General Events ¢ fiods Smart Tag External File Picture Slice

Hu

On Duty Time 0pa:30:00 Off Duty Time  17:30:00 Refresh

Name Group Detail Late Leave Early  Absence

Normal ate Leave Early

3. Click to enter the setup interface.
Setup

Channel Channels ...
Group GSroups ...
GUIl Themes

On Duty Time

Off Duty Time

Email Configuration

Apply

Channels: Channel selection
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Groups: Select the faces of those face database for attendance, and click to pop up to the Al face

database Settings interface.

Company Qe

13:24

Database Management

Import Databa atabase Update fas

GUI Theme: Main interface diagram

On Duty Time: Set up the duty time

Off Duty Time: Set up the off duty time

Email Configuration: Send face email configuration, click to send face attendance result email

configuration.

Email Configuration

Enable ™
Send Email 08:30:00

Mode Maonth

"-“.IIOFHI"IQ Days

Default

Enable: Enbale email to send face attendance results (the attendance resultis a form file)
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Send Email: Set the time of sending the face attendance result email, click the pop-up system email

setting interface on the right side =to configure the system email, Please view

Email Configuration

Email

Encryption

SMTP Port

SMTP Server

User Mame

Fassword Show Password
Sender

Receiver 1

Feceiver 2

Receiver 3

Intereal

Default Apply

Mode: The mode of sending face attendance results, Day, Week and Month

Day: Send it once a day, and send you yesterday's face attendance results.

Moce

Week: send once a week, you can choose the week to send sent face attendance results for the email
time forward a week.For example:
When an email is sent on Monday, the attendance record is sent on last Monday and last Sunday.

When sending an email on Tuesday, the attendance record is last Tuesday to Monday.

Weaeak w | Mon.

Month: Send once a month, you can choose the day of each month to send the sent face attendance
results for sending the email time pushed one month forward.For example:

When an email is sent on the 10th of each month, the attendance record is sent from the 10th of last
month to the 9th of this month.
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if the email is sent on May 10th, the attendance record sent is the attendance record from April 10th to
May oth.

Working Days: Select a working day, check All, every day is a weekday

Apply: Click Apply to save the settings

Default: Send attendance Mail Settings Recovery default

4. Displays the current date and time

5. Current total number of people attendance situation

Total number of attendance attendance required

&

Number of attendance

e

No attendance
6. The attendance status of each face group

7. Channel has image, selected Channels to choose channel

8. Select the number of graph windows, single windows , two windows , four windows
9. Face real-time attendance push, display attendance face picture, name, from the group name, work

attendance time and off-work attendance time.

mi=:

10. The interface also displays the maximum number of face attendance pushes, with 1

12
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6.2 Cross Counting

Thisis an Al application based on cross-count functions that helps control the attendance of customers /

visitors / vehicles in public places such as restaurants, parks, zoos, theaters, museums, and parking lots.

6.2.1 Channel

Count and view real-time results through a single camera. Mainly used for small places with single

Please Enter

10

1.Channel drawing and real-time line crossing statistical data, the drawing channel can be

selected in Channels.

10 0 0 0

Available Inside Enter Exit

Available: Number of remaining allowed
Inside: Current existing quantity in the control area
Enter: Number of recorded entries

Exit: Number of departures recorded

2.Select the number of drawing windows, four windows , Six windows , nine windows
Click “™=display / hide the statistics under the channel. Click “to clear the current selected channel
statistics, , click ™= to clear all the channel statistics.

r-1
3.Real-time count data information, click 1o display the total statistics on the full screen.

4. Data and exit information of each channel in each time period.
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6.2.2 Group

Statistics and view real-time results by group. It is mainly used in large places with multi-channel

entrances and is monitored by multi-channel cameras.

Group 1

Please Enter

10

1. Group can select the displayed group information displayed, Live displays the channel preview screen

and statistics, and Map shows the map information.

2. Channel drawing and real-time line crossing statistical data, select in @Group to select ach group

drawing channel.

0 0

Enter Exit

Enter: Number of recorded entries

Exit: Number of departures recorded

3. Select the number of drawing windows, four windows , Six windows , nine windows
Click “*=display / hide the statistics under the channel. Click to clear the current selected channel
statistics, , click il 1o clear all the channel statistics.

iy |
4. Real-time count data information, click H o display the total statistics on the full screen.

Available: Number of remaining allowed

Inside: Current existing guantity in the control area

5. Data and entry and exit information of each group and each time period.
(Graph 2)
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6. Map information configuration, click to add a map picture, click @ to set the position of the IPC

schematic map on the map, click m to display the map information and the Cross -Counting statistics

of the current group in the full screen

6.2.3 Search

Enter i Inside

Search for channels and groups separately. Select the channel or group that you want to search for, set
the search duration by day, week, month, or year, and select the type of target that you want to search

for. Click the search icon and the results appear on the right side of the window.

6.2.4 Setup

Configuration Settings

= I uration

Channel
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1. Check Advertise mode for AD mode. set the SEQ residence time in seconds, which determines the
time that each image stays on the screen, by default to 3 seconds. Click Imageto load ad pictures from
USB memory and supports the addition of up to 16 images in jpg, png and bmp format, picture

resolution can’t over 2560x1600.

Image Management

Tip: up to 16 pictures can be added. The optional format is JPG, PNG, BMP, and the maximum resolution is 2560X1600.

Click @add new picture, click @delete added picture one by one.

Check Keep Aspect Ratio box if you want to display an image with the original aspect ratio, or
unchecked the box if you want the image to stretch out and appear in the full screen. Return to Channel
View Mode or Group View Mode, and click the full-screen button in the upper right corner to display your
ad image and the real-time count data for the selected channel or group.

2. Set Enable selects which channels to display on the channel page. If the camera in the channel
supports Al functionality, Setup and Alarm icons will be blue*=+ Instead, f the camera does not support
Al functionality, the icon will be gray “=:.Set up Capacity which is the maximum limit for attendance. Click

Setup to configure the detection condition. Click Alarm to enter Trigger when the number is 0.
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Buzzer Disable

Alarm Out

Latch Time

Buzzer: Set the buzzer duration in seconds when the available number is 0.

Alarm Out: If your DVR supports a connection to an external alarm device, you can set it to sound an
alarm.

Latch Time: Configure the external alarm time with the available number of 0.

3. Click the Add IP Camera™ icon to add the channel to the group. Up to eight groups can be set, but
can only be added to one group per channel. If channels are enabled in channel view mode, they are
not allowed to add to any group. Select the Enable box to activate the group. You can set the number of

Capacity, Start Time, End Time, detection type (Person, Vehicle and Motion) . Click Alarm “£to enter

configuration page when the number is 0.

6.3 Object Classification

Face, Human, Motor Vehicle, NON-Motor Vehicle detection scene interface display full screen, it can view
detection results real time.
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1. Interface theme of machine and non-human statistics

2. Click to enter playback human&\Vehicle search interface.

General  Event

] o B [Ehselectal  selected:0

3. Click to enter setup page.

GUI Theme

Statistics 1 Day

Channel Channels .

Cancel

GUI Theme: Local Theme
Statistics: Statistical time, you can choose 1 day, 2 days, 3 days, 4 days, 5 days, 6 days, 7 days, week,
month and year.

Channels: Channel selection, you can select the statistical channels.

4. Show the current date and time

5. Channel diagram, In Channels select the channels

6. Select the number of drawing Windows, one window , two windows four windows
7. Real-time push display switch, click the icon to display / hide the corresponding detection results of

real-time push
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8. Real-time push of face detection, and display of the detected face picture, name and source group
name.
9. Real-time push of humanoid detection, showing the detected humanoid pictures, detection channels
and detection time
10. Real-time push of mator vehicle type detection, showing the detected motor vehicle pictures,
detection channels and detection time
11. Real-time push of non-motor vehicle testing, display the detected non-motor vehicle pictures,
detection channels and detection time
12. Statistics of the number of human faces, human shapes, vehicle models and non-motor vehicles

captured.

Chapter 7 Search, Playback & Backup

The Search function gives you the ahility to search for and play previously recorded videos as well as
snapshots that are stored on your DVR’s hard drive. You have the choice of playing video that matches
your recording schedule, manual recordings or motion events only. The Backup function gives you the

ability to save important events (both video and snapshots) to a USB flash drive.

7.1 Using Search Function

Click Search button in the Start Menu to enter search section.
@ Search e e e o ey N

© 24h 2h  1h  30m
T - 10:00 12:00 14:00 16:00 18:00 20:00 22:00 00:00
n 1-—-llv—ll_lllllulllllilll [T T R RTRRT )
04/11/2022
nual

O MPR Minteligent MAlarm M
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-—

2
3
4.
5

6.

. Search Options: The system provides various search & playback methods: General, Events, Sub-

periods, Smart & Pictures

. Search Date: Search by a date to play back.

Search Type: The system provides different search types to narrow your search.

Channel Selection: Choose the channels you want to search & play.

. Video Playback Controls: Control the video playback.

oK I> > o 0bh 8 ) B & & &

[I:I: Enlarge the video playback to full screen
K] Rewind, x2, x4, x8 and x16
I[> slowPlay, 1/2,1/4 and 1/8,1/16 speed

I:) Play
["] Pause

|>[| Play frame by frame. Click once to play a frame of the video

D Stop

> FastForward, x2, x4, x8 and x16
@ Digital Zoom: Click to zoom in then click -and-drag on a camera image during playback to

zoom in on the selected area. Right-Click to return to regular playback.

gg Video Clip. Quickly save a section of video to a USB flash drive. View more on 7.1.1.1 Video Clip
Backup

a Save Video Clip.

@(}9) Volume Control: scroll the slider bar to increase or decrease volume.

@ Snapshots: to capture a snapshot image to your USB flash drive. If the video playback is in split-

screen view, move the mouse cursor to the channel you want to capture, and then click the @

icon to save the snapshot.

@ Add default bookmark

Add custom bookmarks.

E Switch the original proportional screen or stretching screen.
Timeline: Continuous recordings are shown with colored bars to represent different types of
recording (legend shown in the bottom-right corner of the display). Use the timeframe options

) to view a smaller or larger time period.

Different types of recording shown in different colors:

| llMotion B0

Continuous Recording in Green color.

Motion Recording in color.
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I/0 Recording in Red color.

Maotion & 1/0 Recording in Orange color.
Intelligent Recording in Blue color.

PIR Recording in color.

7. Playback Status: display the video play status.

71.1 Search & Play Video in General

This menu gives an option to search & play recording for a selected date.

Qsearch Events  Sub Smart Tag External File Picture Slice Al

PEIC) 04/11/2022

Search Type v

¥ Normal % Motion
™o v
P [ Lco

@ SOD E; PD & VD
4 Ao Mo

ﬁ cc E CcD

% ao %4 LD

ﬁ RSD :_? Sound

v % Manual

Stream Type Mainstream v

Channel
vl O
I
-
-

EREER

T-CH10
T-CH11
T-CH12 2:0 6:00 08:00 10:00 12:00 14:00 16:00 18:00 20:00
T-CH13 A1 N T B 1 00 N N SD T LHEL Lo
T-CH14
T-CH15

04/11/2022
| lMotion MO MIPR Mintelligent MlAlarm [l Manual

. Click icon to search for video recording from the calendar.

Choose Search Type

Check channels you would like to search, or check Channel, to search all connected channels.
The search result will display on the timeline from 00: 00 to 24: 00.

Click [> button to start playback.

Control the playback with buttons on Video Playback Controls.

Use the timeframe options (=Rl - R LR t0 view a smaller or larger time period.

® N o a &~ =

If you want to quickly save a section of video during playing back to a USB flash drive, use the Eg
Video Clip backup function.

9. Tag function, click to add Costumed Tag. Click @ to add Default Tag.You can make a mark at

the current time of the current channel. After the addition is completed, you can jump to the

previously made "mark" in the label return interface to play back.
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71.1.1 Video Clip Backup

' 2h  1h O 30m

m [l Mar ANR

. Insert your USB flash drive to the DVR.
. Start a video recording playback.

. Click §3 icon.

. Check the channel(s) you want to make a video clip backup.

. Move the mouse cursor to the timeline where you want to start the video clip.

oo g~ WN -

. Press and hold the left button of your mouse, and drag the drag the cursor to the timeline where you
want to end the video clip.

7.The §3 icon has been changed to @ icon, click @ to save the video clip.

8. Select a file type for your backup files, click Save button to save the video clips. Please make sure your

USB driver has enough space to save the video clips.

Backup Type

9. The backup drive menu appears. Navigate to the folder you want the backup files to save in.
10. Click OK to begin. The progress bar at the bottom of the window shows you the progress of the
backup.

Backup

Driver List:

. i Last Madify

ory: | fhidewfusb1
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7.1.2 Event Search, Playback & Backup

Event search lets you view a list of video recordings with the channel, start and end time, and recording

type conveniently summarized. You can also quickly back up events to a USB flash drive.

9 10 12 11 7
To search, play & back up for events:

1.Choose the date & time you want to search.

2.Check the recording types you want to search, or check Search Type to choose all.

3.Choose the channels you want to search, or check Channel to choose all channels.

4. Click icon to start search.

5.Events fitting your search criteria are displayed in list form. You can double Click the left button of your
mouse upon one of the events to play the video immediately.

6. Click

icons in the bottom-right corner of the menu to browse between pages of
events, or input the page you want to browse.

7.You can switch the view of list form in by Click below icons which is show at the right bottom corner of
the screen:

gg Thumbnails view. You can view the snapshots of the events.

EE List view. The events will be displayed in list.
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@ Search

Date

Time 00:00:00

Search Type
=
1% Normal

-
Mo

&GP0
¥ so
v ]

Stream Type

Channel [

& m
& =
M =
& m
G-

General

04/11/2022 (=]

" 23:59:59

Motion
[ PR
gLco
PD&VD
FD
co
LPD
ound

[ Manual

Mainstream v

T-cover123-CH1
CH2\@!%# %

T-CH3s:

T-CH4adsn

CHSadsajdkhndhasd

Q

Information
Channel
Time:

Type.

ze

Events  Sub-periods

1 CH
cH10
IP CHE.
HT
3 IP CHE

IP CHB

IP CHE
7 IP CH6
CHT

CHY

CHS
1P CHI
CHY

185 CHI1
193 CH1
201 1P CH1
209 1P CHB
217 1P CHT
2251P CHB

233 1P CHE

Descending Order

2 CH2
10 cHI1
CHY
CHIS
CH2
IP CH7
IP CH2
IP CH4
CHI
CHIB
CHY

IP CH&
CHI4
CH2

CHY

CHI
IP CHE
CHE
CH14

1P CHE
2 1P CHE
170 CHI4
178 CH15
186 IP CH4
194 CH12
202 IP CH&
210 IP CHE
218 CH1
226 IP CH6

234 CHE

Select

i )

CH?
IPCHa
CHS
P CHE
1P CHT
3 IPCHB
CH1
CH16
IP CHB
5 CHI1
SHS
CH3

5 P CH2
7P CHB

185
203
211 CH1t
219 CHS
227 CHIS

235 P CHE

CHe

CH13
CH6
CHa

CHI3

P CHE

5 CHs
13 CHI4
21 IPCHS
29 IP CHB
CHS
CH10
CH16

IP CH2
CHT
IP CHE.
CHI

CHIS

CHI3
IP CHE
CH11
cHB

3IP CH2
1P CHE
CH4
IP CHE
CH2
CHIO

221 CHB

229 P CHE

237 IP CHE

Detailed view. You can view the details of the events.

@Q Search

Date

Time 00:00:00

Search Type

=
{¥ Normal

™ PD

¥4 sop

Stream Type

el [

Channel [

& =
= =
= =

& .

04/11/2022

General

T 23:59:59

%3 Motion

PR
3LcD

PD&VD

v L

[ co

& Po

[¥2 sound

[ Manual

Mainstream v

T-cover123-CH1

T-CH4adsnjajki7

adsajdkhndhasd

Q

Information
Channel
Time:

Type

Size

In the detailed view mode, you can lock the video events to keep events from being overwritten in the
hard drive. Click the

Events

cending Order

Channel
CH1

CH2

Select

icon to lock or Click

11/2022
11/2022
2022
2022

22

22

22
2022
2022

2022

Start Time
00:00:00
00.00.00

00:00:00

00

1516

00:06:03

14
22 IPCHI
30 IPCH3
38

46 CH12
54 IP CH1
62 IP CH1
70 IPCH4
78 CH2
86 CH4
94 IP CHE
102 IP CHE
1101P CH6
118 CH1

182 IP CH6
190

198 CH14
206 IP CHe
214 CH4
2221P CHE
230 CHT
238 1P CH2

Selected

End Time
00.07:48
00:01:0

00:06:23

Selected.

to unlock the events.

Total Size:

399MB
94MB
121MB

20MB

2TMB

&

Total Size:
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CH16

3 IPCH2

CH12
IP CHE
CHS
CH12
CHE
GCHS
1P CH1

CHI3

cHI2
CH2
159 CH4
167 CH12
175 CH?
183 IP Ci
191
199 CH16
207 P CH2
215 CH12
223 CH9
231 P CHE

239 CH10

Browse Type.

Playback

plojoioioloioioloiciololclolololciololcioioloioiojoiojaialol

Browse Type

CHY
IPCHB
IPCHT
CHg
CHI1
CH14

6 IP CHE
64 CH7
72 CH10
80 IP CHE
88 CHe
96 CH10
104 IP CH1
112 cH3
120 P CHT
128 CH15
136 P CHT
144 IP CHT
152 CHé
160 IP CH1
168 IP CHT
176 IP CHE
184 IP CHE
192 CH13
200 CHS
208 CHe
216 CH13
224 CH16
232 P CHE
240 IP CHE

1. Check the box next the number of the event to select files, or check the box next Select to select all

events in the page.

2. 10.The number of selected files, total size information will be displayed at the right bottom of the

screen.




USER MANUAL

3. After selecting file, you can Click D icon to save the video to USB flash drive. Or Click |E| icon into

event playback control window to play the video.

71.2.1 Event Playback Control

@ Search
Saanel] IP CAMERA 2022- 04-11 00: 00: 08

CH

.-

H:

4 H4
HE

HE
He

SH10 N
N

10

11 CH1
2 cH
13 CH1
14

5 CHi6

1. Event List, you can select the events here.

2. Click B icon to save your selected event videos to USB flash drive. Click El icon to play video.

3. Control the playback with buttons on Video Playback Controls. You can Click <) icon or Click right
button of your mouse to exit the playback and return to event search window.

4. The event you are playing now will be displayed on the timeline.

5. Use the timeframe options ([=RELuRSEE-LESE LRSIl ) (O view a smaller or larger time period.

7.1.3 Sub-periods Playback

Sub-periods playback allows you to play multiple normal recordings and motion events simultaneously
from a single channel. With normal and event recordings, the video is divided evenly depending on the
split-screen mode that has been selected. For example, if the video is an hour long and you have

selected Split-screens x 4, each split-screen will play for 15 minutes.
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Ao b=

To search & play video in sub-periods:

@ Search

Normal Ml Mot

Choose the date & time you want to search.

Choose the split-screens you want the videos to be played in.

Check the recording types you want to search, or check Search Type to choose all.

Choose the channels you want to search. Please note that this function only supports to search & play
one channel at a time.

Click the play button D to start playing. Control the playback with buttons on Video Playback
Controls.

6. Videos are being played in split-screens.

7. Click the left button of your mouse upon a particular split-screen, the time period of the video split-

screen will be displayed on the timeline. The color bar on the top of the timeline indicates the time
span of the video split-screen you have Click ed. The color bar on the bottom of the timeline indicates

the time span for the whole videos you have searched.

. Use the timeframe options ([=RFEEIEEFIREEE [ REEE:) 10 view a smaller or larger time period.

. Tag function, click to add Costumed Tag. Click @ to add Default Tag.You can make a mark at

the current time of the current channel. After the addition is completed, you can jump to the

previously made "mark" in the label return interface to play back.
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71.4 Smart Search & Playback

Smart mode allows you to easily search & play the motion events in one or more specific areas of the

channel.
@ Search

-
04/ 12/ 2022 00: 00: 09

OXKI>0 0 0D ad

This feature can identify whether it is triggered by the Motion in Motion. If so, it will be displayed as blue

lick @

button to enter smart area set up page.

in the playback time bar below. C

04 0 00: 00

=

v

Click this icon égﬁ on Video Playback Controls, the camera will be shown in full screen and the Smart

controls bar will be visible.
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71.5 TAG playback

In tag playback, you can find all added tags. And perform playback, editing and deletion operations.

Click Edit to modify the label name, and click Delete to delete the label.

7.6 External file playback

Here you can play videos in the external U disk. Select files on the left to play automatically.
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7.7 Picture Search & View

This function can be used to search, play and copy snapshots to a USB flash drive.

@ Search General Events Sub-periods Smart Tag Extemal File

=T T a
j.\a “' . = o
CHé \, 6 P w".iHZW \\. 7 P A,;b’
rj: . :,\?» , =

IP CH6

9 11
To search, play « back up picta.es:
1. Choose the date & time you want to search.

. Check the picture capture types you want to search, or check Search Type to choose all.

2
3. Choose the channels you want to search, or check Channel to choose all channels.
4. Click € button to start search.

5

. Pictures fitting your search criteria are displayed in list form. You can double Click one of the pictures

to get a larger view.

BB iCons in the bottom-right corner of the menu to browse between pages of
pictures, or input the page you want to browse.
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7.You can switch the view of list form in by Click below icons which is show at the right bottom corner of
the screen:

Thumbnails view. You can view the snapshots of the events.

List view. The events will be displayed in list.

Q Search General  Ev S ds  Smart Tag Extemal File

IP CH6 1P CH2 IP CH6 8 IP CH2

~

e

4

T-CH15

Q

Information

Channel:

Type
Size Descending Order

Date 04

Time

Motion

Information

han
Ti

Detailed view. You can view the details of the events.
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@, Search

olololofololofclcl=

o]
o]
O]
O]
O]
o]
O]

olojojofololalalo!

I0EEAIl

8. When you Click the left button of your mouse upon one of the pictures, system will show the picture
information on the left bottom corner of the screen.

9. Check the box next the number of the event to select files, or check the box next Select to select all
pictures in the page.

10. The number of selected files, total size information will be displayed at the right bottom of the
screen.

11. After selecting file, you can Click |j| button to save the pictures to USB flash drive. Or Click B

button to go into picture preview control window.

7.1.71 Picture Preview Control

era )22-04-12 00:00:09

CH2 M
HE M
CH2 M
M

2 M
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1. Picture List, you can select the pictures here.

2. Click B button to save your selected pictures to a USB flash drive. Click E] button to view the
pictures in slideshow.

3. Press Q@ button to exit preview control window and go back to picture search window.
Press [][] button to pause, press [> to resume slideshow.
Press [K] button to display previous snapshot or group of snapshots, press [}{] to display the next
snapshot or group of snapshots.
Click |:| button to view a single snapshot at a time, click HE] button to view four snapshots at a

time, press @ buttons to view nine snapshots at a time.

7.1.8 Slice Playback

Video playback allows you to see 60 minutes of video clips within an hour on a certain day, a certain

month, a certain year, with T minute for each clip.
@ Search ds Pict

P22
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g
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fF A 4 XS
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e
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¥
=
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I 4

X
&

r

"

N
'S
- =

1. Select channel and stream.

2. Selectthe channel and date to play.

3. The results that meet the search criteria are displayed in the form of a list. You can use the left
mouse button on one of the events to play the video in a small window.

4. Small window play preview. Click the enlarge button in the upper right corner of the small window to
enter full screen play mode.
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71.9 Al

71.9.1 Face

Select the date, time, channel and face group and click search, you can search the everyone face

information of the group durmg this time period.

3 H d kellalS
=Tl ‘HMF..h

‘”w AR
i el b [

Ex B Select All  Selected: 0

Click ® to customize to add the search face. Choose Groups to select the face pictures of the whole
group of the face database for comparison search.
2. Click Channels to select the channel for the search
3. Click Attributes to set the face attribute conditions for the search, and you can choose to select
Gender, Age, Mask, Glasses and Expression

4. Click Alarm Groups to select the face group where the face contrast has occurred

5. Select the search area picture, click fWto delete the picture, click to pop up to the Al face database
setting interface.

6. Right-select Import To in the search results to import this image into the face database grouping..
7.1nthe search results, right-select Detail Information to view the details of the face.

8. Click Custom Playback to enter the time when the face is detected for playback.

Click to view the different viewing methods.

210



USER MANUAL

71.91.1 Track

Click on the lower right corner to enter the electronic track chart menu.
@ Search n ts  Sub-pe - Tag P

/
HAK uality assurance
il
" OFFICE ’

. | O Q 4 3
gE i g 2y 7
= | o k - IR ’
o | i Temporarily palced area 3 )
2 i OFFICE -

i wo ] il g

g it — Fire engine access

zri il i
w (6] =
/7 | oew wE
i . | OFFICE '

3 I 3
l The area of manufacture
Vice-general
Q manager

Click Load Map to pop up U disk, select map to add. Click Edit to drag the IPC icon to the location you
want to place, unchecked and exit edit mode. Then Click ®select the face from the local face library or
U disk, click search (only support one face search), you can search out the IPC that has detected the face,

there will be a color mark on the map.
@Q Search s S § o

FIRE CONTROL MAP

’... 0.5 A\l (b | Exit
. e e s, levator i
yEn L A ) K ]
HOUSE The arca of manufacture | QA
i EE] Quality assurance
" Hax 2 ; Exit

= | : 2 W &
g . £ OFFICE s o— :
g, O X | . -
g4 H - Bl BN kg
g "( H Temporarily palced area ] i | A\ 3= =
5 i OFFICE 2

: i ] it i\ =
5 ¥ —— Fire engine access ! — 3
L3 = i —m—@lm— £ E
= / \ I H : E
a : OFFICE

4 P [x
l The area of manufacture
Vice-general
manager

If you click the left button on an IPC icon and play back, there will be a simple playback in the lower right
corner. If multiple IPC detect the face, the point playback will automatically judge the person's movement

and introduce an arrow.
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71.9.2 License Plate

If the alarm is triggered and the video is recorded, you can view the video details or export in this

interface.
@, Search

Alarm Grou
Time ¥

uuuuu
-----

Time: Set the time period to query the license plate detection event. The date can be set by Click on
it.
License Plate: Filter and query according to the license plate information.
Fault-tolerant: Fault tolerance rate, such as when set to three characters, the white list in the group is
B5945SB, and also triggered when a license plate number of B734KB enters the monitoring area. That is,
the detection license plate number has 0~3 characters and the database license plate number is
different will be identified.
Snapped Information: Details of the alarm event, with the following five items:
Channel: Channel selection
Start Time: Start time of the event.
End Time: End time of the event.
Snapped License Plate: The license plate number captured by the camera by taking the license
plate photo.
Matched License Plate: License plate number obtained from the database.
Sort By: Event videos are sorted by time.
Channels: License plate detection events triggered by each channel
Search: Query according to the selected settings.

Alarm Group: Select the different groups in the database to compare and search for the display results.
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mThis function is to Click the triangle icon in the lower right corner of the event video when selected:
5s, 10s, 20s, 30s, Tmin, 2min, 5min, 1T0min, Custom Playback. If 30s, the video will be extended by 30
seconds.

You can back up the video to the U disk, the video format support RF, AVI, MP4 three.

Select All  Selected: 2

All videos are selected and the number of videos selected.

Click to turn the page.

Click to select different views.

Choosing an event right-Click pop two features:

Detail information: View the event details.
@, Search

Time 04 m= Alarm Group ..
Detail Information

o (=30 % M= Select All € 0 - :
Custom Playback: Playback settings, click to set how long the event plays earlier and how long it delays.
The maximum time limit is T0Min.

Double-Click the event or drag to the bottom-left corner to play the event video.
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7.1.9.3 Pedestrian & Vehicle

After selecting the date, time, channel, and pedestrian and car shop type, click to search to search for

the pedestrian and car shop information of the group during this time period.
@Q Search periods  Smart T — o7

w1 a (B 0 i = b=
Left Click will have basic information on the left side, right click will customize playback and view details.
Click on the lower left corner to play for simple playback, double-Click to zoom in, and enter the normal

playback mode.

7.1.9.4 Perimeter Intrusion & Line Crossing

Select the date, time, channel, and alert type, and the person and car type to search for the Perimeter

Intrusion and Line Crossing triggered by the group during this time period.
@, Search senesl Evants BSubperiods Smat Tey ExemalFe Pichra Sice
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Left Click will have basic information on the left side, right click will customize playback and view details.
Click on the lower left corner to play for simple playback, double-Click to zoom in, and enter the normal

playback mode.

7.1.9.5 Repeat Visitors

Here you can search and count all the number of times the same face has appeared.
@, Search g '

oy I‘,; i.\---- '? i
L s U R

1. Select the date and time that you want to search for.

2. Selectthe face library group you need to contrast and search groups by default.

3. Selectthe channel that you need to search for.

4. Selectthe corresponding face attribute in the face attribute attribute interface.

5. Enter the minimum number of seconds separated by interval.

6. Left Click the search results, click the search results, on the left there will be detailed playback and
information, right click to import the face library or edit the face library picture information and view the
details.

7. Enter the Minimum number of face appearances at Minimum Occurrences for filtering

8. Click Sort By to sort, with a rise or down order of time or quantity
9. Check the search results or Click All to select all the search results, click [ﬁ] icon to customize the

play, or Click m to backup the picture and video to the USB flash drive.
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71.9.6 Face Attendance

The attendance system lets you check to see if someone appears at the specified time. And

automatically determine whether they are late or leave early.
@ Search I c :

1. Channels: Select the channel for face attendance
2. Select Mode: Select the face picture of attendance, with By Group and By Person modes

By Group: Select face pictures through the face group, that is, add shuffling all face pictures.

By Person: Through the face map selection, click the right button of By Person to pop up the face
map interface of the selected face library.
3. Date: Select the search date, the default is the system time day, and there are five selection modes:
Day, Week, Month, Custom, and Today.
4. Working Days: Select the working days
5. On Duty Time: Set up the working hours
6. Off Duty Time: Set up the closing time
7

. Click Search.ou can search for the results.
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@, Search en E E rag  Extemal File  Picture

&
F
&
&
&
&
3
&
F
2

Late and Leave Early

Click on a result, and all the detection records are displayed below. Click EDetail on the Detailicon to
enter the details interface.

External File  Picture  Slice

Detail Information
=N A 4

No.  Channel

CHB

Here are details on attendance, including the first appearance and the last appearance. Click to
perform a simple playback in the lower left corner.
Click Export to save the searched attendance information generation file to the U disk.

Click Send Email to send the searched attendance information generation file to the mailbox.
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Chapter 8 Remote Access via Web Client

Use the Web Client to remotely access your DVR at any time via a PC. Before you access the Web Client,

you need to ensure that the internet settings of the DVR are configured properly.

8.1 Basic System Environment Requirements

The minimum requirements for hardware and OS required to run Web Client are given as below.

ltem Minimum Recommended
CPU Intel® Core™ i5 CPU Intel® Core™ i5 CPU or higher
RAM 4G or more 8G or more
Hard Drive 500G or more 1000G or more
Display RAM 2G ormore 4G or more
Display Resolution 1280*1024 1920*1080
windows 7 or above
% Mac OS X® 10.9 or above
DirectX DirectX 11
Direct3D Acceleration Function

Ethernet Adapter 10/100/1000M Ethernet Adapter

IE Microsoft Internet Explorer Ver. 11, 10, 9, 8 or above
Mozilla Firefox V51 or below. It doesn't support V52 or above version.
Google Chrome V44 or below. It doesn't support V45 or above version.
Mac Safari 5.1 or above
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8.2 Web Plugin Download and Installation

To access the Web Client, do the following:
For IE Browser:
1. Launch the explorer on your PC and enter the DVR IP address or DDNS domain name (Host Name)

you have set on DVR in the URL box.

ENGLISH

Recover Password

2. Forthe first time you run the web client, system will require to install the web client plugin. Click
download to download the plugin and install to your computer.

If you have instalec
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5 Setup - SurveillancePluginV2

Ready to Install

change any settings.

Setup is now ready to begin installing SurveillancePlugin'2 on your computer.

Click Install to continue with the installation, or dick Back if you want to review or

Destination location:

Start Menu folder:
surveillancePluginV 2\MVE

C:'\Program Files (x86)\SurveillancePluginy 2\MVE

Install

Cancel

3. Afterinstalling the plug-in, close & launch again your browser and repeat step 1 to open the login

page. Input your user name and password to login the web client.

Note: When using Apple Safari/Google browser/Firefox browser/Microsoft Edge browser, you do not

need to download the plug -in, you can log in to DVR directly.
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8.3 Web Client Manager

The web client supports to fully control the DVR with administrator account. Please make sure to protect

your user name & password for preventing illegal login.

8.3.1 Live Interface

This is the first screen that opens after you have logged in to the Web Client. Here you can open or close
live preview, record video to local computer manually, take snapshots of the screens, PTZ control, color

adjustment, etc.

BENG G O <
O B0 E0 G B Y e B B Bl Gl B 12

13

1- Channel: Quick turn on camera channel
Click B icon show channels list.
Click B icon shut up channels list.

I3 3 Enbale/off live streaming.While real time streams turn on, the icon is blue.

H.. "'-",' Manual record, click and start to record manually. Click icon again to stop recording and the

records saved to local PC.Manual recording icon shows blue which recording.
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B3 Manual capture. Click to save the snapshot to your local PC.

Ind I Bitrate icon.Camera set up main/sub/mobile streaming.Mobile stream only be used in IP
channels.

2- Realtime setting:
Main stream: High video quality to view on main stream.
Sub stream: Middle video quality to view on main stream.
Mobile stream: The lowest video quality to view on maobile stream.Advantage: use smaller

bandwidth, only support on IP camera.

3- Main menu:
Preview: Check realtime video on camera.
Playback: Check the records in DVRHDD drive.
Remote setting: DVR menu to set up device parameters.
Local setting: Set up Web records and picture save location, select video” file type” .

4- Information: Mouse stop, check system user, IE version and plug-in version .IE version and Cancel.

5- Manual Alarm: Manual enable /disable Alarm Out
manual Alarm

Localk=1
IP_CH1-=1

IF_CH4-=1

IP_CHE->1
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6- Color setting: Click to hidden the settings.

Bright

Contrast
. ———

Saturation
. m——

Sharpness

7- Al alarm: Trigger Al alarm push, click 8} Click Al type detection, click [l to delete.

Al alarm
All
FR
Human
Motor Vehicle
PID[Human]
PID[Motor Vehicle]
LCD[Human)]
LCD[Motor Vehicle]
Mon-motorized Vehicle

PID[Non-motorized Vehicle]

LCD[Non-motorized Vehicle]

LPR

8- PTZ Control: Click to show/hidden PTZ.
9- PTZ Control Plug-in
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Direction arrow: long-pressing the surrounding direction
keys can control the level of PTZ levels, vertical and

etc.move PTZ

efault cruise

)

PTZ speed: adjustment horizontal bar is divided into 1--100

Zoom+/Zoom -: Click- /+ to control lens enlarge and narrow

IRIS: Clickthis button to adjust IRIS enlarge or narrow

Focus: Click- /+ adjustment the lens focus
The firsticon is 3D PTZ, the second is auto focus, the third is reset

PTZ, the fourth is watch point mode, the fifth is manual human

W

tracking.Please view in 5.1.4.1 PTZ Control

Preset Cruise PTZ Mode: PTZ, PRESET, Line Scan, Watch Maode, Tour, Pattern

Scan Please view in 5.1.4.1 PTZ Control

[
Cruise: Start/stop PTZ cruise

Preset: modify preset point name, move to, add, delete

e & & & & & & &

W
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Mode
Watch Mode:
Watch Mode| , o .
Time Interval: watch mode waiting time interval, the time
Time Interval 205 since stop watch mode operation.
Mode Default Cruis Mode: select watch mode, default/preset/line
scan/tour/pattern scan
Cruise (=4
Mode
Line Scan|
Area scan )
Line Scan:
Speed .
P Area scan: ClicKllEMto record the start position, after
Cruise moving PTZ, clickIEEM:o record the stop position.

Speed: Line scan speed.
clicIEMRo start line scan, PTZ start line scan.PTZ only

Mode

Tour v move in the same horizontal direction on this mode.

Track

Time

Interval

Track 1 Tour

Time Interval: every point stay time.

ClickiMio add preset point, clickEo delete preset point,
clickn/move up/move down preset points, clickiE:o

start cruise.
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Mode
Pattern Scan:

Pattern Scan b record: ClickIEMko record the cruise route, click“to
stop record.
cruise: ClicklEMRo cruise the recorded route

Track

Record

10- Live View Control Buttons:

E- I3 T [ O & &0 @ dx ¢

svvitch windows modes

ﬁ, Open all of channels
n Close all of channels

Original: display preview with original scale

Stretch: stretch the live window to suitable every scale screen
E full screen

m Manual record: Click the manual recording of all the display channels. Click again to stop

recording. Manual video is saved to your PC
Manual capture: Click to grab the screen of all the current display channels to save to your
computer
Digital: Click live image, click -one part of image zone to enlarge.Right-Click to return back
normal view.
Volume control: adjust level volume +/-. EH Mute mode
Intercom: Click to speak with DVR, re-Click to turn off. (Note: this function need DVR supports)
White light, manual control siren and white light (Need IPC supports) .
"Siren, manual control siren to alarm (Need IPC supports) .

Click to add customize tag please (/.1.5 TAG Playback)

11-Guide: display the current channel number.Use direction keys to control.

12-Page: Click channels to show on the screen.
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8.3.2 Playback

You can search & play recording videos stored in the HDD inside the DVR, and download the videos to

your computer.

Live Playback Remote Setting Local Settings

= IPCH1
H IPCH3
1P CH5
IP CHT
1P CHY

L) @ 0800 * 0800 20
IP CH11
w3 [ |

IP CH15

To search recordings:

1. Click Playback in the top-right corner of the window.

2. Select a day on the calendar to search for recordings from. Days with recordings appear with a red
underline.

3. Select the recording type to search for from the dropdown next to Type, or select All to search for all

recordings.

4. To choose the video stream you want to search & play. If you want to play Substream recordings,

please make sure you had set the DVR to record with Dualstream at 5.2.2.1 Record.

5. Check the channels you would like to search for recordings from. Check Synchronous playback to

play all channels at once.

6. Click Search.
7. Recordings that fit your search will be displayed in the timeline. Click a section of video where you

would like to begin playback and click the p play button.
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8.3.2.1 Playback Control Buttons

Live Playback Remote Setting Local Settings

GH16

o IPCHI 1P CH2

E PGH3 IP GH4
1P CHS 1P CHE
IP CHT IP CHg > =
1P CHY 1P CH10

) B
— PoHD 0o o200 050 o w0 1000 2 100 1000 000 2w w0
c 3
IP CH13 IP CH14 H I-"”..
IP CH15 IP CH16
Search

E Play the recordings

IIIII Pause

E Stop

Eﬂ Go Forward One Frame: Move frame-by-frame through playback. Only available when the
Synchronous playback option is not checked.

Synchronous playback: Click to play the selected channel at the same time at the same time.

@ Click upon one of the channels which is being played and then click record button to record current
video to your computer. Click again to stop recording.

Click upon one of the channels which is being played and then click capture button to take a
snapshot and save to your computer.

Opens the Download menu, which allows you to download several video recordings at once.
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Row / Page

Start Time
2021-02-20 00:00:00
2021-02-20 00:06:01
2021-02-20 00:14:28
2021-02-20 00:2
2021-02-20 00:31:24
2021-02-20 00:39:49
2021-02-20 00:45:19
2021-02-20 00:56:49
2021-02-20 01:05:18
2021-02-20 01:13:44
2021-02-20 01:22:10
2021-02-20 01:30:36
2021-02-20 01:39:06
2021-02-20 01:47:35

Start Download

End Time
2021-02-20 00:06:01
2021-02-20 00:14:28
2021-02-20 00:22:58
2021-02-20 00:31:24
2021-02-20 00:39:49
2021-02-20 00:458:19
2021-02-20 00:56:49
2021-02-20 01:05:18
2021-02-20 01:13:44
2021-02-20 01:22:10
2021-02-20 01:30:36
2021-02-20 01:39:06
2021-02-20 01:47:35
2021-02-20 01:56:01

Status
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded
Not Downloaded

Nat Downloaded

Stop Download

File Size
180.91M
253.81M
253.99M
253.73M
253.62M
253.86M
253.90M
253.83M
253.55M
253.46M
253.67M
253.98M
253.62M

253.58M

I 14Page

Choose the files you want to download, press Start Download button to begin, you will see the

download status. Press Stop Download button to stop.

Playback Speed: Click to choose the playing speed.

ﬁ Play All Channels: Click to play all channels you have chosen to searched. Only available when the
Synchronous playback option is not checked.

E Stop All Channels: Click to stop playing all channels. Only available when the Synchronous
playback option is not checked.

Digital Zoom: Click upon on a playing video, then click -and-drag over an area of the video to
enlarge. Right-Click to return to the normal display.

|1| Original Proportions: Shows the playing video at the original proportions.

E| Stretch: Stretch the playing video to fit the full area for each channel on screen.

=], To enlarge the web client to full screen.
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8.3.2.2 Picture playback

After setting the capture in 5.2.3.1 Capture After setting the capture in 5.2.3 Capture, you can search the

captured image here.

amf L 40 Jat &
/ ¥ T

e
P

: 1" =

Search capture:
1. Click playback in the upper right corner of the window.

2. Select picture from the drop-down menu in the upper left corner.

3. Select a day to search on the calendar. The date with the snapshaot is underlined in red.

4. Select the image type to search from the list in the search type menu, or select all to search all types.
5. Check the channel to search for videos.

6. Click Search.

7.The picture that meets your search conditions will be displayed on the right side

®

You can double -Click any picture to enter the small fragment back interface, click to return to the

previous page.
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8.3.2.3 Tag playback

In this menu, you can view all the tags that have been added.

Playback Remote Setting Local Settings

Edit

00 : 00

2359 : 59

® IPCH16
® IPCH18
B 1P CH20
® IPCH2
o IPCH24

Search

Please view 71.5 Tag playback.

8.3.2.4 Smart playback

On 5.1.6 Motion set up mation detection, human triggering motion detection alarm, you can find Smart
Pickled Played Video.

Live Playback Remote Setting

[ L | —J
Click '@ button to show smart set up area, click button to select all area. Click to delete all
selected area.
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8.3.2.5 Al Playback

On 5.4 Al set up Al alarm, you can search Al alarm events here. Search face detection, license plate

detection, Pedestrian & Vehicle, Perimeter Intrusion&Line Crossing Detection, repeat customer, face
attendance.

Live Playback Remote Setting Local Settings

PID3LCD

] CH1 ] cH2

] CH3 ] CHe

] CHS ] CH
0 cHT O cHe

] CHY ] CH10
O cHtt 0 cHi2

] CH13 ] CH14
O] CH15 O] CHi6

] IP CH1 ] IPCH2
0 IPcH3 0 IPCH4
] IP CH5 ] IP CHE
O 1P cH?

] IP CHY ] IP CH10
O IPCHI [ IPCHI2
] IP CH13 ] IPCH14
O] IPCHIS [ IPCHI6

Search

8.3.3 Remote Setting

Here you can remotely configure the settings of the DVR. Please see " Chapter 5 DVR System Setup”
for more details on the DVR settings.

Live Playback Remote Setting Local Settings

£ Channel

g

9000000 dsdeedd:
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8.3.4 Local Setting

Set download locations for recordings and snapshots taken using Web Client, and choose file type for
video files.
Path configuration
Record Path D:\Device\Record

Download Path D:\Device\Download

Snapshot Path Di\Device\Capiure

File type MP4

Capture Type JPG

Save

Record Path: Click @ to browse for and select the folder where you would like the manual video
recordings to be saved on your computer.

Download Path: Click & to browse for and select the folder where you would like to save the
download video recordings to your computer.

Snapshot Path: Click @ to browse for and select the folder where you would like the manual capture
snapshots to be saved on your computer.

File Type: Choose your preferred file type for manual recordings.

Capture Type: Choose your preferred file type for manual capture.

Save: Click to save the modifications.

Chapter 9 Viewing Backed Up Video on PC/Mac

This section will help you to play the backup files with the powerful video player which is attached in the
CD.

For Mac users, please installthe app "VideoPlayer x.x.xx_xxxx_xx_x.dmg"” , for example:
VideoPlayer_1.015 2017_01_6.dmag.

For PC users, please install the software “VideoPlayer x.x.xx_xxxx_xx_xx.exe" , for example:
VideoPlayer 1.015 2017 _01_06.exe.

Minimum System Requirements
e IntelPentium 4 or above
e Microsoft Windows XP / Vista /7 /8 /10
e 256MBRAM

e 16MBvideo memory
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1. Install the Video Player software in the CD and run.

VideoPlayer

Play List

Video Player

Open File T|

2. Copy the backup files to your computer.

Click Open File button or Click + button on the Play List to load single or multiple video files. It supports
toadd &play “rf” , “avi”, ".mp4” , ".264" and ".265" files. Click B4 button to load a folder

with backed-up videos.

Video Player Control 6

IP CH1211605.264 PG 4MP 1012512017 11:20:12
00:00:00
155.4KB

IP CH1225518.264
00:00:06

908.5KB
IP CH2203806.264
00:00:04

2.34MB

IP CH2204651.264 1
00:25:40

215.89MB

IP CH2211605.264
00:00:00

191.1KB

IP CH2225518.264
00:00:04

678.9KB

IP CH2112010.264

00:00:01/00:00:08
S
1.16MB 2
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1.Play List
BB Add files
Hl rRemove files
. To choose play mode: play a single file and stop. play all listed files by sequence. repeat one file.
repeat all files.
B Filter by file name

2. B Hide/Show Playlist
E} Click to open files or load a folder.

3. Play Controls
B rlay
@ Pause
O stop
[[@ Play frame by frame. Click once to play a frame of the video
[@ SlowPlay, 1/2,1/4 and 1/8,1/16 speed
3 FastForward, x2, x4, x8 and x16

4. Volume control
Multi-screen play. It allows to play multiple videos at a time. When you choose multi-screen, you

can drag the video in Play List to the play screen.

5. B Take snapshot
B To save a video clip to your computer. Press once to start, press again to end the video clip.
# Keep the video player on top
¥ Enlarge the video play screen to full screen

6. [@ Advanced Setup Menu allows to choose the OSD language of the video player, and configure the

setting of video player.
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Settings

Sitck on Top: O Sstick on Top When Playing

@ Never Stick on Top
O Always Stick on Top

[ save List File When Exit

o[ e [ o

Basic Settings: Set on-top mode

Settings

Capture

Output Settings:

Format: PNG j

Saving Path: C./Users/Administrator? M

I I

Capture Settings: Set the format and the path to save snapshots.
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Chapter 10 ppendix

10.1 Troubleshooting

1.

Q: What can | do if the system does not detect the HDD?

A: Check if the power supply system is properly connected and data cord and power cables are
securely connected, and if something wrong with the HDD interface. Or you may check if your HDD
is supported by referring to the specifications or descriptions.

Q: I have changed the password but forget the new password, how can | access the system?

A: If you forget system password, please consult with our technical personnel. We strongly suggest
user to set password easy to be remembered and relatively safe. If you have safety requirement,
please do not set very simply password, such as 000000.

Q: We see abnormal video signal or even no video signal by connecting the DVR and camera
together. Power supply for both devices is OK. What is wrong?

A: Check network cable at DVR side to see if the cable is firmly connected and if it is worn out and
needs to be replaced, or to check if NTSC or PAL is selected consistently.

Q: How to prevent DVR from being influenced by heat?

A: The DVR needs to dissipate heat while it is running. Please place the DVR in a place with good air
circulation and away from heat sources to ensure stability and life of the DVR.

Q: The remote controller of DVR doesn't work while the monitor screen is OK and panel keys are
functional. Why?

A: Operate again by aiming the remote controller at the IR receiver on front panel. If it still doesn'’t
work, please check if the batteries in the remote controller are dying. If not, check if the remote
controller is broken.

Q: I want to take out HDD from my PC and install it in DVR. Can it work?

A: AllHDDs supported by the system can be used. But remember, once DVR runs, the data on your
HDD will be lost.

Q: Can I playback while recording?

A: Yes. The system supports the function of playing while recording.

Q: Can | clear some records on HDD of DVR?

A: In consideration of the file security, you may not clear part of records. If you want to remove all
the records, you can format HDD.

Q: Why can'tllogin DVR client?

A: Please check if the network connection settings are correct and RJ-45 port is with good contact.

And check if your account and password are correctly input.

10. Q: Whycan't!find any records during playback?
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11.

12.

13.

14.

15.

A: Please check if the data line connection for HDD is OK and system time is properly adjusted. Try a
few times and restart. If it still doesn't work, check if the HDD is broken.

Q: Why DVR cannot control PTZ?

A: Please check if:

a) PTZinthe frontside is malfunctioned.

b) Setting, connection and installation of PTZ decoder are not correct.

c) PTZ setting of DVR is not correct.

d) Protocol of PTZ decoder does not match that of DVR.

e) Address of PTZ decoder does not match that of DVR.

f) If many decoders are connected, the farthest side of AB line of PTZ decoder should be added
120Q) resistance to realize reflection suppression and impedance matching. Otherwise, PTZ
control will be unstable.

Q: Why doesn’t dynamic detection work?
A: Please check if the motion detection time and motion detection regional setting are correct and
if the sensitivity is set too low.
Q: Why doesn’t alarm work?
A: Please check if the alarm setting, alarm connection and alarm input signals are correct.
Q: Why does buzzer keep alarming?
A Please check the alarm setting, check if motion detection function is enabled and object motion is
detected all the time and if I/0 alarm is set as Always Off. Besides, refer to corresponding HDD alarm
setting.
Q: Why can't | stop recording by pressing “STOP” button or Click “Stop Recording” in context
menu?
A: Pressing Stop or Stop Recording can only stop manual record. If you want to stop Scheduled
recording in certain time quantum, please change the setting to No Record. To stop Startup
recording, please change record mode to scheduled recording or manual recording. Then you may
stop recording by the prescribed methods. And another way of stopping recording is to set

channel as off status in record setting.

10.2 Usage Maintenance

To shut down DVR, please firstly shut down the system and then turn off the power. Do not turn off
the power directly or HDD data will be lost or damaged.

Please keep DVR away from heat sources or places.

Clean the internal dust regularly. Make sure the good ventilation of DVR so as to ensure the good
heat dissipation.
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4. Please do not hot plugging audio and video cables, or cables connected to ports like RS-232 or RS-
485. Otherwise the ports will be damaged.

5. Please check the HDD cable and data cable regularly to see if they are ageing.

6. Please prevent the audio and video signals of DVR from being intervened by other electronic devices,
and prevent the HDD from being damaged by static electricity and induced voltage. If the
network cable is frequently plugged, it is suggested to replace connecting line regularly, orthe
input signal may be unstable.

7. Thisis a class of product. It maybe bring wireless interference in life. Under this situation, it need user

to make measures.

10.3 Accessories (For reference only)

L] USB mouse L1 Power Adapter L1 warranty Card

CAUTION
RISK OF EXPLOSION IF BATTERY IS REPLACED BY AN INCORRECT TYPE
DISPOSE OF USED BATTERIES ACross CountingORDING TO THE INSTRUCTIONS
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